
Reliable and Variation-tolerant
Interconnection Network for Low

Power MPSoCs

Mohammad Reza Kakoee

DEIS

Universita’ di Bologna

A thesis submitted for the degree of

Philosophi æDoctor (PhD) in Electronic Engineering

2012 February



When we consider a new project,
we really study it... not just the surface idea,

but everything about it.

-Thomas, F and Johnston, O, 1981: The Illusion of Life.



Alma Mater Studiorum - Università degli Studi
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Abstract

The sustained demand for faster, more powerful chips has beenmet by the
availability of chip manufacturing processes allowing for the integration
of increasing numbers of computation units onto a single die. The result-
ing outcome, especially in the embedded domain, has often been called
SYSTEM-ON-CHIP (SOC) or MULTI-PROCESSOR SYSTEM-ON-CHIP (MP-
SOC).

MPSoC design brings to the foreground a large number of challenges,
one of the most prominent of which is the design of the chip interconnec-
tion. With a number of on-chip blocks presently ranging in the tens, and
quickly approaching the hundreds, the novel issue of how to best provide
on-chip communication resources is clearly felt.

Scaling down of process technologies has increased process and dy-
namic variations as well as transistor wearout. Because of this, delay vari-
ations increase and impact the performance of the MPSoCs. The intercon-
nect architecture inMPSoCs becomes a single point of failure as it connects
all other components of the system together. A faulty processing element
may be shut down entirely, but the interconnect architecture must be able
to tolerate partial failure and variations and operate with performance,
power or latency overhead.

This dissertation focuses on techniques at different levels of abstraction
to face with the reliability and variability issues in on-chip interconnec-
tion networks. By showing the test results of a GALS NoC testchip this
dissertation motivates the need for techniques to detect and work around
manufacturing faults and process variations in MPSoCs’ interconnection
infrastructure. As a physical design technique, we propose the bundle
routing framework as an effective way to route the Network on Chips’
global links. For architecture-level design, two cases are addressed: (i)
Intra-cluster communicationwherewe propose a low-latency interconnect
with variability robustness (ii) Inter-cluster communication where an on-
line functional testing with a reliable NoC configuration are proposed. We
also propose dualVdd as an orthogonal way of compensating variability
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at the post-fabrication stage. This is an alternative strategy with respect
to the design techniques, since it enforces the compensation at post silicon
stage.
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CHAPTER 1

Introduction

1.1

SoC Road-map

Exponential increase in the circuit performance due to device scaling has
nourished the recent electronics revolution for decades. Silicon technology
with a minimum feature size of 32nm is already in volume production,
and 28nm is rapidly ramping up. Billions of transistors can be integrated
on a single chip; for instance 32nm CMOS has an impressive density of
1.5Mgate/mm2. Although integrating of an entire digital system onto a
single silicon die is indeed possible, the non-recurring engineering cost
for developing a new chip is in the tens of millions dollar range. Complex
and flexible systems-on-chips (SoCs) are exploited by integrated device
manufacturers (IDMs) to recover this huge non-recurring cost.

In addition, predictions that Moore’s Law has reached it limits have
been heard for years and have proven to be premature. We are now near-
ing the basic physical limits to CMOS scaling and the continuation of the
price elastic growth of the industry cannot continue based on Moore’s law
scaling alone. This will require “More than Moore” through the tighter in-
tegration of system level components at the chip level. In the past scaling
geometries enabled improved performance, less power, smaller size and
lower cost. Today scaling alone does not ensure improvement of all four
items. Figure 1.1 on the following page from ITRS 2010 shows this in more
details.

System on Chip (SoC) technology provide a path for continued im-
provement in performance, power, cost and size at the system level with-
out relying upon conventional CMOS scaling alone. A System-on-Chip
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Figure 1.1: ITRS 2010, beyond CMOS scaling

(SoC) is a complex single-die device providing all the required electronic
circuitry and hardware for a complete system in a specific application do-
main. An SoC may include one or more processor units, on-chip memory,
I/Os, peripheral interfaces, hardware accelerators, data converters, and
other modules which form a complete computing system.

Although, similarly to ASIC, an SoC is designed for a specific type
of application, unlike traditional ASICs, which emphasized specialized-
function hardware design, SOCs try to minimize the newly created part
of the chip by reusing existing blocks or “cores” as much as possible.
These reused blocks also called intellectual-property (IP) cores include a
wide spectrum of the components such as analog and high-volume cus-
tom cores, as well as software technology blocks.

A key challenge is to design, develop, and maintain IP cores so that
they can be reused for a range of applications. Normally, custom functions
are hardly created as IPs because of economic reasons, as reducing design
cost and risk is the principal goal. Moreover, reusable IP cores might need
description properties such as “field of use” or “assumed design context”
which are not usually specified when designing a stand-alone module.
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3 1.1: SoC Road-map

Developing of an IC design component as an IP-core is considerably more
challenging and difficult than creation for one-time use.

Moving to the scaled technology is a low-cost way to achieve a smaller
area, lower power and higher performance. Therefore, SoCs take advan-
tage of the aggressive technology evolution to improve the efficiency with
a low design effort. From the design viewpoint, SoC design methods and
goals are relatively conservative and have traditionally lower clock fre-
quency and layout density compared to those of custom-designed proces-
sors (MPUs). However, the quality difference between ASIC/SOC and
full-custom has continuously been reduced. From the 2001 ITRS roadmap
edition, ASIC and MPU logic densities were modeled as being equal;
and in addition “custom quality on an ASIC schedule” has been getting
closer and closer thanks to the improved EDA techniques and tuning-
based standard-cell methodologies. Recently, MPUs have entered into
SOC domain following two directions of evolution. First, MPUs are being
designed as IP-cores to be fitted in SoCs. Second, MPUs are themselves de-
signed as multi-core SoCs to improve reuse and design productivity and
achieve a desired power and performance. Moreover, SoCs for a number
of high-end market domains, such as networking and video-gaming, are
characterized by increasingly demanding performance specifications with
required performance metrics (e.g., per-die floating point operations per
second, or per-die external I/O bandwidth) beyond those of conventional
general-purpose processors. In light of these needs, SoC designs are now
becoming the driver for the growth of key parameters, such as number of
cores per die, maximum frequency per core, and per-pin I/O bandwidth.

Early SoCs in the nineties contained typically one processor serving
as central processing unit (CPU), one special-function processor, a num-
ber of fixed-function sub-systems targeted to specific applications, internal
memory and plenty of IO interfaces. Figure 1.2 on the next page shows an
instance of such a late nineties’ SoC. This figure depicts the main architec-
ture of Infineon’s E-GOLD+ SoC for second-generation digital telephony,
implemented in 0,25um technology.

The architecture is a heterogeneous dual-core, featuring a general pur-
pose CPU (the C166CBC processor) for running the phone OS, the GUI
and for overall system coordination, and a DSP for digital baseband de-
coding. A significant amount of on-chip data memory (both volatile
and non-volatile) and program memory is integrated on the chip. Even
though the corresponding silicon area is not highlighted in the chip micro-
photograph, several dedicated hardware blocks are also integrated, for
modulation, digital filtering and equalization. In addition a number of
standard IOs are supported (IrDA, keypad, etc.). The chip also integrates
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Figure 1.2: Infineon GSM transceiver E-GOLD+ (1999)

the analog front-end. From the architectural viewpoint, this SoC is only
moderately parallel in terms of IP-cores, and highly heterogeneous. The
trends toward multiple programmable cores, architectural heterogeneity
and complex on-chip memory hierarchy are already evident in this early
SoC. Note that the E-GOLD+ design pre-dates by almost one decade mul-
ticore processors for general-purpose computing.

The Lucent Daytona chip , introduced in year 2000, was one of the first
examples of market-ready scalable Multiprocessor System-on-Chip (MP-
SoC) architectures, which allow the integration of multiple arrays of ho-
mogeneous processors. The architecture of this SoC is shown in Figure 1.3
on the facing page. Daytonawas designed for wireless base stations where
identical signal processing is performed on multiple data channels. This
is a perfect use case for a parallel architecture, as the target application is
embarrassing parallel. Therefore, Daytona was developed as a symmetric
architecture with four processors attached to a high-speed bus. The CPU
architecture is based on an enhanced SPARC V8: 16x32 multiplication, di-
vision step, touch instruction, and vector co-processor. Each CPU has an
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8-KB 16-bank cache. Each bank can be configured as instruction cache,
data cache, or scratch pad. The processors are connected with the mem-
ory system and peripherals through an advanced on-chip bus capable of
multiple outstanding transactions and out-of-order completion. The pro-
cessors share a common address space in memory; the caches snoop to
ensure cache coherency. The chip was 200 mm2 and ran at 100 MHz at
3.3V in a 0.25µm CMOS process.

Figure 1.3: The Lucent Daytona Chip (2000)

Since 2000, several other scalable MPSoCs with a wide range of archi-
tectural variations were announced which support a spectrum of appli-
cations including video and multimedia, gaming, mobile telephony, and
etc.

The main target of SoCs is high-volume consumer electronics applica-
tions. Because of short product life cycles and rapidly growing demands
for functionality and performance in consumer products, the primary re-
quirements for consumer SoCs are to achieve high performance and func-
tionality with a short (six to nine months) time-to-market. Consumer SoCs
can be classified, following the ITRS roadmap , into two categories: Con-
sumer Portable and Consumer Stationary, with typical applications being
mobile telephony and high-end gaming and video, respectively. The two
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different categories are distinguished mainly by power consumption re-
quirement: the Consumer Portable SoC must minimize power consump-
tion to maintain the product battery life, while the Consumer Stationary
SoC should have a high performance as the primary feature while the
power consumption is the secondary. The SoC Consumer Portable (SoC-
CP) Driver is probably the most representative of today’s SoC design, as it
is deployed in the fastest-growth products: smart phones and tablets.

The market demands for increased performance, functionality, smaller
size, lower power and lower cost leads to having more and more process-
ing engines on a single chip. Figure 1.4 shows quantified chip complexity
trends for the SoC Consumer Portable. The exponential growth in the
number of processing elements (PEs) is shown clearly in this plot, rapidly
moving from hundreds toward thousands. Another interesting observa-
tion is that memory area is slowly but steadily dominating over logic area,
even though main memory is projected to grow with PEs at a constant
ratio. This is due primarily to the fact that most on-chip memory will be
used as a cache to store partial copies of main memory. Unfortunately
caches need to grow super-linearly with the number of cores to maintain
external memory bandwidth under control. The ITRS projection is actu-
ally quite optimistic in terms of on-chip requirements, implicitly assuming
that target applications will feature very good spatial or temporal locality.

Figure 1.4: ITRS 2010 SoC complexity trends for SoC Consumer Portable

Figure 1.5 on the facing page shows the ITRS 2010’s architectural tem-
plate for the SoC Consumer Portable. It is a massively parallel architec-
ture containing a small number of main processors, a much larger num-
ber of PEs (Processing Engines) and a corresponding amount of memory
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(slightly decreasing PE/memory ratio). It also includes peripherals and
related IO interfaces.

Figure 1.5: ITRS 2010 SoC architectural template for SoC Consumer
Portable

In this figure, a PE is a hardware accelerator customized for a spe-
cific function. A function with a large-scale, highly complicated struc-
ture will be implemented as a set of PEs operating in parallel. Note that
accelerators may take a wide range of architectural embodiments, from
application-specific processors, to hardwired configurable units. The tem-
plate does not mandate for specific processor array architectures or sym-
metric processors; the essential feature is the large number of PEs embed-
ded within the SoC to implement a set of required functions. This tem-
plate enables both high processing performance and low power consump-
tion by virtue of parallel processing and hardware realization of specific
functions. Figure 1.6 on the next page depicts a generic high-end mobile
platform SoC, featuring four application subsystems for graphics, image,
video and communication. These domain-specific computing fabrics have
traditionally reached an order-of-magnitude higher power (GOPS/W )
and area (GOPS/mm2) efficiency than general-purpose multi-cores. This
is achieved by carefully exploiting a mix of parallelism and specialization,
often at the expense of flexibility and programmability.

In addition to SoC consumer portable and stationary products, main
microprocessor manufacturers are migrating to chip multiprocessors
(CMPs) for their latest products. In CMPs many cores are put together
in the same chip and, as Moore’s law continues to apply in the CMP era,
we can expect to see a geometrically increasing number of processors and
memories [111]. Today, even MPSoCs used in mid-range mobile phones

7 Mohammad Reza Kakoee February 28, 2012



1.1: SoC Road-map 8

Figure 1.6: Digital Baseband SoC architecture and its heterogeneous com-
puting resources

can easily contain tens of IP cores (Figure 1.7 on the facing page), and new
chips with more than a hundred such internal units are appearing for var-
ious applications. Intel developed a research chip called Single-chip Cloud
Computer (SCC) with 48 cores, under the Tera-scale computing research
program [112] and a chip prototype that included 80 cores (known as Ter-
aFlops research chip) [113]. More recently, Intel has announced the Many
Integrated core (MIC) architecture [114] as the latest breakthrough in multi-
core processors. The MIC project is the fruit of three research streams: the
80-core Tera-scale research chip program, the single-chip cloud computer
initiative, and the Larrabee many-core visual computing project [115].

One important architectural challenge which is not explicitly high-
lighted in ITRS SoC architecture template is namely the SoC communi-
cation infrastructure. The ITRS template implicitly assumes that the on-
chip interconnection infrastructure will act as an ideal transport layer for
all communication among SoC sub-systems, but this is not an easy ob-
jective to achieve. The trend expressing the number of IP cores that can
be integrated on a chip is exponential. How to effectively provide com-
munication resources among such a number of building blocks is clearly
a challenge. In fact, it is likely a key factor in determining the success
or failure of upcoming MPSoCs will be the ability to efficiently provide
the communication backbone into which to seamlessly plug a variety of
IP cores. In the next section we give an overview of SoC communication
infrastructure and its current trend.
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9 1.2: SoC communication infrastructure

Figure 1.7: Block diagram of the Infineon S-GOLD3H chip for multimedia
HSDPA mobile phones.

1.2

SoC communication infrastructure

SoCs need a kind of communication subsystems to interconnect proces-
sors, memories, application-specific integrated circuits ASICs, and other
cores on a single-chip. The huge communication demands of complex ap-
plications running on an SoC and the abundant computation power avail-
able on chip put tremendous pressure on the communication architecture.
Consequently, scalable communication architectures are needed for effi-
cient implementation of future systems. This communication subsystem
should feature low latency and low power as well as high performance.

1.2.1 Point-to-point (P2P) communication

Traditionally, two types of on-chip communication schemes have been
considered, namely, point-to-point (P2P) and bus-based communication
architectures. P2P communication architectures can provide the high-
est communication performance at the expense of dedicated links among
all the communicating IP pairs. However, these architectures cannot be
scaled in terms of high complexity, design effort and cost. Figure 1.8 shows

9 Mohammad Reza Kakoee February 28, 2012



1.2: SoC communication infrastructure 10

the communication diagram of a very simple SoC design (MPEG-2) and
its related P2P graph. In this design due to the small number of point-to-
point connections the link-to-node ratio in the MPEG-2 implementation
shown in 1.8-b is only 1.5, while the same ratio is found to be 3.0 for a
complete graph of the same size, even when all the links are unidirec-
tional. It should be noted that for many other applications where a subset
of cores communicate with all remaining nodes, the overhead incurred by
dedicated channels of the P2P architecture is significant.

Figure 1.8: (a) MPEG-2 encoder implementation and its; (b) graph repre-
sentation using a P2P communication architecture and a complete graph
of the same size. NEED TO BE REVISED

1.2.2 Shared Buses

On the other hand, bus-based architectures can connect a few tens of IP
cores in a cost-efficient manner by eliminating the dedicated channels re-
quired by P2P communication architectures resulting in a reduced design
complexity.

Shared buses have as a main advantage their extreme simplicity, both
in conceptual terms and circuit design terms. However, they are unsuit-
able for next-generation MPSoCs, due to the following fundamental limi-
tations (Figure 1.9 on the next page):

• Their maximum available bandwidth is limited by their shared na-
ture, and this limit can easily be trespassed when the number of at-
tached cores becomes more than a few.

• Their electrical performance degrades dramatically with new litho-
graphic nodes. Since a shared bus is necessarily a structure com-
posed of global wires, its propagation delay actually increases with
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miniaturization. Therefore, with each new chip generation, a shared
bus becomes slower in operating frequency, and even slower when
compared to the progress in speed achieved by logic blocks. Long
wires are also more vulnerable to crosstalk, variability and electrical
noise, all of which represent increasingly serious problems in current
technologies.

(a) Transactions cannot occur in parallel, even among indepen-
dent pairs of devices.

(b) Global wiring spanning across the chip has poor electrical
performance.

Figure 1.9: Shared bus limitations.

In response to these issues, buses have undergone evolutions [3, 4, 5] in
two respects: protocols and topologies (Figure 1.10 on the following page).

Protocol evolution allows for more sophisticated handshakes occur-
ring on the bus, such as multiple outstanding transactions, out-of-order
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Figure 1.10: Evolution of shared buses towards hierarchical buses and
more advanced protocols.

retirement of responses, burst requests, smarter arbitration, etc.. These
evolutions help in making the best possible use of the limited available
bandwidth. While useful in temporarily reducing the extent of bandwidth
issues, they still do not provide a long-term solution to the fundamental
limitations of buses.

Topology evolutions are a more radical departure from the original
shared bus paradigm. The main principle is to deploy multiple buses,
attached to each other by bridges or elements called crossbars - i.e., devices
providing full simultaneous connectivity among all their inputs and all
their outputs. The outcome is often called hierarchical bus or multilayer bus.
Hierarchical buses are a much better response to MPSoC design concerns,
and in fact most MPSoCs today leverage hierarchical buses.

Even despite these improvements, buses are still a sub-optimal solu-
tion for next-generation MPSoCs, due to several factors:

• Hierarchical buses are mostly a manual workaround, by means of
which designers try to fix the issues they are presently facing. The
development and verification steps have to be performed mostly
manually, and it is hard to guarantee that the design will scale upon
the addition of more IP cores in the next revision of the design. Is-
sues such as deadlock prevention, addressmapping, and compliance
with performance objectives are among the challenges left to design-
ers.
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13 1.2: SoC communication infrastructure

• From the physical design point of view, hierarchical buses are not
much better than shared buses. While allowing for some wire seg-
mentation (wires only have to span regions of the whole system),
wires are still normally laid with wide parallelism (typically more
than 100 wires for a 32-bit bus and possibly close to 200 for a 64-
bit bus), and they still connect multiple entities (a large fanout). To-
gether, these issues mean that buses are still electrically inefficient,
and difficult to route during physical design.

• There are conflicting trade-offs between compatibility requirements,
driven by IP blocks reuse strategies, and the introduction of the new
bus evolutions driven by technology changes. In many cases, intro-
ducing new features has required many changes in the bus imple-
mentation, but more importantly in the bus interfaces (for example,
the evolution from AMBA ASB to AHB2.0, then AMBA AHB-Lite,
then AMBA AXI), with major impacts on IP reusability and new IP
design. As a consequence, bus architectures can not closely follow
process evolution, nor system architecture evolution. The bus archi-
tects must always make compromises between the various driving
forces, and resist change as much as possible.

1.2.3 Network on Chips (NoCs)

In contrast to these methods, the network-on-chip (NoC) approach
emerged as a promising solution to on-chip communication problems
[46, 54, 56, 82]. (Figure 1.11 on the next page).

NoCs are packet-switching networks, brought to the on-chip level.
The rationale is that, since the complexity of on-chip communication is
rapidly approaching that of large area systems in terms of actors, it makes
sense to reuse some of the solutions devised in the latter space. Therefore,
NoCs are based upon topologies of switches (also called routers) distribut-
ing packets around, over point-to-point links. Since existing IP cores do
not normally communicate by means of packets, NETWORK INTERFACES

(NIS) (also called network adapters) are in charge of protocol conversion;
they convert commands appearing on the pinout of IP cores into packets,
and vice versa at the receiving end of a transaction.

NoCs have the potential to bring a large number of advantages to on-
chip communication, such as:

• Virtually unlimited architectural scalability. As known from wide
area networks, it is easy to comply with higher bandwidth re-
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Figure 1.11: Conceptual view of a Network-on-Chip.

quirements by larger numbers of cores simply by deploying more
switches and links.

• Much better electrical performance. All connections are point-to-
point. The length of inter-switch links is a design parameter that can
be adjusted. The wire parallelism in links can be controlled at will,
since packet transmission can be serialized. All these factors imply
faster propagation times and total control over crosstalk issues.

• Also due to the possibility of having narrower links than in buses
(e.g. 20 bits instead of 100), routing concerns are greatly alleviated,
and wiring overhead is dramatically reduced. This leads to higher
wire utilization and efficiency.

• Faster and easier design closure achievement. Physical design im-
provements make NoCs, in general, more predictable than buses.
Therefore, it is more unlikely that costly respins will be required
upon physical design and performance qualification.

• Better performance under load. Since the operating frequency can be
higher than in buses, the data width is a parameter, and communi-
cation flows can be handled in parallel with suitable NoC topology
design, virtually any bandwidth load can be tackled.
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• More modular, plug&play-oriented approach to system assembly. IP
cores are attached in point-to-point fashion to dedicated NIs; NIs can
be specialized for any interface that may be needed, either industry
standards such as AMBA AHB or any custom protocol. Potentially
any core may be seamlessly attached to a NoC given the proper NI.
Computation and communication concerns are clearly decoupled at
the NI level.

• Potential for the development of streamlined design flows. While hi-
erarchical buses are often assembled by hand and therefore must be
tuned and validated with manual intervention, a network can be de-
signed, optimized and verified by automatedmeans, leading to large
savings in design times, and getting a solution closer to optimality.

• A much larger design space. NoCs can be tuned in a variety of
parameters (topology, buffering, data widths, arbitrations, routing
choices, etc.), leading to higher chances of optimally matching de-
sign requirements. Being distributed, modular structures, NoCs can
also accommodate differently tuned regions. For example, some por-
tions of a NoC could be tuned statically for lower resource usage
and lower performance (e.g. by reducing the data width), or could
dynamically adjust their mode of operation (e.g. frequency, voltage
scaling).

At the same time, NoCs are facing a completely different set of con-
straints compared to wide area networks. While in the latter environment
a switch is implemented with at least one dedicated chip, in a NoC the
switch must occupy a tiny fraction of the chip real estate. This means that
some of the principles acquired in wide area networking have to be revis-
ited. Some of the challenges lying ahead of NoCs include:

• The trade-offs among network features, area and power budgets
have to be studied from scratch. Policies which are widely accepted
in general networking (e.g. dynamic packet routing) must be re-
assessed to evaluate their impact on silicon area.

• Performance requirements are very different in the on-chip domain,
also due to the completely different properties of on-chip wiring.
Bandwidth milestones are much easier to achieve, since informa-
tion transfer across on-chip wires is much faster than across long
cables. Conversely, latency bounds are much stricter; while millisec-
onds or even hundreds of milliseconds are acceptable for wide area
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networks, IP cores on a chip normally require response times of few
nanoseconds.

• Contrary to wide area networks, where nodes may often be dynam-
ically connected to and disconnected from the network, in NoCs the
set of attached IP cores is obviously fixed. In many applications,
it is also relatively easy to statically characterize the traffic profiles
of such IP cores. This opens up the possibility of thoroughly cus-
tomizing NoCs for specific workloads. How to achieve this goal is,
however, less clear.

• Design tools for NoCs can be developed, but, as above, how exactly
is an open question. The customizability of NoCs, while an asset,
is also an issue when it comes to devising tools capable of pruning
the design space in search of the optimal solutions. The problem
is compounded by the need to take into account both architectural
and physical properties; by the need to guarantee design closure;
and by the need to validate that the outcome is fully functional, e.g.
deadlock-free and compliant with performance objectives.

• NoCs are a recent technology, and as such, they are in need of the
development of thorough infrastructure. In addition to design tools,
this includes simulators, emulation platforms (such as FIELD PRO-
GRAMMABLE GATE ARRAY (FPGA) boards), and back-end flows for
the implementation on both FPGAs and APPLICATION-SPECIFIC IN-
TEGRATED CIRCUITS (ASICS).

The NoC approach features Bandwidth scalability, Design reuse and Pre-
dictability. However, NoCs have a relatively high latency and, there-
fore, are not adequate for low latency communications such as shared-
L1 processor-to-memory where accessing to L1 memory should be com-
pleted in a few cycles. For these types of communication highly optimized
special-purpose interconnects are required.

1.3

Cluster-based MPSoCs

Recently, several many-core architectures have been proposed that lever-
age tightly-coupled clusters as a building block. Examples include the Hy-
perCore Architecture Line (HAL) processors from Plurality [172], ST Mi-
croelectronics Platform 2012 [173], or even GPGPUs like NVIDIA Fermi
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[151]. In a shared memory paradigm, these designs try to overcome the
scalability limitations encountered when increasing the number of pro-
cessing elements (PEs) that share a unique interconnection and memory
system [174] by creating a hierarchical design where PEs are clustered
into small-medium sized subsystems. The small number of PEs makes
it possible to design a low-latency interconnect between processors and
L1 (in-cluster) memories, while scaling to larger system sizes is enabled
by replicating clusters and interconnecting them with a scalable medium
like a Network-on-Chip (NoC). Figure 1.12 depicts the overall architec-
ture of ST Microelectronic Platform 2012 [173]. It is based on a modular
infrastructure, as depicted in the figure. Fabric-level communication is
based on an asynchronous NoC organized in a 2D mesh structure. The
routers of this NoC are implemented in a Quasi-Delay-Insensitive (QDI)
asynchronous (clock-less) logic. They provide a natural Globally Asyn-
chronous Locally Synchronous (GALS) scheme by isolating the clusters
logically and electrically. Asynchronous-to-Synchronous interfaces based
on FIFOs connect the NoC to the different clusters. Following the GALS
interface, a Network Interface (NI) is used as a logical link between a clus-
ter and the NoC. It is used for encapsulating the address-based protocol of
the cluster into a packet-based NoC-compatible protocol. It also gives ac-
cess to the main clock, variability and power (CVP) controller that is used
to control a power management harness.

Figure 1.12: The ST Microelectronic P2012 fabric [173].
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1.3.1 Inter-cluster communication

As mentioned, in the cluster-based SoCs each cluster has a few number of
PEs. To enable scaling the system to a larger size, clusters are connected
through a scalable communication infrastructure. Network on chip as de-
scribed in Section 1.2.3 on page 13 is scalable and can be used for this pur-
pose. Since clusters are isolated logically and electrically, the NoC used for
inter-clusters communications is based on GALS. We will describe GALS
NoCs in more details in Chapter 2 on page 25.

1.3.2 Intra-cluster communication

Each cluster contains a few PEs which usually share a multi-banked L1
memory. As mentioned, the cluster architecture is fixed and scaling is en-
abled by replicating clusters. Since the number of PEs inside each cluster is
relatively small, we can use a high performance and low latency intercon-
nection infrastructure for communication between cores and the shared L1
memory. This interconnection cannot be neither BUS nor NoCs because
and a highly optimized special-purpose interconnect is required. We will
describe this interconnect in more details in Chapter 6 on page 119.

1.4

MPSoC Design Flow: a quick look

Designing of an MPSoC requires several sequential and concurrent steps
[2]. Figure 1.13 on the facing page shows an idealized MPSoC design flow.

Most designs start from an abstract level of the application described
by customer or marketing requirement specifications. At the first step,
the algorithm is selected, optimized and implemented by a high level pro-
gramming language like C++. During or after this step, a complete veri-
fication is performed to evaluate the correctness of the algorithm and the
implementation. In the next step, designers perform hardware-software
partitioning to map some parts of the functionality on hardware and re-
maining on software. A careful architecture exploration is performed to
choose the best hardware or software among the candidates. The output
of this step is the architectural model of the system where the computation
blocks of the whole design are specified communicating with each other in
a very abstract manner. In the next step, the communication architecture
is defined and synthesized for the architecture model created at the pre-
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Figure 1.13: High level model of the MPSoC design flow

vious step. Here again a design space exploration is performed to choose
the best communication architecture among different candidates (e.g. Bus,
P2P, NoC, and etc) which meets the application constraints. Note that, dif-
ferent communication mechanism can be selected for different parts of the
system. The result of this phase is communication model of the system. The
communication model is an enhanced architectural model which defines
not only the computational entities, but also the communication schemes.
This model is usually simulated using high level HDLs like SystemC to
verify the functionality of the whole system in terms of both communi-
cation and computation. The enhanced architecture model is then imple-
mented at Register Transfer Level (RTL). To do so, the behaviors inside the
computation blocks are implemented in a cycle-accurate manner, and the
interfaces between computation and communication entities are refined
to a pin-accurate level where all the signals and their timing are explic-
itly defined. The output of this step is the “implementation model” of the
system which is essentially an RTL model. A high effort of verification
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is performed to evaluate the correct functionality of this model. The RTL
model is then imported into the logic synthesis tool to create a gate-level
netlist of the design on a specific and pre-selected technology. Post syn-
thesis verification as well as equivalence checking is performed to evalu-
ate the correct mapping. After synthesis the back-end flowwhich includes
Placement, Clock synthesis and Routing is performed. The result of this
phase is a GDSII file which is delivered to the foundry to fabricate the MP-
SoC design. Note that, this flow is a high level model of the actual MPSoC
design flow and does not show several iteration and verification steps as
well as IP reuse steps which is usual in MPSoC design.

1.5

Contributions of the Dissertation

This dissertation attempts to cover a vertical line in the design flow of
MPSoCs and gives insight on why designing an MPSoC is becoming more
challenging in deep-submicron during all stages of the design flow. It aims
to develop new mechanisms at different levels of abstractions including
architecture, design, netlist, and layout to have robust, variation-tolerant
and energy efficient MPSoCs. The main contributions of this dissertation
are:

• Design, implementation and fabrication of a GALS-NoC test-chip in
a 40nm process technology. Seven different synchronization tech-
niques were developed in different sub-systems and implemented
on the test-chip to evaluate the effectiveness of GALS-NoCs with re-
spect to the fully synchronous NoCs. The yield results of this test-
chip motivate the need for techniques to detect and work around
manufacturing faults and process variations in interconnection net-
works. At the physical level, a new wire routing approach is devel-
oped to robustly route the wires of global links in the NoC in such a
way that they get routed on the same trajectory leading to less delay
and length variation. Having less delay variations between wires of
each link makes the source synchronization more robust.

• Developing an efficient and reliable NoC switch architecture called
ReliNoC which distributes the traffic to two different physical chan-
nels based on the class of the traffic, which can be either QoS or nor-
mal. ReliNoC takes advantage of the replicated components by using
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them as replacements in presence of faults when needed, tolerating
a wide range of combinations of network component failures.

• Designing a distributed functional test mechanism for NoCs which
scales to large-scale networks with general topologies and routing
algorithms. Each router and its links are tested using neighbors in
different phases. The router under test is in test mode while all other
parts of the NoC are operational. We use TMR (Triple Module Re-
dundancy) for the robustness of all testing components which are
added into the switch.

• A fully combinational Mesh-of-Tree (MoT) interconnection network
suitable for shared-L1 processor clusters is implemented featur-
ing single-cycle transfer from processor to memory and vice versa.
Moreover, an advanced synthesis and physical optimization strat-
egy which leverages standard design implementation tools is imple-
mented to achieve high-quality results in terms of delay, power and
area (DPA) even for large network instantiations. Furthermore, a
wide range of network configurations are explored to analyze scala-
bility and DPA trade-offs.

• Extending the single-cycle interconnection network to a resilient ar-
chitecture which can tolerate delay variations due to aging or static
variations with a small overhead on read/write latency. In case of
delay variations, the network is reconfigured so that it can overcome
the timing failure by inserting a pipeline stage in the path and in-
creasing the latency of the read/write transaction.

• Finally, development of fine-grained row-based power management
to have robust and variation-tolerant MPSoCs at near-threshold re-
gion. A dual-Vdd technique for Near-threshold operation is imple-
mented that can be used to fine tune the performance of a circuit (in
case of variation) by selectively powering up the timing critical gates
in the design at a slightly higher supply voltage than the rest of the
circuit while minimizing the total power of the circuit. We propose
this technique as an orthogonal way of compensating variability at
the post-fabrication stage. This is an alternative strategy with respect
to the previous contributions which are design techniques, and it en-
forces post silicon detection and compensation.

This dissertation presents work jointly carried on by the author and by
several co-authors. While efforts will be made to focus mainly on the areas
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in which the author was primarily involved, it is actually impossible to
completely decouple the contributions. Further, describing the complete
framework in which the author’s research was performed is helpful for
a much better understanding of the goals and the achievements of this
effort. A list of the papers on which this work is based, complete with the
names of all the co-authors, is supplied in Appendix A on page 183.

This dissertation merely reflects the research choices done by the au-
thor and his co-authors based on the information and analyses available
to them (which will be substantiated wherever possible across the present
dissertation), and based on time constraints.

1.6

Organization of the Dissertation

To give a quick outline of this dissertation, Chapters 2 and 3 give an
overview on designing GALS-based NoC and related issues. Chapter 4
and 5 cover Reliability and Testing in NoCs. Chapter 6 and 7 are related to
robust low-latency communication suitable for shared-L1 clusters. Chap-
ter 8 covers fine-grained performance compensation and power manage-
ment techniques for energy efficient MPSoCs, and finally Chapter 9 con-
cludes the dissertation.

In more details, Chapter 2 gives an overview on state-of-the-arts of
GALS NoCs and presents a NoC architecture which is based on source
synchronization. Later, an implementation of a chip in the advanced
40nm CMOS process aiming at the assessment of GALS technology for
nanoscale designs is presented together with the experimental results ob-
tained after chip fabrication.

Chapter 3 presents a new physical routing flow which is suitable for
global links in a NoC especially GALS based NoCs. This algorithm is im-
plemented in commercial back-end tools and considers all nets of a link
together and efficiently routes NoCs links as an atomic entity (a bundle).
As a result, the variability in link net attributes such as length, resistance,
load, and delay is much reduced. Moreover, enforcing the same “trajec-
tory” on all nets of a link facilitates wire spacing and shielding.

Chapter 4 introduces a NoC architecture which can withstand failures,
while maintaining not only basic connectivity, but also quality-of-service
support based on packet priorities. This network leverages a dual physical
channel switch architecture which removes the control overhead of virtual
channels (VCs) and utilizes the inherent redundancy within the 2-channel
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switch to provide spares for faulty elements.
Chapter 5 presents a distributed functional test mechanism for NoCs

which scales to large-scale networks with general topologies and routing
algorithms. Each router and its links are tested using neighbors in differ-
ent phases. The router under test is in test mode while all other parts of
the NoC are operational.

Chapter 6 describes the design flow of a parametric, fully combi-
national Mesh-of-Trees (MoT) interconnection networkto support high-
performance, single-cycle communication between processors and mem-
ories in L1-coupled processor clusters. The interconnect IP is described
in synthesizable RTL and it is coupled with a design automation strategy
mixing advanced synthesis and physical optimization to achieve optimal
delay, power, area (DPA) under a wide range of design constraints.

In Chapter 7 a reliable and variation-tolerant architecture for shared-
L1 processor clusters is presented. The architecture uses the single-cycle
mesh of tree proposed in Chapter 6 as the interconnection network be-
tween processors and shared-L1 memory. The delay variation is mitigated
by inserting an on-demand pipeline stage on the effected path.

Chapter 8 covers the fine-grained power management techniques for
energy efficient and ultra-low-power MPSoCs. Row-based dual-Vdd is
presented as a new technique for robust near-threshold design suitable for
ultra-low-power MPSoCs. It can be used to fine tune the performance of
a circuit in presence of variations by selectively powering up the timing
critical gates in the design at a slightly higher supply voltage than the rest
of the circuit while minimizing the total power of the circuit.

Finally, chapter 9 presents the overall contribution of this research and
conclusions as well as the future work.
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CHAPTER 2

Globally Asynchronous and Locally
Syncronous NoCs

This chapter1 evaluates GALS NoC as an effective and scalable inter-
connection network for MPSoCs. Asynchronous architecture is one of
the main techniques to reduce power and increase performance in SoCs.
GALS NoC can be used for inter-cluster communication in the cluster-
based Multi-core systems. In this work seven different synchroniza-
tion approaches are implemented on a fabricated test-chip at 40nm pro-
cess technology to evaluate the effectiveness and issues of various NoC
methodologies at deep submicron. The yield results of the testchip pre-
sented in this chapter motivate the need for working on variability and
reliability issues in on-chip interconnection network at deep-submicron.

2.1

Motivation and Key Challenges

Many of today SoCs are Globally Asynchronous and Locally Synchronous.
Global asynchronicity is helpful to reduce the (power, performance, area)
cost of global clock distribution, which is becoming unaffordable when all
sources of uncertainty are added up in the design of the clock tree.

There is today little doubt on the fact that a high-performance and cost-
effective NoC can only be designed in 45nm and beyond under a relaxed
synchronization assumption [38, 37]. One effective method to address

1Most of the credit for the work described in this chapter goes to Alessandro Strano,
Prof. Davide Bertozzi, and Prof. Luca Benini.
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this issue is through the use of globally asynchronous and locally syn-
chronous (GALS) architectures, where the chip is partitioned into multi-
ple independent voltage and frequency domains. Each domain is clocked
synchronously while inter-domain communication is achieved through
specific interconnect techniques and circuits [35]. The methodology of
inter-domain communication is a crucial design point for GALS architec-
tures. One approach currently experimented in GALS NoC prototypes
consists of using purely asynchronous clockless handshaking for transfer-
ring data words across clock domains [39, 40]. A few chip demonstrators
prove the viability of this solution [32, 33, 34], but they have not achieved
widespread adoption of asynchronous NoCs in the industrial arena yet.
In fact, asynchronous handshaking techniques are complex and use un-
conventional circuits (e.g., Muller C-elements) usually unavailable in in-
dustrial technology libraries. Moreover, asynchronous logic is not well
supported by CAD tools. In this context, the most effective solution found
so far for actual chip fabrication and industry-relevant designs consists of
implementing routers and GALS interfaces as hard macros using ad-hoc
design styles [34]. The hard macro methodology is however more a way
of working around the lack of proper design and verification tools and
thus guaranteeing performance during physical implementation rather
than a way of optimizing area. In fact, this latter remains consistently
larger than fully synchronous NoC counterparts (1,8x in [34]). What is cur-
rently missing in the open literature as well as in the industrial prototyp-
ing experience is a mature GALS NoC architecture making use of source
synchronous communication techniques. This method achieves high effi-
ciency by obtaining an ideal throughput of one data word per source clock
cycle with a design style which is more easily compatible with common
standard cell design flows. In spite of a few early works taking this ap-
proach [29, 28], this GALS design style has not been consistently brought
to maturity over time, therefore reducing source synchronous communi-
cation to a nice concept with only limited relevance for real-life designs.
For instance, the area and latency overhead associated with the use of syn-
chronizers has never been tackled in a systematic way, and even advanced
research prototypes from industry like the Intel Polaris chip [36] live with
such an overhead. As a consequence, source synchronous communication
has never truly evolved from a concept to a mature technology.

2.2
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Related Work

Chip synchronization in the nanoscale regime is an urgent challenge or-
thogonal to all parallel computing platforms, even in the SoC domain [23].
Since clock tree design and tuning for variability robustness comes at an
non-negligible cost [12, 13, 11, 9]. The work described in this chapter in-
vestigates how to live with uncertainties by means of proper architectural
support in the on-chip interconnect. The GALS paradigm has been fre-
quently experimented by using asynchronous logic [39, 40]. A chip ded-
icated to flexible baseband processing for 3G/4G wireless telecommuni-
cation applications and making use of an asynchronous NoC is described
in [32, 33]. However, currently the intricacy of asynchronous design and
its poor CAD tool support makes the design of hard macros with ad hoc
design techniques [14] the only viable solution for industrial exploitation
[34]. This penalizes flexibility and is not able to cut down on area over-
head of timing-robust asynchronous realizations. The practical viability
of synchronizer-based GALS networks has been proven in [29], where the
hierarchical clock tree synthesis technique for such systems is detailed.
Since there is no parametric exploration there, it is not possible to validate
a common opinion (for instance, reported in [21, 27, 25]) that large on-
chip power consumption can be reduced by replacing the balanced clock
tree with a GALS clocking scheme which only guarantees minimal clock
skew within the local processing elements. This common sense claim has
remained unproved so far, without any precise quantification.

A circuit switched source synchronous GALS link is described in [28],
making use of long distance interconnect paths. It is then experimented
on a 65nm reconfigurable NoC for an heterogeneous GALS many-core
platform. However, there is no comparison whatsoever with alternative
clocking styles and/or implementations.

A mesochronous link is integrated within a Multi Processor tiled ar-
chitecture based on a Network-on-Chip communication backbone on a
CMOS 65 nm technology in [25]. The work builds on a full-duplex link
architecture illustrated in [24] and on integrated flow control [22]. The
baseline mesochronous synchronizer is instead proposed in [27]. How-
ever, the synchronizer is still an external module to the NoC. The same
drawback is exposed by a different synchronization architecture, detailed
in [36].

A new design style where synchronizers are merged with NoC build-
ing blocks is introduced in [19, 18]. The approach is applied to a
mesochronous synchronizer and to a dual-clock FIFO [20]. Timing con-
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straints as a function of varying architecture and physical design parame-
ters are analyzed in [17].

2.3

GALS Test chip

Although significant potential was reported by the academia, there are no
complete GALS-based NoC implementations of real applications in the
industry reported to-date. However, the growing challenges, imposed
by the unrelenting pace of technology scaling to the nanoscale regime,
urge for an efficient and safe system-level integration methodology. Con-
sequently, we targeted the implementation of a chip in the advanced 40
nm CMOS process, aiming at the assessment of GALS technology for
nanoscale designs. The chip was named Moonrake. Part of the chip was
dedicated to GALS-based NoCs. The intention was to evaluate GALS vs.
standard synchronous technology on the same die, by implementing syn-
chronous and GALS counterparts of the same baseline designs.

The need to validate a new synchronization technology and the poor
experimentation of the newly developed 40nm technology at the time
made the risk associated with testchip fabrication pretty high. In order to
minimize such risk, the final decision for the NoC section of the testchip
was to instantiate a number of small and replicated sub-systems each val-
idating a different feature of the new synchronization technology. Repli-
cation of the sub-systems enables to amortize the risk of manufacturing
concerns. To push this approach to the limit, the decision was to replicate
sub-systems validating the same concepts evenmore in order to reflect dif-
ferent operating speeds. In practice, some sub-systems were selected for
clocking from an external low-speed clock source through the JTAG in-
terface, while other sub-systems with similar functionality were selected
for higher-speed clocking from the PLL. The lower speed of clocking from
an external source is associated not only with the inherent limitations of
a possible test setup, but also with the limited driving capability of I/O
pins. In both cases (internal vs external clocking), the sub-systems testing
mesochronous interfaces were made capable of tolerating an increasing
amount of clock skew between transmitter and receiver clock domains.

February 28, 2012 Mohammad Reza Kakoee 28



29 2.3: GALS Test chip

2.3.1 Subsystems of the testchip

Figure 2.1 shows the block diagram of the NoC section of the testchip.
Each sub-system replicates the same baseline network-on-chip template,
a 2-ary 1-mesh topology, where every switch of the network is con-
nected to 2 cores (a memory core and a tester block). The cores are con-
nected to JTAG interfaces in order to be programmable by external input
pins. In particular, the testchip compares a fully-synchronous NoC sub-
system with two mesochronous NoC sub-systems (a first one composed
by loosely coupled and a second one by tightly coupled mesochronous
synchronizers) and a GALS NoC sub-system integrating also dual-clock
FIFO interfaces. As mentioned above, in order to test the reliability of the
source synchronous communication and to compare sub-system latency,
area and power under different frequency constraints, every sub-system
is designed twice to work at low and high frequency. The sub-systems de-
signed to work at low frequencies (i.e. frequency lower than 260MhZ) are
fed by an external clock injected through the input pins of the JTAG inter-
face. On the contrary, the sub-systems designed to work at high frequency
receive the clock by a PLL (Phase Lock Loop) integrated into the testchip
itself.

Figure 2.1: NoC section of the Moonrak testchip

The PLL is able to generate four different clock phases (0, 90, 180,
270) on distinct module output pins with a maximum speed of 400MhZ.
The PLL frequency can be set through external pins. Moreover, each
synchronizer-based sub-system receives two separated PLL clocks. In fact,
the phase of the first clock is statically zero while the phase of the second
clock can be selected by exploiting a 4x1 multiplexer and the external pins
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for mux programming. A dedicated multiplexer is implemented for ev-
ery synchronizer-based sub-system. As a result, the testing of the source
synchronous interfaces can be performed also under different skew con-
straints. To notice that both the frequency and the phase of the PLL clock
can be set during the power-on phase of the testchip. Also, the multi-
plexer delay ends up contributing to the clock phase offset between two
mesochronous domains in the same sub-system, therefore such multiplex-
ers have been synthesized for ultra-high speed of operation. The distinc-
tive features of every sub-system can be described as follows:

The “Synch Slow” sub-system

This design which is shown in Figure 2.2-right demonstrates a fully syn-
chronous NoC communication at low frequency. The sub-system is com-
posed by 1 JTAG controller, 2 switches, 2 memory cores and 2 tester blocks
and is clocked by a unique external clock (see figure 2.b).

The “Synch Fast” sub-system

As shown in Figure 2.2-left, this system implements a fully synchronous
NoC communication at high frequency. The sub-system is composed by 1
JTAG controller, 2 switches, 2 memory cores, 2 tester blocks and 1 synch
block. The synch block implements a brute force synchronizer and it is
used to synchronize the JTAG inputs with the fast and real sub-system
clock which comes from the PLL (see Figure 2.2-left).

Figure 2.2: Synchronous sub-systems. left: The “Synch fast” design; right:
the “Synch slow” design.
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The “Asynch Loose Slow” sub-system

This sub-system is shown in Figure 2.3 on the following page-left. It has
two mesochronous clock domains having the same low clock frequency
but arbitrary phase offset. This sub-system uses loose mesochronous syn-
chronizers (RX, for the datapath, and TX, for the control path) placed in
the bidirectional link next to the switches. The RX module synchronizes
the data and the TX module synchronizes the flow control signal absorb-
ing the phase offset between the domains. The sub-system is composed by
2 JTAG controllers, 2 switches, 2 memory cores, 2 tester blocks, 2 loosely
coupled RX datapath synchronizers and 2 loosely coupled TX control path
synchronizers.

The “Asynch Loose Fast”

This design which is shown in Figure 2.3 on the next page-right has two
mesochronous clock domains having the same high clock frequency but
arbitrary phase offset. The domain-0 is driven by PLL clock with 0 skew
while the domain1 is driven by the output of the dedicated multiplexer,
thus selecting one of the pre-configured clock phase offsets. This sub-
system uses loosely coupled mesochronous synchronizer (RX and TX)
placed into the bidirectional link next to the switches. The sub-system
is composed by 2 JTAG controllers, 2 switches, 2 memory cores, 2 tester
blocks, 2 loosely coupled RX synchronizers (for the data path), 2 loosely
coupled TX synchronizers (for the control path) and 2 synch blocks for
synchronization with timing of the input pins.

The “Asynch Hybrid Slow”

As shown in Figure 2.4 on page 33-left, this design has two mesochronous
clock domains having the same slow clock frequency but arbitrary phase
offset. This sub-system has two tightly coupled mesochronous synchro-
nizers integrated into the switch input stage (for the data path) and two
loosely coupled TX synchronizers (for the control path) into the bidirec-
tional link. The mix of the synchronizer implementation styles explains
the name of this scheme (“hybrid coupling”) and is motivated by the need
to break a long timing path originating in the upstream output buffer, go-
ing through the mesochronous interface at the downstream switch and
going back to the upstream switch. By implementing the control path
synchronizer as loosely coupled, a minor area overhead is incurred (this
is a 1-bit synchronizer), while breaking the timing path across the link
and resulting in higher operating speeds for a given link length. The key
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Figure 2.3: Loosely coupled sub-systems with mesochronous syn-
chronizers. left: The “Asynch Loose Slow” design; right: the
“Asynch Loose Fast” design.

take away is that an hybrid coupled design style closely tracks the laten-
cy/area/power benefits of a fully tightly coupled design style while at the
same time proving more robust to design uncertainties and layout con-
straints. The sub-system is composed by 2 JTAG controllers, 2 switches, 2
memory cores, 2 tester blocks, 2 tightly coupled RX synchronizers and 2
loosely coupled TX synchronizers.

The “Asynch Hybrid Fast” sub-system

This design is shown in Figure 2.4 on the next page-right. It has two
mesochronous clock domains having the same high clock frequency
but arbitrary phase offset. This sub-system has two tightly coupled
mesochronous synchronizers integrated into the switch input stage and
two loosely coupled TX synchronizers into the bidirectional link. Again,
this is a hybrid coupled synchronizer-based design. The domain-0 is
driven by PLL clock with 0 skew while the domain1 is driven by the out-
put of the dedicated multiplexer. The sub-system is composed by 2 JTAG
controllers, 2 switches, 2 memory cores, 2 testers, 2 tightly coupled RX
synchronizers, 2 loosely coupled TX synchronizers and 2 synch blocks for
synchronization with the timing of the input pins.

The “Asynch Fifo” sub-system

As showin in Figure 2.5 on page 34, this sub-system has three clock do-
mains: domain-0 and domain-1 have the same high-speed clock with ar-
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Figure 2.4: Hybrid coupled sub-systems. left: The “Asynch Hybrid Slow”
design; right: the “Asynch Hybrid Fast” design.

bitrary phase offset while domain-2 has a distinct clock signal switching
at a lower speed. The cores and the switches have true independent clocks
with distinct frequency and offset. Since the sub-system has different clock
frequencies, two tightly coupled dual-clock FIFOs are integrated into the
switch input stage and two additional loosely coupled dual-clock FIFOs
are instantiated next to the cores in order to synchronize the information
coming from the cores and from the switches, respectively. Please note
that the loosely coupled dual-clock FIFOs have not beenmergedwith their
associated network interfaces to reflect the case where custom network in-
terfaces need to be rapidly reused in a GALS system, and therefore the
merging process may turn out to be a lengthy or cost-ineffective process.
In principle, nothing prevents from performing such a merging process
with the network interface as well, even considering that the input stage
of the network interface (and of its response path in particular) is com-
posed by a FIFO.

Moreover, the sub-system has two tightly coupled mesochronous syn-
chronizers integrated into the switch input stage and two loosely coupled
TX synchronizers into the bidirectional link. The domain-0 is driven by
PLL clock with 0 skew while the domain1 is driven by the output of the
dedicated multiplexer, thus selecting a clock phase offset. Domain2 is
clocked by an external clock through the JTAG interface. The sub-system
is composed by 1 JTAG controllers, 2 switches, 2 memory cores, 2 tester
blocks, 2 tightly coupled RX synchronizers, 2 loosely coupled TX synchro-
nizers, 4 tightly coupled dual-clock FIFOs, 4 loosely coupled dual-clock
FIFOs and 1 synch blocks (see figure 5). It is worth observing that this
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sub-system reflects a typical operating condition: the IP cores operate at a
slower speed than the on-chip network, where this latter can be inferred
as the collection of mesochronous sub-domains.

Figure 2.5: Dual-clock FIFO design.

2.3.2 Pin Requierments

As a final step, three further optimizations were required to meet the to-
tal pin budget. This latter was very tight, due to the need of making the
baseband processor co-exist with theNoC test-structures on the same area-
limited (due to cost constraints) silicon die. First of all, the programmable
input pins and the external clocks ended up being shared between the 7
sub-systems. Consequently, in order to avoid an undesirable parallel set-
ting of all the 7 sub-systems, the reset input signal crosses a de-multiplexer
designed to enable a single sub-system at a time (i.e., the active reset drives
only one of the seven sub-systems). As a result, it is possible to select the
operative sub-system by driving the de-multiplexer with three dedicated
input pins. Similarly, a multiplexer allows a single sub-system at a time
to exploit part of the output pin resources (two shared output pins). In
fact, each fast sub-system has both its output pins (one per JTAG) shared
and each synchronizer-based slow sub-system has the output pin belong-
ing to the domain0 (zero skew) dedicated but the output pin of the do-
main1 shared. This strategy allows slight output pin resource saving with
a marginal impact on the testability of the design. Indeed, each slow sub-
system (which can be viewed also as the safe and backup version with
respect to the fast counterpart) has still a dedicated output pin ensuring
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the sub-system testability, even when a failure in the output multiplexer
occurs. Moreover, as mentioned above, the phase of the PLL clock is se-
lected through a 4x1 multiplexer. As a result, each sub-system tightly be-
longs to its own clock phase multiplexer (the whole sub-system fails when
a failure affects its multiplexer). Then, an instance of the clock phase mul-
tiplexer is replicated in front of each synchronizer-based sub-system to
avoid multiples sub-system failures due to single multiplexer error. Any-
way, to further reduce the number of global input pins, the three clock
phase multiplexers are still driven by two shared input pins. To note that
the final goal is to test a sub-system at a time and the parallel clock phase
setting of the synchronizer-based sub-system does not reduce the testabil-
ity of the design. As a conclusion, the input pins and the external clock
sharing allows to save 33 input pins (they scaled from 44 to 11), the output
pin sharing reduces from 11 to 8 the required output pins and, the clock
phase multiplexers optimization saved 4 additional control pins. Finally,
the global pin number scaled down from 70 to 30 (9 input/output pins are
considered to drive the PLL). This approach enabled a massive optimiza-
tion of the output/input pin requirements while marginally affecting the
flexibility of the architectural test structures.

2.3.3 Floorplaning Constraints

The modularity of the testchip NoC architecture allowed an easier place-
and-route. In fact, every sub-system was synthesized independently and
treated as a soft-macro. Anyway, global and local constraints were im-
posed respectively in the testchip floorplan and in each sub-system. In
particular, the final global testchip floorplan is represented in Figure 2.6
on the next page. The PLL is placed on the left side of the design and
the seven NoC sub-systems are on the right side. To note that the PLL
required a relevant percentage of the total testchip area. At a global floor-
plan level, the soft-macro of the fast sub-systems (in figure 6 denominated
as Hybrid Fast, Loose Fast, Synch Fast and Fifo Fast sub-systems) were
constrained to be placed as close as possible to the PLL. In fact, the dis-
tance between the PLL and the fast designs was minimized in order to
reduce the length of the clock tree branches. This strategy mitigated the
unpredictability of the skew between the clock leaves and, as a result, it
increases the accuracy of the sub-system intra-domain skew set by the ex-
ternal pins.

Additionally, at a sub-system level, the source synchronous commu-
nication was constrained as well. In particular, Figure 2.7 on page 37
depicts the source synchronous communication in the hybrid coupled
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Figure 2.6: Global testchip floorplan.

sub-systems (“Asynch Hybrid Slow” and “Asynch Hybrid Fast”). In this
case, the TX MESO0 and TXMESO1 modules were placed respectively
close to the SWITCH0 and SWITCH1 modules. That is required to ensure
that an additional link delay does not nullify the ideal synchronization of
the TX MESO module output, i.e. the flow control signal. Moreover, the
links were constrained in order to have the same delay regardless of their
crossing direction (i.e. D1 = D2). As a result, the skew test experiments
can be performed with an additional degree of freedom regardless of the
data crossing direction. Finally, the data crossing the source synchronous
links was routed together with the strobe signal to match their propaga-
tion delay (bundled routing) with industry-available physical synthesis
techniques.

As regards the source synchronous communication in the loosely cou-
pled sub-systems (“Asynch Loose Slow” and “Asynch Loose Fast”), also
the RX MESO0 and RX MESO1 modules together with the TX MESO0
and TX MESO1 modules were placed respectively close to the SWITCH0
and SWITCH1 modules. As mentioned before, that is required to en-
sure the ideal synchronization of the data/flow control of the RXME-
SO/TXMESO output. Similarly to the hybrid coupled communication, the
information on the link are bundled routed and the D1 crossing delay cor-
responds to the D2 crossing delay.
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Figure 2.7: Source synchronous communication in the hybrid coupled sub-
systems and PnR constraints.

2.3.4 GALS Testchip Results

Area

This section compares the seven sub-systems under an area point of
view. Every sub-system has been synthesized independently by means
of the 40nm standard cells Infineon Technology and treated as a soft-
macro. In particular, the slow sub-system ( “Asynch Hybrid Slow”,
“Asynch Loose Slow” and “Synch Slow”) were synthesized at 100Mhz
while the fast sub-systems (“Asynch Hybrid Fast”, “Asynch Loose Fast”,
“Asynch FIFO” and “Synch Fast”) at 500Mhz. As mentioned before, the
key idea of the testchip was to instantiate a number of small and replicated
sub-systems each validating a different feature of the new synchroniza-
tion technology. Basically, all the seven sub-systems integrate the same
modules (2 memories, 2 testers, 2 switches and 1/2 JTAG) but the com-
munication between these modules is enabled by different source syn-
chronous interfaces. As a result, the source synchronous interfaces pro-
vide the main contribution in terms of area overhead with respect to the
fully synchronous baseline sub-system (“Synch Slow” and “Synch Fast”).
See Figure 2.8 on the next page for area results.

In particular, the fast solutions present a similar area footprint with re-
spect to the slow counterpart. In fact, although the fast sub-systems were
synthesized at a higher frequency than the slow sub-systems, both the so-
lutions meet the target frequency constraint with a large slack and as a
result the synthesis tool was able to provide a well optimized gate-level
netlist in terms of area footprint in both the cases. Note that the additional
“synch” modules integrated in the fast sub-systems provided a negligible
area overhead. Interestingly, since the goal of the testchip was to evaluate
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Figure 2.8: Area breakdown of the seven sub-systems.

the NoC technology, the instantiated memories and testers are elementary
and as a result the switches required more than the 50% of the total area
footprint of each sub-system. The area results were as follow:

• The “Asynch Hybrid Slow” sub-system required the 7% of ad-
ditional area than the fully synchronous baseline sub-system
(“Synch Slow”). In particular, this area overhead is due to the addi-
tional JTAG module required to configure the second frequency do-
main (3%), the 2 Tx Meso flow control synchronizers (1.5%) and the
2 switches integrating the data mesochronous synchronizer (2.5%).

• The “Asynch Loose Slow” sub-system required the 17% of ad-
ditional area than the fully synchronous baseline sub-system
(“Synch Slow”). In particular, this area overhead is due to the ad-
ditional Jtag module (3%), the 2 Tx Meso flow control synchronizers
(1.5%), the 2 Rx Meso data synchronizers (5%) and the area over-
head of the 2 switches (5.5%). Note that the input buffers of the
two switches were extended by two slots since 2 clock cycles of
latency are added in the round-trip from the transmitter and re-
ceiver synchronizers and vice versa on the link. Interestingly, the
“Asynch Loose Slow” sub-system had a 10% of area overhead with
respect to the “Asynch Hybrid Slow” sub-system.

• The “Synch Fast” sub-system required 4% of additional area than
the “Synch Slow” sub-system mainly due to the higher synthe-
sis frequency. The “Asynch Hybrid Fast” sub-system and the
“Asynch Loose Fast” sub-system followed the same area trend. In
fact, they feature respectively 7% and 17% of area overhead with re-
spect to the “Synch Fast” sub-system.
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• The “Asynch FIFO” sub-system required 30% of additional area than
the fully synchronous fast sub-system (“Synch Fast”). This area
overhead is mainly due to the 4 loosely coupled dual-clock FIFOs
(17%) and the 4 tightly coupled dual-clock FIFOs (9%). We should
note that all the dual-clock FIFOs were with 5 buffer slots and, the
tightly coupled dual-clock FIFOs have been merged with the switch
input buffer. Then, since the xPipes switches are natively composed
of 2 input buffer slots, the total amount of buffering resources is in-
creased. In order to keep the original buffering resources and to re-
duce the final source-synchronous switch area overhead the output
buffer size could be reduced from 6 to 3 slots, since additional buffer
slots come with the synchronization-augmented input buffer.

As a final consideration, the global area footprint of the NoC testchip
was composed by two additional main contributions: the PLL module,
and the pin pads. In particular, almost half of the total required area was
devoted to the PLL instantiation.

Yield

The “functional test” was executed as a second test to evaluate the yield
and it was performed in two steps. In the first step, the slow sub-
systems were analyzed (“Asynch Hybrid Slow”, “Asynch Loose Slow”
and “Synch Slow”). Since the slow sub-systems are clocked by an external
low-speed clock, the PLL was no longer required and it was switched-off.
The goal of this test was to verify the functionality of all sub-systems at
different frequencies and skew scenarios. The control input signal and the
data input signal were injected in compliance with the target operating
frequencies. The strobe setting at the output pins was performed simi-
larly. The selected lower bound for the frequency sweep was 25 MhZ.
Clearly, the test could also be performed below this frequency but we did
not expect relevant results under this threshold. On the contrary, the up-
per bound of the frequency sweep was not specified a priori since the test
was also meant to determine the maximum operating frequency that the
slow sub-systems were able to achieve. This maximum speed is associated
not only with the inherent limitations of the test setup, but also with the
limited driving capability of the I/O pins. We should note that the slow
sub-systems were synthesized at 100 MhZ although the synthesis tool met
the frequency constraints with a large slack. Additionally, a skew sweep
was performed for the “Asynch Hybrid Slow” and “Asynch Loose Slow”
at every operating frequency under test. In this case, the domain1’s
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clock phase was gradually increased until 100% of the clock period was
achieved. In order to perform a safe test, the skew was not only applied
to the domain1 external clock but it was also applied to the control/data
input signal and to the output pin strobe of the same domain.

The “Synch Slow” sub-system passed every functional test in the range
of 25Mhz and 200Mhz. Interestingly the sub-system was able to work at
a frequency significantly higher than the frequency of synthesis. That can
be due to two main reasons: (i) a significant slack was reported after the
100Mhz synthesis. (ii) designs were instantiated using the worst case stan-
dard cell libraries. The worst case library was probably assuming overly
pessimistic conditions.

In the second part of the “functional test”, the fast sub-systems were
analyzed (“Asynch Hybrid Fast”, “Asynch Loose Fast”, “Asynch FIFO”
and “Synch Fast”). The goal of this second testing part was still to verify
the functionalities of the sub-systems (a sub-system at a time). Since in
this case the sub-systems were clocked by the PLL, the frequency and the
skew sweep should be performed according with the limitations dictated
by the PLL specification. In particular, the PLL provides the following 4
clock phases: 0, 90, 180 and 270 (i.e. the highest provided skew corre-
sponds with the 75% of the clock cycle). Unluckily, the frequency and the
skew sweep in the fast sub-systems could not exploit the same timing set
and vector data file since the frequency and the clock phase had to be set
statically by driving the dedicated external pins. On the contrary, the clock
phase and the clock frequency in the slow sub-systems were modified by
means of the same EVCDs through straightforward steps. In fact, the clock
phase in the slow sub-systems was simply set by delaying the injection of
the clock and control/data input signals while the clock frequency was
modified by scaling the timing of the vector data files. Then, a few test
frequencies were selected to perform the functional test of the fast sub-
systems. The selected PLL frequencies for test were 200Mhz and 400Mhz
in the 4 available clock phase variants. It is useful to recall that the input
pins were supposed to inject the data/control signals with a frequency of
25Mhz (going through the synchronizer) and the fast sub-systems were
synthesized at 500Mhz.

The results of testing are as follows:

• The “Synch Fast” functional test passed with the PLL frequency set
at 200Mhz and 400Mhz with all the chips that previously were able
to pass the continuity test. Note that only 1 chip out of 19 chips was
discarded during the continuity test.

• The “Asynch Loose Fast” functional test passed with the PLL fre-
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quency set at 200Mhz in each of the 4 skew scenarios for the 18 chips.
The same sub-system operating at a frequency of 400Mhz passed the
test with 17 chips. The sub-system was not able to work at 400Mhz
in only 1 chip previously able to pass the continuity test.

• The “Asynch Hybrid Fast” functional test passed with the PLL fre-
quency set at 200Mhz in each of the 4 skew scenarios for the 18 chips.
The same sub-system operating at a frequency of 400Mhz passed the
test with 12 chips. The sub-systemwas not able to work at 400Mhz in
6 chips previously able to pass the continuity test. Anyway, each of
these 6 chips passed the functional test with a phase offset of 90, 180
and 270, on the contrary, they did not pass the test with 0 of skew.
The 0 degree of skew represents the fully synchronous scenario and
intuitively the source synchronous interfaces should provide the best
timing margins in this condition.

• The “Asynch FIFO” functional test passed with the PLL frequency
set at 200Mhz in each of the 4 skew scenarios for the 18 chips. To
note that this sub-system should not only absorb the skew into the
source synchronous link but also synchronize data from 25Mhz to
200Mhz and vice versa. The same sub-system operating at a fre-
quency of 400Mhz passed the test with only 11 chips out of 18. The
output of the remaining 7 chips was not stable. In fact, although
the sampled output was in most of the cases matching the expected
one, the correct output was still not guaranteed when repeating the
test several times. Moreover, the failing clock phase was usually
only one at a time and, surprisingly, it was randomly changing al-
though the test was performed on the same chip. Interestingly, the
failing tests presented few unstable output bits always located in
the same position of the output vector. On the contrary, when the
“Asynch Hybrid Fast”‘ and the “Asynch Loose Fast” sub-systems
were failing the output vectors presented the anomalous bits spread
homogeneously all over the output vector. As a result, these infor-
mation led us to suppose that specific patterns bring few bits of the
“Asynch FIFO” sub-system to a metastability condition that results
into unpredictable results. At a better analysis, the “Asynch FIFO”
sub-system is the only one that integrates brute force synchroniz-
ers, composed of a sequence of 2 flip-flops, where the output bit
can fall into a metastability condition. The probability of solving
the metastability in these bits follows the MTTF law and tightly de-
pends on the technology node and the operative frequencies. We
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should note that the brute force synchronizers are stimulated only
during the congestion conditions of the switches (i.e. when assertion
of the STALL/GO flow control is required). The congestion of the
switches is achieved in only two of the six transactions and it always
affects the switches during the same clock cycles (in compliance with
the EVCD patterns).

Summing up, Figure 2.9 illustrates on the y-axis the percentage of chips
(out of the 18 ones which passed the continuity test) that proves func-
tional behavior in each test case (identified by the operating frequency,
skew and architecture variant parameters). The success percentage, for a
first time implementation, is quite high. We start observing some issues
at 400 MHz, as we approach the target synthesis frequency of 500 MHz.
However, the failure pattern is such that improving upon such results
should not be an issue in future work. In fact, the zero skew failure for the
“Asynch hybrid fast” design does not seem to be related to the robustness
of the interface. Also, failures at 400 MHz for “Asynch loose fast” design
are independent from the applied skew, thus denoting a different prob-
lem than the robustness of the mesochronous synchronizers. Finally, the
failures for the “Asynch FIFO” design could be easily solved by cascad-
ing more flip flops in the brute-force synchronizers used inside dual-clock
FIFOs.

Figure 2.9: Percentage of working chips in each test case. (Yield)

Power

We then performed powermeasurements on the test structures. The IDDQ
test outcome reflected the leakage power of the entire testchip, includ-
ing baseband processor section. The calculated leakage was around 2
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mW. Figure 2.10 on the next page shows the relative comparison between
power of the designs under test clocked by the PLL. Taking a look at the
plot, it is clear that it was not possible to inject significant traffic due to the
constraints of the measurement setup. In fact, in order to achieve precise
dynamic current measurements, it is essential that the pattern has a con-
stant current profile and that it can be repeated in a loop to make sure the
pattern is running as long as the current measurement is active (and there
is no way of predicting how long the measurement will be. The tool uses
auto-ranging, i.e., it executes several measurements to find the minimum
measurement range where no overflow occurs.) Unfortunately, the NoC
structures under test consist of a quite time consuming programming step
of a much shorter execution phase, therefore most likely the programming
step is the prevailing contribution to measured power figures. Also, the
reader should recall that the power values indicated by the bar heights of
the histogram include the leakage power of the baseband processor. Idle
power is taken by selectively removing the reset but without giving any
input traffic to the platform itself. Clearly, the power difference between
the architectures under test is not significant at all: the synchronizer-based
solutions tend to add 0.38 mW overhead to the power consumption of the
synchronous sub-system (slightly more for the loosely coupled solution),
which grows to 0.5 mW for the “Asynch FIFO” design. Conservatively as-
suming that the entire IDDQ current is absorbed by the baseband proces-
sor, then the overhead in percentage terms would be 2.8% and 3.7% with
respect to the synchronous sub-system for the mesochronous and for the
dual-clock FIFO-based ones, respectively. Ultimately, we feel the key take
away of these results is that synchronizer-based GALS technology comes
at a marginal power overhead.

The above power results indicate just a trend and should be considered
very carefully for the following reasons:

(i) The error margin of the test equipment is about 0.3mA. The current
absorbed by the NoC structures differs by an amount which is close to the
uncertainty of the measurement tool. In addition, a single measurement
of the current was taken at regime. However, by sampling the current
multiple times we were getting a further uncertainty of around 0.5mW. In
spite of all this, we were able to observe a clear relative trend between the
architectures under test which is orthogonal to the 18 working chips. Also
measurements for slow designs confirm the same power trends.

(ii) Injecting heavy traffic into the test structures was virtually impos-
sible, given the small size of the structures themselves and the large time
needed to program the structures, prevailing with respect to the actual
packet exchange time. For this reason, the most accurate power results
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Figure 2.10: Relative power comparison.

certainly concern the idle power tests.
(iii) The “Asynch FIFO” design has memories, tester and JTAG inter-

faces working at 25 MHz instead of 200 MHz like in the other fast plat-
forms. However, this does not seem to favor this design much, from a
power viewpoint.

2.4

Summary

GALS NoC as an effective and scalable interconnection network for MP-
SoCs was presented. This network can be used for inter-cluster communi-
cations in the cluster-based Multi-core systems. Moreover, we proposed a
test-chip, namedMoonrake, fabricated on 40nm process technologywhere
seven different synchronization approaches are implemented to evaluate
the effectiveness of various GALS methodologies.

The Moonrake chip is the first implementation of synchronizer-based
GALS NoC technology in 40nm CMOS process. The objective was to see
the issues at deep submicron including variations and to validate the syn-
chronization technology, containing key innovations such as the tight cou-
pling of the synchronizer with the switch input buffer, and, implicitly the
design technology supporting it. The NoC section of the testchip was
structured in a modular way, thus amortizing the manyfold risks asso-
ciated with testchip fabrication: in essence, porting a new synchroniza-
tion technology to a new manufacturing process, and then using new
features of the test equipment to test such an advanced chip implemen-
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tation. Overall, results are very promising. NoC test structures getting
the clock from the external world provided an excellent result: frequen-
cies from 25 to 256 MHz were swept, while at the same time varying the
clock phase offset from 0 to 360 degrees. This means that the synchroniza-
tion mechanisms, considered by themselves, can be ported to the 40nm
technology and prove functional in such an environment. When it comes
to the designs synthesized for and operating at a higher frequency, then
a set of issues comes into play: not only higher stress of the technology
platform, but also larger complexity of the test procedure. 91% of the per-
formed tests completed successfully, and the failures seem more related
to testing, variability and “systematic” issues in the technology platform
rather than to the robustness of the synchronization interfaces. Finally,
our power measurements indicate that the power overhead when moving
from a fully synchronous test system to a mesochronous one or even to a
multi-synchronous one is marginal.

The GALS testchip and the yield results presented in this chapter mo-
tivate the need for techniques to detect and work around manufacturing
faults and process variations in interconnection networks. In the next
chapters we are going to propose different approaches at physical and ar-
chitecture levels to target these issues. For physical design, we propose the
bundle routing framework as an effective way to route the NoCs global
links. For architecture-level design, two cases are addressed: (i) Intra-
cluster communication where we propose a low-latency interconnect with
variability robustness (ii) Inter-cluster communication where a testing in
tandem with a reliable NoC configuration are proposed. We also propose
dualVdd as an orthogonal way of compensating variability at the post-
fabrication stage. This is an alternative strategy with respect to the design
techniques and enforces post silicon detection and compensation.

In the next chapter, we describe how to handle the physical routing of
the global wires in a NoC to decrease noise and cross coupling effects and
to have a reliable and variation-tolerant source synchronization in NoCs.
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CHAPTER 3

Robust link physical routing in
GALS NoCs

This chapter1 introduces a link routing approach which considers all nets
of a link together and efficiently routes NoCs links as an atomic entity (a
bundle). This routing step is performed early in the design implementa-
tion flow, at the global routing step, and it integrates seamlessly with the
design implementation tools to ensure that link quality will be fully pre-
served during detailed routing. As a result, the variability in link net at-
tributes such as length, resistance, load, and delay is much reduced. More-
over, enforcing the same “trajectory” on all nets of a link facilitates wire
spacing and shielding. Finally, bundled routing improves the routabil-
ity of the NoCs link, as sometimes even a powerful place and route tool
struggles to perform detailed routing of a large number of links. This can
significantly reduce routing run time as well as the time for parasitics ex-
traction.

3.1

Motivation and Key Challenges

Interconnects have moved to the forefront as the limiting factor in IC per-
formance. Nowadays, there are cases where interconnect delay, especially
that of global interconnects, accounts for more than 75 percent of the total
path delay [55]. The most important global signals in a SoC are inter-

1The author would like to acknowledge contributions by Dr. Igor Loi, Antonio Pullini,
Dr. Federico Angiolini, and Prof. Luca Benini.
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core communication links, traditionally implemented as buses. However,
buses are inadequate for medium to high complexity SoCs, and they have
increasingly replaced by Networks-on-Chip [46, 60]. NoC links provide
the global physical connectivity between switches, and they differ sub-
stantially from buses. First the number of buses in a design is relatively
small, while there are many more links in an NoC. Moreover, most of the
buses in a traditional SoC have a large set of fanouts while NoC links are
point-to-point. Furthermore, advanced NoC designs links make increas-
ingly use advanced synchronization and signaling schemes, to improve IP
decoupling and energy efficiency [54, 58].

In this chapter we focus on physical routing of NoC links, which often
span a significant on-die distance. At a first glance, link physical routing
can be carried out with a standard physical implementation flow, which
routes each net independently, while trying to match design constraints
on delay, area and power. However, routing algorithms are extremely
complex and influenced by a number of factors (such as wire congestion).
Hence, in practice it is extremely difficult to ensure that wires which take
widely different routes maintain closely-matched delay and power con-
sumption. In other words, when the logical atomicity of a link is broken
at the physical level, we experience significant length, resistance and load
deviations among different wires of a link. Reducing delay and power
variation between wires of a link is a key requirement for advanced NoC
implementation styles. First and foremost, as mentioned in the previous
chapter robust Mesochronous [18] and GALS NoCs [58, 59, 18, 64] rely on
source-synchronous signaling, where the data and strobe signals have to
arrive at the destinationwithin a narrow timingwindow to achieve correct
and high performance operation. The maximum phase mismatch between
strobe and data signals for safe input data sampling is a small fraction of
the clock cycle, (1/10 or less); otherwise, the receiver latch enable signal
might be activated too late or too early, with disastrous consequences on
probability of metastability and error rates.

In practice, precise delay matching between link wires can be achieved
in regular (tile-based) NoC designs with manually planned bundled link
routes. However, manual link routing is difficult or even impractical in
SoCs with irregular tiles and topologies, where the NoC is automatically
instantiated and then handled at the RTL to the design implementation
flow. Unfortunately, even by using the most recent place&route (PnR)
tools, there is always an amount of variation between the propagation
delay of data, flow-control and timing signals which increase the phase
mismatch between data and strobe signals. Figure 3.1 on the facing page
shows a part of an NoC layout routed in the most recent version of Synop-
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Figure 3.1: Link route obtained with state-of-the-art PnR.

sys IC Compiler [47]. Link wires have different routing trajectories, which
leads to different lengths and delays. Although in some cases the nets
have the same lengths, their delays are different due to vias. Note that this
layout has been obtainedwith the automatic bus routing feature of the tool
enabled. Even if it may theoretically be possible to achieve perfect delay
matching for irregularly routed links, this would imply numerous design
convergence iterations (which take days for an average size SoC).

Moreover, high-performance NoC implementation often relies on low-
swing signaling to boost energy efficiency [62, 63, 66]. Signal-to-noise ra-
tio is a serious concern in both low-swing and full-swing communication
[65, 66]. Shielding and wire pacing techniques are commonly used to con-
trol the crosstalk effects in global interconnects [67]. Managing the routing
path of the wires makes it easier and more efficient to apply these tech-
niques on the global interconnects. These goals can be achieved by having
tight control on the link trajectory and keeping all wires of a link together.
This is helpful not only to have matched delays, but also to manage and
reduce, through link shielding and spacing, crosstalk noise from bus wires
as well as for other interconnects. We will describe this in more details in
Section 3.4 on page 57 of this chapter.

3.2
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Related Work

Physical routing has been researched in depth [49, 50, 51]. Most of the
works proposed in the literature are focused on techniques to route sin-
gle nets. However, bus routing has also been extensively investigated.
Existing bus routing/planning methods are mostly used in floorplanning
[42, 43, 44], where buses are limited to simple topologies like one-bend
and T-shaped routes. However, all these algorithms leave the problem of
organizing bits in the bus to the detailed routing and do not propose any
methodology for that. Some works have investigated techniques for en-
hancing the regularity of bus routing: for instance, Persky and Tran [45]
proposed a bus routing algorithm that identified the topological common-
ality of different nets of the same bus and tried to re-use a common routing
topology. In this area, our approach is most closely related to the semi-
detailed bus routing technique recently proposed [41] by F. Mo and R. K
Brayton. Their approach is similar to ours for what concerns the algo-
rithm used to ensure net length matching, however, their router is tuned
on multi fan-out buses, but not on point-to-point links. Moreover, they do
not consider pin placement and ordering and, they use a simplistic router
to route the nets, while we take advantage of a state-of-the-art timing-
driven router. Furthermore, they do not provide any data on signal in-
tegrity and do not propose any approach to control the crosstalk effect in
bundled routing.

In global routing electrical buffers are extensively used to reduce de-
lay [62]. However, in NoC design, latency-insensitive techniques [56, 57]
are commonly used to meet timing constraints on long links. In latency-
insensitive design, relay-stations perform functional pipelining and elec-
trical re-buffering [52, 53] and are inserted at the RT level of abstraction.
Therefore, at the physical level, NoC link wires are routed un-buffered be-
tween two switches (if a link is short) or between relay-stations. Our focus
is solely on the routing of these un-buffered link segments: interaction be-
tween physical routing and relay-station planning is an interesting area
for future research.

3.3

NoCs link routing flow

Physical routing is divided into two main steps: global routing and de-
tailed routing. In the global routing phase the path of any net is deter-
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mined as the Manhattan distance of that net without considering the rout-
ing blockages and constraints. In a traditional flow, detailed routing con-
siders nets independently, and after this phase each net of a link in NoC
has different trajectory leading to high deviation in resistance, capacitance,
length and delay among bits of a link. Note that, a link is a group of log-
ically related interconnects. As outlined before this chapter describes a
methodology to manage the routing of NoC links in which we consider all
bits of each link together. Figure 3.2 shows our routing methodology, con-
sisting of four main steps: (i) pin placement and ordering (ii) prioritizing
links (iii) creating virtual routing blockages and routing one net of each
link as the link agent and (iv) applying the agent’s trajectory to other nets
of the current link.

Figure 3.2: Link routing flow

3.3.1 Pin placement and ordering

Before routing, pin placement and ordering are performed. In this phase
for each link we perform two steps: (i) determining the side of pins around
the bocks, and (ii) specifying the pins order (named pin placement and pin
ordering, respectively). We consider all components in the floorplan as
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rectangular objects. Therefore, there are four possible sides (North-East-
West-South) for the pin positions of each component, and, therefore, for
each link we have 16 possible options for the pin placement (each link is
connected to two blocks).

In the pin placement step, for each link we have four possible sides
for both source and destination blocks. We empirically realized that to
have the same length for all nets of a link it is better to place the input and
output pins of a link on different sides. For example, if we place the output
pins of a link on the East side of source block, we do not consider East side
of destination block for the input pins; therefore, for each link we have
12 different solutions to place all input and output pins. Each solution is
a pair of sides; for example Pair (West, East) shows that the output pins
are placed on the West side of the source block and the input pins are
place on the East side of the destination block. We start with those links
whose source and destination blocks are farther from each other. From the
12 possible solutions for each link, we select a feasible case that leads to
shorter Manhattan distance for each link. A solution is feasible if there are
enough spaces on both sides of the pair to place all pins of the related link.
However, if all pins of a link cannot be placed on a side because of already
placed pins of other links or because of lacking space, the solution is not
feasible and we have to select the next pair.

Table 3.1: Pin ordering for 6 pin placements
Pin placement (North,West) (North,South) (North,East)

Pin order (LR,DU) (LR,LR) (LR,UD)

Pin placement (West,North) (West,South) (West,East)

Pin order (DU,LR) (UD,LR) (UD,UD)

To have the same length for all nets of a link, we order pins after pin
placement. In this step, we assign an order to pins of one side of each link
and update the pins order of the other side based on that; order of pins can
be from LSB to MSB or wise versa. To make the problem easier, for each
pair of 12 possible placement options we define a pair of orders. Each item
of the order pair shows the direction of LSB to MSB. For example the order
Pair (LR, UD) means that the output pins at the source block should be
placed in order of LSB to MSB from left (L) to right (R), and the input pins
at the destination block should be placed in order of LSB to MSB from up
(U) to down (D). Note that block position and routing trajectory of a link
do not change the pin orders, and the only factor which affects the order of
pins is the sides where pins are placed on source and destination blocks.
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Therefore, we have a fixed table to determine the pin orders for each of 12
pin placement pairs. Table 3.1 on the preceding page shows pin orders of
6 different pin placement pairs.

3.3.2 Prioritizing links

After setting the pin positions and orderings for all links, we give a priority
to each link to route the most critical links first. Priority is based on the
Manhattan distance of each link, to increase the chance to meet timing
constraints on more critical links which have to span a longer distance.
In fact, the router will be faced with lower congestion when routing the
high-priority long links. When routing resources become tight, routing
short links that need less routing resources is much easier than routing
long links.

3.3.3 Link routing

The basic idea is to first route one net of a link (called link agent), and
then route the other nets along the same trajectory [41]. Our algorithm
entails the following steps: (i) extending the routing blockages to force the
router to find a path where the whole link can be routed (ii) routing the
middle net of the link (iii) applying the trajectory of the middle net to the
other nets (iv) creating routing blockages around the routed link. In the
first preparation step, overlapping with routing blockages is prevented
for the current link by extending existing routing blockages on all sides
by W/2 where W is the width of the link. As a result, we create virtual
routing blockages and force the router to route the link agent at a distance
of W/2 from the existing actual routing blockages. These virtual routing
blockageswill be removed after routing themiddle net leading to a narrow
channel where the entire link can be routed.

After the preparation step, we consider the middle net of the current
link as the link agent, and ask the router to route that net. To do so, differ-
ently from [41] we take advantage of a powerful timing-driven commer-
cial router [47]. We set timing as the objective of the router. If the rout-
ing succeeded to route the middle net it creates a routing trajectory and a
channel for the link where the entire link can be routed. However, if the
router fails, the nets of the link can not be routed together with the same
trajectory with the current constraints and floorplan which means the link
is not routable. In this situation we add the current link to the unroutable
links list, report a warning message and will move to route the next link
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in the prioritized list. We will route all unroutable links using the normal
flow of the tool as a fall-back option.

Figure 3.3: Link wires with the same trajectory and length.

After routing the middle net, we first remove the virtual routing block-
ages, and then apply the trajectory of the middle net to other nets of the
link. To do this, we use a two-step algorithm. In the first step we repli-
cate the vias of the middle net for all other nets at the appropriate position
determined by the pin placement and ordering of the related link. In the
second step, for each net we connect the source pin to the first via and then
connect the vias together sequentially, and finally connect the last via to
the destination pin. Note that if there is no via for the middle net, it means
the middle net is fully horizontal or vertical, and in this case we simply
replicate the middle net trajectory for other nets. For each net of the link,
via positions are computed in such a way that the via-to-via length of all
nets of a link is equal. Because of suitable pin ordering that we considered
in the first step, the length difference between different nets of a link from
source pin to the first via will be compensated by length difference from
the last via to the destination pin. Figure 3.3 shows an example. As it can
be seen in Figure 3.3, all net segments from via group A to via group B
have the same lengths, this is also true for all segments from via Group B
to via Group C. Note that, since the source pins are aligned, the segments
from source pins to via Group A have different lengths, but this difference
is compensated by length difference from via Group C to destination pins.
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Therefore, all nets of the link have the same lengths.
To replicate the vias of the middle net for the other nets of the link, we

have to calculate the positions of vias for each net. To do so, we have two
functions F and G to calculate horizontal and vertical positions of each
via, respectively. F and G are functions of middle-net’s via position, wire
to wire distance, and pin placement pair of the related link; they are de-
fined for all 12 possible options of pin placement and ordering. To clarify
the algorithm for routing the middle net and applying the trajectory of
middle net to other nets, we show it step-by-step on an example shown in
Figure 3.4.

Figure 3.4: Link bundle routing steps.

Assume a part of an NoC layout shown in Figure 3.4-a in which there
are some existing routing blockages. We have already performed the pin
placement and ordering phase on this layout, and we are going to route
link L12 from switch S1 to switch S2. First we extend the existing routing
blockages as W/2 where W is the width of Link L12 which leads to the
layout shown in Figure 3.4-b. Then we ask the router to route the middle
net of the link, the middle net trajectory is shown in Figure 3.4-c. As it can
be seen in Figure 3.4-c the middle net has 3 vias. Assume that the space
between two wires for Link L12 is P, the wire width is H, and the link has
M bits. To replicate the vias for other nets of Link L12 we use the formula:
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Xji = F (X i
M/2, j, P,H) , where Xji is the horizontal position of i-th via

for the j-th bit of the related link. For Link L12 we have:
F = X i

M/2 + (j −M/2) ∗ (P +H)|j ∈ {1, ...,M}, i ∈ {1, 2, 3}

Yji = G(Y i
M/2, j, P,H) , where Yji is the vertical position of i-th via for

the j-th bit of the related link. For Link L12 we have:
G = Y i

M/2 + (M/2− j) ∗ (P +H)|j ∈ {1, ...,M}, i ∈ {1, 2, 3}

After replicating all vias for all nets, we simply connect the vias of each
net together and connect the source pin to the first via and the destination
pin to the last via. Figure 3.4 on the previous page-d shows the routed link.
We define a set of F and G functions for all 12 possible pin placements and
orders. The distance between any two subsequent vias for all nets on a link
is constant and does not depend on the bit number, thus the only factor
that can change the wire length for different nets of a link is the distance
from Source to the first Via (SV) and the distance from the last Via to the
Destination (VD). By specifying the appropriate pin orders, and suitable F
and G, the sum of SV and VD would be constant for all nets of a link and
does not depend on the bit number, thus, leading to the same length and
trajectory for all nets of that link.

Figure 3.5 shows the same layout of Figure 3.1 on page 49 which is
routed by our algorithm. As can be seen in this figure all wires of each
link are routed together with the same trajectory (outlined in red).

Figure 3.5: Bundled link routed layout example.

3.4
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Crosstalk handling

There are two different types of crosstalk affecting bits of a link: the
crosstalk between nets of a link and other nets of the design (inter-link
crosstalk) and the crosstalk among different nets of a link, themselves
(intra-link crosstalk). We have solutions to control both of them.

To handle the first case, we create a routing blockage around each link.
As we know the trajectory of the entire link, we can easily create a routing
blockage with any size around the routed link. Modifying this blockage’s
size avoids aggressor signals or other links being routed too close to the
current link. For the intra-link crosstalk, we use two techniques to de-
crease the crosstalk between nets of a link: spacing and shielding. In the
spacing method we tune the space between different nets of a link to re-
duce the crosstalk delay. We start with the minimum spacing and check
the crosstalk delay. If it was satisfying we keep the spacing; otherwise
we gradually increase the spacing to reduce the crosstalk effect. We mod-
ify the virtual routing blockages and possibly change the trajectory of the
link to apply spacing.

In the shielding technique, we use ground or power nets as a shield
for the nets of a link. This converts the coupling effect between two nets
to coupling effects between nets and gnd/vdd and subsequently removes
the crosstalk effect. As we route all nets of a link together, except the first
and last nets we can use one shielding net for two nets of a link. Therefore,
in our routing methodology, for a link with M number of bits we need
M+1 shielding nets to remove the x-talk effect between different nets of
that link. Also, one alternative solution is to mix shielding and spacing
techniques to handle both inter and intra link crosstalk. This can be carried
out by spacing wires in the link and decrease inter-link crosstalk with two
shielding wires at the boundaries of the link to handle inter-link cross-
coupling. Our tool flow supports all these options.

3.5

Experimental results

To evaluate our methodology, we applied it on a set of benchmarks which
contain several macro blocks and different number of switches and links.
Table 3.2 on the following page shows their characteristics. For each case,
we performed bottom-up synthesis and placement and routing of the
blocks. We used Synopsys IC Compiler [47] and Design Compiler for PnR
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and logic synthesis, respectively. We mapped all designs on CMOS 45nm
technology. For pin placement and ordering phase, we used IC compile
commands to place pins around blocks. To implement our routing algo-
rithm, we took advantage of routing guides and the proper script com-
mands to create nets and vias in IC Compiler. Our algorithm and flow is
implemented in TCL [48] using IC Compiler scripting facility.

Table 3.2: Pin ordering for 6 pin placements
Design # of Macros # of Switches # of links

D1 6 10 10

D2 7 12 8

D3 8 13 10

D4 21 18 15

D5 31 20 18

We compared the original flow of the tool with our link routing tech-
nique. Note that the tool has a feature for manually drawing wires to-
gether; however we compared our algorithm with its alternative auto-
matic flow. In the original automatic flow of the tool we used the bus
routing feature of the tool which is a tools feature for automatic bus rout-
ing and compared the results of this flow with those of obtained by our
algorithm. Results are compared in terms of wire length, resistance, load,
and delay variations. We also compared the actual net delay of these two
ways, to ensure that delay matching is not obtained at the price of a sig-
nificant increase in average delay.

Figure 3.6 on the next page compares the wire length variation of dif-
ferent links in D3. As it can be seen in Figure 3.6 on the facing page, our
routing methodology has lower length variations than the original flow.
Almost in all cases the variability of wire length in a link for our method is
zero. In some rare cases it is not zero, as our pin placement step could not
find enough space around the related block and had to place pins on the
same side of source and destination which leads to different length. How-
ever, this deviation is very small and comes from the length difference at
the first and last vias and is at-most 2*W where W is the link width.

Figure 3.7 on the next page compares the number of vias per each link
in D1. Generally, the number of vias in our routing is smaller than that
of the normal flow. This is another factor which decreases variability and
even improves delay.

Figure 3.8 on page 60 and Figure 3.9 on page 60 compare the wire resis-
tance and delay variations respectively for D3. As seen, the delay variation
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Figure 3.6: Wire length variation.

Figure 3.7: Number of vias.

between wires of links is decreased by an amount in the range of 30-70%
in our routing methodology compared to that of the normal flow. Note
that, the wire length deviation of, for example, Link1 in our flow is zero,
but the delay and resistance deviation are non-zero. These deviations in
delay and resistance are not related to the wire length, but are due to de-
tailed deep-submicronmanufacturing (DSM) effects that commercial tools
consider to calculate the net characteristics. Synopsys IC compiler models
the etching effects which will result in trapezoidal wire cross-sections for
wires close to each other. This will effectively change the R and sidewall
C, and therefore alter the wire delay.

Figure 3.10 on the following page,Figure 3.11 on page 61 and Fig-
ure 3.12 on page 61 compare the maximum and average of link delay
deviation, link load deviation and the worst case delay for all designs,
respectively. As it can be seen, our method does not impose timing over-
head on the links and in some cases the delay of links is 5 to 10 percent
better than that of the state-of-the-art timing driven flow.

As we explained before, from the signal integrity point of view our
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Figure 3.8: Resistance variation.

Figure 3.9: Delay variation.

Figure 3.10: Average and Maximum of delay deviation in all 5 test cases.

methodology gives better results since we have control on the entire link
route. We applied spacing and shielding to reduce the crosstalk effect on
links. In spacing we increased the space between different wires of each
link and in shielding we shielded all nets of each link with a grounded net.
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Figure 3.11: Average and Maximum of load deviation in all 5 test cases.

Figure 3.12: Average and Maximum of wors-case delay in all 5 test cases.

Figure 3.13 on the next page compares the average of crosstalk delta delay
for each link in D2 for a normal flowwith that of our approach with/with-
out shielding. Crosstalk delta delay is a portion of the net delay which is
related only to the crosstalk effect on that net. Figure 3.14 on the following
page compares the average of delta delay for each link in D2 for the normal
flow with that of our approach with three different spaces between nets of
links. As can be seen, although the crosstalk delta delay of normal flow
is sometimes smaller than that of our flow without shielding and spac-
ing, we are able to reduce it in our routing flow by shielding and spacing.
By shielding we decreased the crosstalk delay by 90 to almost 100 per-
cent, and by increasing the space between wires of links by factors of 1.5x
and 2x, we reduced the x-talk delay by 30-50 and 90-100 percent, respec-
tively. Crosstalk can also be reduced in the standard flow. However, this is
achieved by changing the spacing and trajectory of the nets, which leads
to significant net attributes variation. Moreover, as in the normal flow the
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trajectories of the nets of links are very diverse, controlling cross-talk is
more difficult than in our flow.

Figure 3.13: Crosstalk delay (ns) comparison in shielding.

Figure 3.14: Crosstalk delay (ns) comparison in spacing.

To see the effect of the proposed routing methodology on link power
consumption, we also compared the total net switching power of our
method with that of the normal flow. Figure 3.15 on the next page com-
pares the total net switching for all benchmarks. As it can be seen, our
approach does not impose power overhead on the design. On the con-
trary, in most cases switching power is about 5 to 10 percent less than that
of the normal flow, due to lower via count and less wire jogs. We also
compared area. In all the benchmarks, our method does not impose area
overhead, as we never had to change the size of floorplan. Finally, there
are benefits on routing run-time as well. In our comparison experiments,
the normal routing flow took from 3 to 5 times more run time than that of
our bundled routing approach.
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Figure 3.15: Net switching power (uW) comparison for all test cases.

3.6

Summary

In this chapter we proposed a new approach for bundled routing of NoC
links. Our specialized routing flow produces highly regular link routes,
thus leading to much reduced intra-link delay variations. Moreover, our
flow supports spacing and shielding to ensure crosstalk immunity at the
link level. Delay matching and low crosstalk noise are required features
for advanced GALS synchronization and low-swing signaling, which are
critical in NoC deployment for aggressively scaled CMOS. In the next
chapter we focus on the reliability of NoCs at the architecture level and
propose a reliable NoC design.
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CHAPTER 4

Reliable Network on Chip
Architecture

In the previous chapter we focused on reliability of NoCs at the lay-
out level and described a robust physical routing mechanism suitable for
global links of the NoCs. This chapter1 directs attention to the reliability of
NoCs at the architecture level and presents a robust design which is able
to tolerate several logic faults inside the network. A dual physical channel
NoC architecture is described which not only is reliable but also provides
a soft Quality of Service (QoS). If there is no fault in the network, the two
physical channels are used for QoS purposes; while if a fault occurs on one
of the channels, the other one is used as a replacement.

4.1

Motivation and Key Challenges

Aggressive CMOS scaling accelerates transistor and interconnect wearout,
resulting in shorter and less predictable lifespans for CMPs and MPSoCs
[68]. It has been predicted that future designs will consist of hundreds
of billions of transistors, with upwards of 10% of them being defective
due to wearout and process variation [69]. Consequently, in order to sup-
port the current technology trends we must develop solutions to design
reliable systems from unreliable components, managing both design com-
plexity and process uncertainty [70, 71], with minimal nominal perfor-

1The author would like to acknowledge contributions by Prof. Valeria Bertacco and
Prof. Luca Benini.



4.1: Motivation and Key Challenges 66

mance degradation.
The interconnect architecture in a chipmultiprocessor becomes a single

point of failure as it connects all other components of the system together.
A faulty processing element may be shut down entirely, but the intercon-
nect architecture must be able to tolerate partial failure and operate with
performance or latency overhead [72]. Networks-on-chip [46] provide op-
portunities to address this issue, as redundant paths exist from point to
point, potentially allowing for reconfiguration around failed components.
The reliability of NoC designs is threatened by transistor wearout in ag-
gressively scaled technology nodes. Wear-out mechanisms such as oxide
breakdown and electromigration become more prominent in these nodes
as oxides and wires are thinned to the physical limits. These breakdown
mechanisms occur over time, so traditional post burn-in testing will not
capture them. NoCs provide inherent structural redundancy and inter-
esting opportunities for fault diagnosis and reconfiguration. Each router
is comprised of input ports, output ports, decoders and FIFOs, which are
replicated for each channel. By leveraging the redundancy that is naturally
present in routers and the network, we are able to provide robustness to
the communication subsystem.

On the other hand, each NoC imposes upper bound limits to the per-
formance of the SoC in which it is implemented, heavily affecting the per-
formance, latency, power and area of the chip. Therefore, NoC latency
reduction is essential for performance as it is introduced to every com-
munication stream within the SoC, becoming a critical design choice in
presence of critical timing demands (real-time SoCs).

Priority-based NoC architectures are a well-known approach to pro-
vide quality of service (QoS) in networks and to reduce the latency of
certain packet classes whose priorities is high [73, 74]. Virtual channels
(VCs), first proposed by [73] as an effective workaround for head-of-line
blocking, were proposed as an implementation of such priority-based QoS
mechanisms by assigning statical priorities to each VC [73, 74, 75, 76, 77]:
high priority VCs are used for QoS traffic classes and the low priority VCs
are used for normal traffic classes.

The traditional VC switch architecture proposed for NoCs in the open
literature [78], commonly used in VC-based QoS mechanism [74], is im-
ported from the off-chip interconnection networks domain. Therefore,
when adapted to the on-chip environment, the additional logic and com-
ponents required for its implementation introduces new design chal-
lenges. On one hand, it adds new possible failure points, likely decreasing
the switch reliability. On the other hand, it increments the complexity of
the critical path, possibly reducing the maximum achievable frequency
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when compared to a baseline VC-less switching fabric.
In this chapter we present an efficient and reliable switch architecture

which distributes the traffic to two different physical channels based on
the class of the traffic, which can be either QoS or normal. We name this
architecture ReliNoC. ReliNoC is based on a novel design principle for VC
switch architectures for NoCs. While traditional VC switch architectures
replicate the buffering resources for each physical channel, our approach is
to replicate the entire VC-less switch as many times as the intended num-
ber of VCs. Counterintuitively, the resulting design features a lower area
than the traditional one. This result builds on a well known principle of
logic synthesis: the area-performance trade-off for inferring the gate-level
netlist of combinational logic. In ReliNoC, we push to the design principle
of replicating networks components by replicating not only the switches,
but also the switch-to-switch links. ReliNoC will take advantage of the
replicated components by using them as replacements in presence of faults
when needed, tolerating a wide range of combinations of network compo-
nent failures. Additionally, in absence of faults, ReliNoC exploits the repli-
cated resources by implementing a statical priority-based QoS mechanism
that relies in the use of 2-channel switch architecture.

4.2

Previous work

4.2.1 VC-based and Multi-channel NoCs

A number of works has evolved the VC switch microarchitecture to op-
timize latency and to develop an infrastructure for QoS purposes in the
CMP domain [73, 74, 75, 76, 77]. Virtual channel flow control was first pro-
posed by [73] as an effective workaround for head-of-line blocking. VCs
impose performance and power overhead due to virtual channel alloca-
tors [79].

Several works exists in the open literature aiming at reducing the de-
lay and power consumption of VC-based switch architectures for NoCs.
For example, the work in [80] presents a novel approach for improving
the performance of virtual channels for the cases when the target applica-
tion of the design is known, consisting in the customization of the virtual
channel allocation based on the traffic characteristics of the target appli-
cation. Summarizing, the basic techniques to improve switch energy and
delay are: speculation [76, 78], bypassing [81, 77], lookahead [82, 83], mod-
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ified virtual channels allocators [83, 87, 86, 84] and lookahead routing [88].
Speculative techniques try to reduce the delay by assuming that the virtual
channels are always free to be allocated, when this is not the case some
cycles are required in order to recover from the speculation failure.

Other works exists with different proposals. For example the work in
[85] proposes the use of dynamic virtual channels that can be allocated by
any input port when an additional virtual channels is needed, aiming at a
global channel resource sharing.

Authors of [79] proposed a multi-plane virtual channel router which
has multiple crossbar switches and a modified switch allocator. This is
proposed as a way to increase the flit transfer rate between input and out-
put queues. Unfortunately, their interesting finding ultimately implies in-
creased switch complexity and a critical path degradation.

Gilabert et al. in [89] proposed another approach to VC implementa-
tion. Instead of replicating only buffers for VCs, they replicated the entire
switch and proved that their solution is more area/power efficient while
potentially operating at higher speeds. However, they do not target the
reliability of the router.

Young et al. in [99] performed a comparative analysis in terms of
network performance, area occupation and power consumption of using
virtual-channels versus multiple physical planes. They found that when
the total amount of storage in terms of sequential elements (flip-flops) that
can be assigned to each router is small, it is convenient to build a multi-
plane NoC instead of an equivalent VC NoC while the opposite is true if
there is room for more storage.

4.2.2 Reliable NoCs

Reliable network design was first introduced by Dally et al. in [90]. This
network used link-level monitoring and retransmission to accommodate
the loss of a single link or router anywhere in the network, without inter-
ruption of service. Constantinides et al. presented the BulletProof router,
which efficiently used a combination of spares and component-level NMR
techniques for router level reliability [92]. However, NMR approaches are
expensive, as they require at least N times the silicon area to implement. A
recent architecture was proposed by Park et al. that focused on protecting
the intra-router connections against soft errors [93]. They explored a hop-
by-hop, flit retransmission scheme in case of a soft error with a three-cycle
latency overhead. Though each component has localized protection, there
is no guarantee that the network will be operational if certain hard faults
occur.
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Fick et al. proposed Vicis, a NoC design that can tolerate the loss of
many network components due towear-out induced hard faults [72]. Each
router has a built-in-self-test (BIST) that diagnoses the locations of hard
faults and runs a number of algorithms like ECC, port swapping, and a
crossbar bypass bus to mitigate them. However, they use routing tables
which have area and power overhead and need to be reconfigured after
fault detection. This reconfiguration logic imposes area and power over-
head. Moreover, they did not propose any technique to recover faults in
routing tables, port swapper, and arbiters.

Qiaoyan et al. in [94] proposed a technique which exploits the inherent
information redundancy in the control path of routers to manage transient
errors, preventing packet loss and misrouting in a Mesh with XY routing.
They focused on transient faults and did not mention any technique for
permanent faults.

Routing algorithms for fault-tolerant networks have been extensively
explored for network level reconfiguration [95, 96, 97, 98]. These algo-
rithms direct traffic around failed network components in a way that
avoids network deadlock. Although we must also accomplish this, we
additionally reconfigures around faults using other methods as well. We
adopt an implementation of the routing algorithm described in [97] for
part of our network level fault recovery.

4.3

New VC design paradigm

This section introduces the new VC design paradigm presented in this
chapter.

4.3.1 Baseline VC-less switch

We base our analysis on a packet-switching network model, called Xpipes,
introduced in [15]. Each router in the Xpipes network is composed of N
input and M output ports, and for our work we consider a typical router
with N and M equal to five as shown in Figure 4.1 on the following page.
Note that, in this figure we show only one input port (West) and one out-
put port (East); other input and output ports have the same architectures.

The switch contains Control-path and Data-path as shown in the fig-
ure. Data path includes inter-switch links (except flow-control signals),
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output multiplexers (crossbar), input/output buffers, and switch’s data-
path wires. Control path consists of routing computation (RCs), switch
allocators, control logic of the buffers, control signals inside the switch,
and inter-switch flow-control signals.

Figure 4.1: Xpipes switch used in the ReliNoC architecture. (RC: Routing
Computation)

One pair of input/output ports is dedicated to the connection between
the router and the core, while the remaining four pairs connect the router
with the four adjacent routers. Switching is based on the wormhole ap-
proach, where a packet is partitioned into multiple flits (flow control
units): a header flit, a set of payload flits followed by a tail flit. Flit is the
smallest unit over which the flow control is performed and its size equals
the channel width. For the case-study NoC topology, the communication
channels between routers are defined to be 32-bit wide. Without loss of
generality we consider a 2-D mesh as our topology with XY routing where
a packet is first routed on the X direction and then on the Y direction before
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Figure 4.2: Different NoC architectures with the same buffer resources.

reaching its destination.

4.3.2 Multi-channel NoC

Typically, a single buffer is associated with each physical channel in NoC.
Figure 4.2-a shows the simple VC-less switch with one physical channel
at each direction. Virtual channels provide multiple buffers for each chan-
nel, so that when a certain virtual channel is congested, the packets in the
other virtual channels can still progress through the same physical chan-
nel and the network throughput can be significantly improved. This is
obtained through the partitioning of the storage resources to enable se-
lectively buffering of the incoming worms so that they do not interfere
during the forwarding process. Figure 4.2-b shows the VC-based router
with the same number of physical channels as that of VC-less router. This
VC-based router features V virtual channels. The depth of VCs are chosen
in such a way that the amount of buffer resources be equal to that of the

71 Mohammad Reza Kakoee February 28, 2012



4.3: New VC design paradigm 72

Figure 4.3: VC-less switch in multi-channel NoC vs. VC switch in single-
channel VC-based NoC

baseline VC-less router.

As an alternative to VCs, the use of multiple physical networks on the
same chip has been proposed to improve performance and keep traffic
classes separate. For instance, in the RAW processor four separate and
independent NoCs are used: two NoCs are statically routed and two are
dynamically routed [91]. In this case, the entire baseline VC-less router is
replicated as many times as the intended number of virtual channels. To
keep the amount of buffering constant, the flit width of each router is di-
vided by the number of virtual channels. The physical networks are com-
pletely separated and work in parallel. Network interfaces (NIs) choose
the network to which the packets should be sent based on the class of the
traffic. Figure 4.2 on the previous page-c shows the multi-channel archi-
tecture with the same amount of buffering as that of the base-line router.

The router architecture in themulti-channel NoC is simpler than that of
the VC-based network. In the VC-based router we need another allocator
and arbitration scheme for VCs as well as the related logic which stores
the states of the VCs. Figure 4.3 shows the architecture of two routers: the
VC-less router used in a multi-channel NoC and the VC-based router.

Since we replicate the entire baseline router for the multi-channel NoC,
at the first glance it seems that the VC-based architecture is more power
and area efficient than the multi-channel architecture. However, as ex-
plained in [89, 99] it depends on the number of intended VCs and buffer
depths. When the number of intended VCs is small (less than 4) and the
buffer depth is less than 8 flits, the multi-channel architecture has better
power and area compare to the VC-based architecture provided that the
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amounts of buffer resources in both architectures are the same. When com-
paring the baseline router and the VC-based router , this later has more
functions on the critical path due to the VC allocators and output arbiters
hence potentially resulting in a poor area/power-efficient gate-level netlist
after logic synthesis. In fact, the multi-channel architecture with the sim-
pler router certainly provides a higher maximum speed than the VC-based
one. However, if we require the two architectures to be aligned to the
speed of the slowest one (the VC-based switch), then combinational logic
of the multi-channel design can be inferred with relaxed delay constraints
and therefore optimized for area and power [89].

4.3.3 Proposed 2-channel NoC

Based on the above discussion, the multi-channel network is better than
the VC-based one when the number of channels is less than 4 and the
buffer depth is small.

There could be two techniques to create a 2-channel NoC. The first
method is to duplicate the baseline NxN router and make two parallel
networks. The second approach is duplicating all the resources inside one
switch including ports and links and building the network with 2Nx2N
routers. In this case, each router is connected to its neighbors using two
different physical channels each of which has a width equals half of the
width of channels in the NxN router. Figure 4.4 on the next page shows
these two methods for a baseline 5x5 router. The amounts of buffering in
both techniques are the same. The second approach is a little more com-
plex due to bigger crossbars, but has better flexibility.

The main difference between these two approaches is the network ad-
herence. In the first method two networks are completely separate and,
therefore, one packet cannot move between channels. However, the NoC
created by the second technique is more integrated and packets can tra-
verse between two channels. This property is very suitable for making the
NoC reliable and we use this architecture in our work and propose the
related reliable NoC in the next section.

4.4

Reliable 2-channel NoC

In this section we describe how to make the proposed 2-channel router
reliable. As mentioned earlier, the network has two physical channels.
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Figure 4.4: Different approaches for designing a 2-physical channel NoC

Channel one is dedicated to QoS traffic, while channel two is shared
between QoS and normal traffic. We call these channels channel-1 and
channel-2 respectively. The network and switch architecture are shown in
Figure 4.5 on the facing page.

Utilizing the properties of the proposed 2-channel switch, a reliable
switch architecture is introduced to ensure fault-tolerant operation of the
router. We explore various possible failure modes within an NoC router,
and propose detailed recovery schemes with minimum area and power
cost. Our switch architecture possesses some inherent fault-tolerance due
to its replicated design. This additional operational granularity may be
utilized to allow replacement of a faulty component by another one, thus
allowing operation of the router with latency overhead instead of a com-
plete breakdown. Note that, our proposed scheme avoids the more tradi-
tional approach in fault-tolerance, which resorts to replication of resources
without utilizing them in normal and non-faulty designs. Silicon real-
estate and energy are at a premium in on-chip applications, thus neces-
sitating the efficient re-use of existing resources.

Five major components of the router i.e. the routing computation unit
(RC), the arbiters, the buffers, the outputMUXes, and the links, are suscep-
tible to permanent faults. We modified our 2-channel switch to overcome
faults in all these components. The proposed reliable switch architecture
is shown in Figure 4.6 on page 76. Four types of components are added
to the 2-channel switch for fault tolerance purposes: 1) one MUX per each
input channel 2) 4-bit input-fault-status register per each direction (2 bits
for each channel) 3) one control logic for both channels at each direction 4)
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Figure 4.5: NoC with 2-channnel routers.

10-bit output-fault-status register for the entire router.

As shown in Figure 4.6 on the following page, one MUX is added to
each channel at the entry of buffer (MUXBUFF). There is a 4-bit register for
each direction storing the faultiness status of links and input ports of that
direction. We distinguish faults in links and input ports and dedicate one
status bit for each of them in the register. We call this register ISR (Input
Status Register). One simple control logic reads the ISR and generates
appropriate control signals to MUXBUFF based on the faultiness of each
component. Finally, there is a 10-bit register for the entire switch tracing
the faultiness of all output channels in that switch. We call this register
OSR (Output Status Register) and there is only one OSR in each router.
Note that, we consider one output channel as a faulty channel if there is a
fault in at least one of the following components of that channel: allocator,
out-multiplexer, link, and the input port of the corresponding next router.
ISRs and OSR should be updated by a periodical testing approach. A NoC
testing methodology will be described in the next chapter.

Every two connected routers in the network send the information of
their corresponding ISR and OSR to each other by dedicated signals. Each
router receives two signals from its neighbor per each channel. One shows
the faultiness status of its neighbor’s input channel and another one for
the output channel. We call these signals input-channel-faulty (ICF) and

75 Mohammad Reza Kakoee February 28, 2012



4.4: Reliable 2-channel NoC 76

Figure 4.6: Reliable architecture based on the proposed replicated switch.

output-channel-faulty (OCF) respectively. Therefore, each router receives
and sends two signals per each channel. Thus, the number of extra wires
which need to be added to each channel is 4 bits which is straightforward
due to availability of wires in today’s SoC designs.

If router A receives an active OCF signal from router B for a specific
channel, this means that router B never sends data to router A on that
channel. This is equal to having faults on the input link of that channel in
router A and, therefore, router A sets the “link” faultiness bit in the corre-
sponding ISR to ’1’. If router A receives an active ICF signal from router B
on a specific channel, it means that router A should not send data on the
corresponding output channel. This is equal to having faults on the output
link of the related channel in router A and, therefore, router A sets the cor-
responding bit in its OSR to ’1’. Therefore, the final “link” faultiness bit in
the ISR is simply the OR of original “link” status bit and the corresponding
OCF signal of previous router. Also, all the bits in OSR are simply ORed
with the corresponding ICF signals coming from the neighbors.

Based on the values in ISR, control logics generates appropriate signals
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for MUXBUFF of each channel. The information in OSR is used by the RC
(Routing Computation) logic to specify the appropriate output channel
for each packet. Depending on the status of ISR and OSR, a few different
cases exist for each channel and each direction of the router. In the follow-
ing paragraphs we outline these cases for the EAST direction and its two
channels (E1 and E2) and describe our fault recovery schemes for each sit-
uation. The mechanisms for other directions are exactly the same as those
of EAST.

All bits in ISRs of E1 and E2 are ’0’: this means all the input compo-
nents at East channels (E1 and E2) of the current router and all the output
components atWest channels (W1 andW2) of its related neighbor are non-
faulty. In this case the router works in its normal operation.

The bit related to input channel-1 in ISR is ’1’: this means one of the
input port components at channel-1 is faulty. This includes buffer, RC and
MUXBUFF. In this case we consider channel-1 as faulty. An ICF signal is
sent to the previous router, and no data will arrive at channel-1. Here,
channel-2 is utilized for both types of traffics. Thus, control logic does not
change control signals for MUXes. Note that, even in this case the QoS
traffic has priority over normal traffic because of the priority bit which is
considered in allocators.

The bit of link-1 in ISR is ’1’: this means Link-1 or the output channel
of the previous router is faulty. Therefore, no data will arrive at channel-
1 because of the ICF signal which is already sent to the previous router.
However, in this case if buffer-1 and MUXBUF-1 are non-faulty, they can
be used by channel-2. Here, control logic generates appropriate signals
so that channel-2 is connected to both buffer-1 and buffer-2. In this case
buffer-1 is used for QoS traffic and buffer-2 for both QoS and normal traf-
fic.

The East-channel-1 bit in OSR is ’1’ and East-channel-2 bit is ’0’:
this means one of the components (arbiter, link, multiplexer) at the out-
put channel E1 is faulty or the input channel of the next router which is
connected to E1 is faulty (ICF is ’1’). As all the RCs take the OSR bits into
account, in this case no traffic will go through E1, and E2 is used by both
QoS and normal traffic.

Both East-channel-1 and East-channel-2 bits in OSR are ’1’: this
means both output channels at East direction are faulty. In this case,
the packet cannot go to the East direction and should be detoured to an-
other direction. To do so, we use Logic-Based Distributed Routing (LBDR)
which is a fault tolerant routing algorithm proposed by Rodrigo et al. in
[97]. This routing is a logic-based mechanism which can be implemented
on top of any distributed routing like XY to detour the faulty link. This
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logic eliminates the need of routing tables (either at routers or at end-
nodes). Routing tables do not scale in terms of latency, power consump-
tion, and area, thus being impractical for large NoCs [102]. As described in
[97], the area overhead of the added fault tolerant logic on top of the tradi-
tional XY routing is around 4%which is much less than that of table based
routings. This additional logic increases the timing path of RC by 20%.
However, as the timing critical path of the router is not through the RC
logic and this module (RC) is not the one setting the router frequency, this
performance overhead on the RC does not have any effect on the router
performance [97]. The added logic needs some status bits to find the de-
tour port. Eight of themwhich represent the faultiness of each output port
are already in OSR. Three other bits should be added to each direction to
implement the fault-tolerant logic on top of XY. Interested reader can refer
to [97] for more details on LBDR.

Since we do not recover faults in fault-status registers (ISR and OSR),
the recovery techniques in our architecture rely on having robust design
for these registers. Error correcting codes (ECCs) [103] are good robust
mechanisms for registers. In an ECC, a few extra bits are added to the
raw data to protect it against errors. Various ECC mechanisms have been
integrated within VLSI chips with large internal memories and cache units
[104] as well as NoCs [72].

The reliability mechanism presented in this chapter is based on know-
ing precisely the location of faults in the switch. Built-in-self-test (BIST), a
well-known approach to diagnose faults, has been extensively addressed
as a post-silicon technique for fault detection during the NoC lifetime
[72, 105, 100, 101]. To utilize our recovery mechanisms, the network re-
quires to go periodically into self-test in regular intervals and update ISRs
and OSRs. Also, at the beginning of each power-on the network should
test itself and update these registers.

4.5

Experimental Results

4.5.1 Hardware cost

To evaluate the hardware cost of the reliable router, we compared differ-
ent architectures in terms of area and power. Synopsys design compiler
is used for hardware synthesis and designs are mapped on CMOS 45nm
technology from ST-Microelectronics.
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Figure 4.7: Synthesis results of different switch architectures

Four different routers are developed and synthesized to compare the
area and power of various architectures. These four routers are: (i) simple
VC-less 5x5 router with a flit-width of 32 bits (ii) duplicated VC-less 5x5
router with a flit-width of 16 bits (iii) simple VC-less 10x10 router with a
flit-width of 16 bits (iv) VC-based 5x5 router with a flit-width of 32 bits
and two VCs (V=2). Note that, for each comparison the buffer resources in
all architectures are the same. Buffer resources depend on the depth of the
FIFO in the baseline VC-less switch. For example if the depth of the FIFO
is 2 flits, the total buffers needed in the whole router is 5 ∗ 2 ∗ 32 = 320bits.
We swept the depth of FIFOs from 2 to 16 flits and compared different
architectures.

The synthesis results of power and area for different amounts of buffer
resources are shown in Figure 4.7. As shown in this figure, when the
depths of buffers are less than 6 flits (3 flits for VC-based router) the 10x10
router with a flit-width of 16 bits consumes less power than the VC-based
5x5 router with flit-width=32 bits. The results, also, show that the area of
10x10 router is almost the same as that of VC-based 5x5 router. This re-
sults again confirm that for a small number of buffers and VCs, physical
channels are better than VCs and feature more area and power efficiency.

To see the hardware overhead of our reliable schemes on the 10x10
router, we added the new components including input MUXes, ISRs, OSR,
fault tolerant RC and control block to the router and synthesized it. The
power results are shown in Table 4.1 on the following page. As it can be
seen, the power overhead is from 6.5% to 13% depending on the depth of
the FIFOs. For a reasonable depth, e.g. 4 flits, the power overhead of all
the components including ISR, OSR, control logics, and fault tolerant RC,
is only 9%. The trend for area overhead is the same as that of the power.
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Table 4.1: Power overhead in the reliable 10x10 router
# depth of FIFOs (flits) Power (mW) Power (mW) Overhead

simple router reliable router

2 1 1.13 13%

4 1.45 1.59 9%

6 1.90 2 6.5%

4.5.2 NoC latency evaluation

To evaluate our 2-channel and reliable switch architecture in terms of la-
tency, we used Noxim [106] which is a cycle accurate NoC simulator im-
plemented in SystemC. The switch model in this simulator has a 2-stage
pipeline and therefore has 2 cycles minimum latency. It originally does not
support virtual channels, and multiple physical channels. We extended it
to support both virtual and physical channels. We also extended it for in-
jecting faults on the NoC at high level of abstraction. Moreover, we modi-
fied the simulator for our reliability and recovery purposes and extended
it to support the fault-tolerant routing algorithm proposed in [97].

Figure 4.8: Latency vs. packet injection rate (PIR).

To see the effectiveness of our 2-channel router with respect to VC-
based router, we measured the average latency on 8x8 Mesh networks of
both switches. We applied different synthetic traffic patterns including
Unified Random, Butterfly, Transpose, and Bit complement on both net-
works. We injected two classes of traffic to the network including QoS
and normal, and measured the latency of both traffic types as a function of
packet injection rate of both traffic classes. The results for unified random
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traffic are shown in Figure 4.8 on the preceding page. In this 3-dimensional
plot, the X and Y axes represent the packet injection rate (PIR) of normal
and QoS traffic respectively. The Z axis shows the latency. The surfaces
in Figure 4.8 on the facing page are the latency of QoS and normal traffic.
As seen, in both routers the PIR of normal traffic does not have effect on
latency of QoS traffic. This is because of the arbitration policy in the router
which gives high priority to the QoS traffic. However as can be seen, the
latency of normal traffic in network with 2-channel switch is much less
than that of NoC with 2-VC switch. The 2-channel switch shows its effi-
ciency over 2-VC switch while increasing PIR of QoS traffic. As shown in
the plots, increasing PIR of QoS traffic has much less impact on latency of
both traffic types in NoC with 2-channel switch compared to that of NoC
with 2-VC switch. As seen, for any given point in the QoS PIR and normal
PIR the latency of both QoS and normal traffic has been reduced by 30 to
50 percent.

4.5.3 Network connectivity

To see the effect of faults on the network, we injected faults on the entire
8x8 NoC. Our fault model is based on the area and covers six different
components (RC, MUXBUFF, buffer, arbiter, out-MUX, and link) of each
channel in each router. Therefore, each router has 60 components which
can be subject to faults. Each component has a portion of the total switch’s
area. We calculated the area portion of each component by synthesizing
the RTL version of the reliable switch. Later, we calculated the area por-
tion of each component of every router in the entire network containing
64 routers. We injected faults on the network based on the area portion of
each component in the network. Those components that have more por-
tions of the total NoC’s area have more probability to receive fault.

First, we compared the network connectivity of our reliable architec-
ture with that of a network comprising 2-VC switches in presence of dif-
ferent number of faults. In this experiment, we injected different number
of faults on the network on different random components by giving higher
probability to larger components. Then, we checked statically if the net-
work is fully connected or not. We consider a network as fully-connected
if there is at least one physical path from each source to each destination
regardless of routing algorithm or reliability mechanisms. For any number
of faults, we injected that amount of faults on the networkwith 1000 differ-
ent random seeds, and calculated the average number of fully-connected
networks out of 1000 possible fault distributions. We did this experiment
for two types of networks: i) 8x8 NoC with 2-channel switch and ii) 8x8

81 Mohammad Reza Kakoee February 28, 2012



4.5: Experimental Results 82

NoC with 2-VC switch. Figure 4.9 shows the plot of network connectivity
of both cases in terms of number of faults. The Y axis in this chart is the
probability of having a fully-connected network as a function of “number
of faults” which is X axis.

Figure 4.9: Network Connectivity vs Faults.

As can be seen in Figure 4.9, our 2-channel network has much better
connectivity in presence of faults. For example, in presence of 20 faults,
our 2-channel NoC has 90% probability of fully-connected network, while
that of NoC with VC-based switches is 70%. For 40 faults, our reliable
NoC shows 2 times better physical connectivity compare to the VC-based
architecture.

4.5.4 Fault distribution on NoC components

To see how faults are distributed among different components in the NoC
and to check which components are more susceptible to faults, we calcu-
lated the average number of times that each type of component receives
fault in all experiments (different number of faults) and all different config-
urations (1000 random seeds). Figure 4.10 on the next page shows the re-
lated chart. As it can be seen, buffers are the most vulnerable components
and receive around one third of the total faults. This is because buffers are
the largest components inside our switch in terms of area. After buffers,
output multiplexers are the largest components and, therefore, most sensi-
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tive components to the faults. Although links receive only 5% of the total
faults, their faultiness has high impact on the network connectivity.

Figure 4.10: Percentage of faults on different components.

4.5.5 NoC recovery evaluation

To see the effect of faults on the latency and to verify our recovery mech-
anism, from previous experiments we selected those configurations that
have fully-connected networks. Then we injected faults and ran the sim-
ulation for different synthetic traffics. Note that, since we selected only
those configurations that do not break the network, all packets should fi-
nally arrive at the destination even in the presence of faults. For all fully
connected networks in each case, we measured both average and worst-
case latency among all configurations. Figure 4.11 on the following page
shows the relation between average latency of both QoS and normal pack-
ets and number of faults for 2 synthetic traffics: random and butterfly.
In this is obtained as can be seen, when the number of faults increases,
the latency of both QoS and normal packets increases. However, in both
benchmarks the QoS traffic pays less latency penalty compare to that of the
normal traffic. Experiments showed that our recovery mechanism could
handle all the fully-connected networks for up-to 50 faults, and all packets
reached the destination with a reasonable latency overhead.

We also calculated the worst-case latency overhead in all fault config-
urations having fully-connected networks. Experimentally, we found the
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Figure 4.11: Average latency vs number of faults in 8x8 NoCs.

worst-case latency overhead in Bit-Complement traffic. Our Experiments
showed that even in the worst-case, the latency overhead on QoS packets
was 30% for up-to 25 faults. However, in the worst-case configuration, the
normal packets payed much more latency overhead in presence of many
faults compared to the QoS packets. The latency overhead in normal pack-
ets of Bit-Complement traffic for 15 faults in the worst-case configuration
was 5X.

In addition to the synthetic traces, we also performed simulation to see
the effect of faults on 5 real traffic traces from the PARSEC benchmarks,
a suite of next-generation shared-memory programs for CMPs [107]. The
traces used are for a 64-node sharedmemory CMP arranged as a 8x8mesh.
Each processor node has a private L1 cache of 32KB and 1MB L2 cache
(64MB shared distributed L2 for the entire system). There are 4 memory
controllers at the corners. To obtain the traces, we used Virtutech Simics
[108] with the GEMS toolset [109], augmented with GARNET [110], simu-
lating a 64-core NoC.

Like the previous experiments we chose those fault configurations that
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give us fully-connected networks, injected faults and ran the simulation in
Noxim for each benchmark trace. Each trace contains two types of pack-
ets: data and control. We considered control and data as QoS and normal
packets respectively. Figure 4.12 shows the relation between latency and
number of faults for each benchmark and for each packet type. As can be
seen, in the real traffics our reliable network can recover up-to 50 faults
with a very low penalty on latency in both traffic types. In all the bench-
marks and for 50 injected faults, the maximum latency penalty on control
and data packets is 10% and 30% respectively.

Figure 4.12: Latency vs number of faults in PARSEC benchmark.

4.6

Summary

In this chapter, a priority-based switch architecture which can provide re-
liability in presence of several faults inside the NoC has been proposed.
First, a novel approach to design VC switch architectures for NoCs is in-
troduced. With respect to a conventional virtual channel architecture, by
simply replicating switches as many times as the intended number of VCs,
a simple yet efficient implementation can be achieved. Then, we proposed
the reliable architecture which utilizes the inherently redundant compo-
nents inside the 2-channel switch as replacements for the faulty elements.
In the next chapter we will focus on NoC online testing and propose a
technique to find logic and delay faults inside a NoC during its lifetime.
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CHAPTER 5

Distributed Functional NoC Online
Testing

In the previous chapter we presented a robust NoC design which is able to
tolerate several logic faults inside the network. However, we did not talk
about the testing mechanism and how we can detect faults inside the net-
work. This chapter1 describes a scheme for on-line detection and diagnosis
of faults in NoC’s routers and links. We propose a functional test architec-
ture, which can be implemented in routers and NIs with small hardware
overhead. We also propose a hardware-efficient Fault Diagnosis Module
(FDM) in each router, which can diagnose the location of the fault.

5.1

Motivation and Key Challenges

A Network on Chip consists of routers, links, network interfaces (NIs),
and cores. Failures can occur in any of these components. We fo-
cus on failures in routers and links, and propose an on-line functional
testing solution for the NoC infrastructure. A number of works has
evolved NoC reconfiguration to counteract faults in both routers and links
[118, 97, 95, 96, 98, 93, 119]. For instance, routing algorithms for fault-
tolerant networks have been extensively explored for network-level recon-
figuration. These algorithms direct traffic around failed network compo-
nents to avoid network deadlock. However, in order to take countermea-

1The author would like to acknowledge contributions by Prof. Valeria Bertacco and
Prof. Luca Benini.
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sures against NoC faults, we must first detect and diagnose them. Most
of the works proposed for fault-tolerant NoCs do not address the testing
mechanism and how they find faulty components. Some of the them rely
on off-line testing mechanisms, such as BIST and scan chains, which re-
quire external test sources, are not scalable and cannot be applied while
the system is in operation. Others rely on traditional error detection and
correction mechanisms, such as CRC and parity checkers, to detect data-
path faults in both links and routers [120, 121, 122]. However, their fault
coverage is very limited and, more importantly, they cannot be used for
fault detection in control paths of the router.

Lubaszewski, et al. in [123, 124] proposed a new post burn-in testing
for NoCs, which is based on the at-speed functional testing of several 2x2
meshes in an NxN NoC. They test each 2x2 mesh using a set of test se-
quences and patterns. However, as they showed in [124], the 2x2 mesh
can give good fault coverage for the links but not for the routers, espe-
cially for the routing logics, FIFO’s control paths and arbiters. To obtain
higher fault coverage for the routers they added more than 12 other mesh
configurations including 3x1, 1x3, 2x2, and etc. However, having those
additional configurations is not efficient for on-line testing and keeps sev-
eral switches busy in testing procedure, impacting the NoC’s performance
and packet latency. Moreover, their approach is suitable for manufactur-
ing testing using ATE (Automatic Test Equipment), and implementing it
in hardware leads to overhead especially with its enhanced version.

Similar to the work in [124] we use Test Pattern Generator (TPG) and
Test Response Analyzer (TRA). However, to have minimum performance
overhead on the NoC in on-line mode we take advantage of TPG and TRA
in both router and NI. We also propose a hardware-efficient Fault Diagno-
sis Module (FDM) in each router, which can diagnose the location of the
fault. Second, we propose a new test sequence to test each router. More-
over, we use TMR for the reliability of testing components added to the
router. Unlike the work proposed in [124], we do not use 2x2 meshes to
test the entire NoC, but we test each router separately and using its neigh-
bors in on-line and at-speed functional mode. We use logic and delay
fault models and the corresponding system-level failure modes to better
tune the test pattern sequences. Without lack of generality, in this work
we base our analysis on Xpipes described in the previous chapter. Each
router in the Xpipes network is composed of N input and M output ports,
and for our work we consider a typical router with N and M equal to five.
We consider a 2-D mesh as our topology with XY routing. However, we
will show that our testing methodology can work with any topology and
routing algorithm.
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5.2

Related Work

NoC infrastructure is composed of three main parts : routers, links, and
NIs. Since the functionalities of these components are decoupled from
each other, it is possible to test each of them separately. Testing each com-
ponent separately in NoC, means we are testing NoC structurally. An al-
ternative way is to functionally test the whole NoC. In this case testing
different elements of NoC is not decoupled from each other and they will
be tested all together. The latter method is cheaper, but does not identify
where is the defected element unless we have a fault diagnosis mecha-
nism. Since the focus of this work is on routers and links, we give an
overview of previous works performed on testing these parts.

5.2.1 Link Testing

As density in chip increases, the distance between wires decreases and
accompanied with higher functional frequency, links are more suscepti-
ble to crosstalk noises. Other faults that can happen in links are shorts
between wires of links (so called bridging), opens, shorts to VDD (stuck-
at-1), shorts to Ground (stuck-at-0), and delay fault which is caused by
noises or process, voltage and temperature (PVT) variations.

Grecu et al. [120] propose a built-in self-test methodology for testing
the channels of the communication platform. The proposed methodology
targets crosstalk faults assuming the MAF fault model [125]. The authors
also suggest that shorts betweenwires within a single channel are detected
as well. The test strategy is based on two BIST blocks: test data generator
(TDG) and the test error detector (TED). TDG generates the test vectors
capable of detecting all possible crosstalk faults in a channel connecting
two adjacent routers. The test vectors are launched on the channel under
test from the transmitter side of the link and then are sampled and com-
pared for logical consistency at the receiver side of the link by the TED
circuit. Their technique is suitable only for testing inter-switch links in of-
fline mode; moreover, they do not provide any data on the gate-level fault
coverage of their technique.

In another approach, Pande et al. [126] propose to incorporate crosstalk
avoidance coding and forward error correction schemes in the NoC data
stream to enhance the system reliability.

The authors in [127], propose a functional test method for detecting
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delay faults in asynchronous NoC links connecting between two switches,
which are in two different clock domains. In this method they are sam-
pling data which is passed in interconnect before and after the handshake
signals. If there is a timing error in the line, the data will not be the same
before and after the handshake signals. Therefore by comparing the two
sampled data they can detect the delay fault. However, their method is
offline and is suitable only for links.

Raik et al. in [128] proposed a technique for diagnosing faulty links
by applying test patterns at the border I/Os of the network. While very
high fault coverage was achieved, their method is offline and the time
complexity of the test configurations is square with respect to the rank of
the NoC matrix. Moreover, in order to apply test patterns from network
boundaries at-speed, a large number of test pins are necessary.

Lubaszewski, et al. in [123] proposed a post burn-in testing for NoC
interconnects, which is based on the at-speed functional testing of several
2x2 meshes in an NxN NoC. Their method is also capable of detecting
faults between distinct inter-switch channels. However, their method is a
post-burn testing which can not be applied in online mode and is suitable
only for mesh-like networks.

5.2.2 Router Testing

One of the first works performed for router testing is proposed by Aktouf
et al. in [129]. They use IEEE 1149 boundary scan standard (JTAG stan-
dard) in order to transfer test data in router ports and as wrapper for a
group of routers-under-test. All routers are full scan. In this way, the full
scan provides test access to inside of the routers. In [130], the authors pro-
pose to use partial scan for each router and a single modified IEEE 1500
standard as wrapper for the whole NoC. In this method, they have used a
single wrapper that covers the whole NoC. Liu et al. in [131] and Cota et
al. in [132] propose to reuse NoC as TAM for transferring test data to its
own routers. For this reason they assume that the links between routers
and network interfaces are tested before and they are fault free. Amory
et al. [133] propose a scalable methodology for testing NoC routers by
using scan chains and a specific router configuration during test so that
the same set of vectors can be broadcast to all routers while responses can
be compared within the chip. Grecu et al. [134] propose two schemes for
testing the combinational blocks of the NoC routers based on unicast and
multicast transmission of test data packets through the switching fabric.

The above structural testing approaches are not at-speed and cannot
be applied in online mode and are not suitable for detecting delay faults.
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Stewart and Tragoudas [135] proposed a functional fault model and a
functional test strategy for routers and NIs of regular NoCs with a grid
topology.However, their fault model is not at the gate level and they do
not provide any data on low level fault coverage. More recently, Zheng et
al. [136] proposed an accelerating technique for a functional test scheme.
The test strategy is based on the technique proposed by Raik et al. [137]
and assumes an external tester and the definition of several test path
configurations to exercise all possible communications in the network.
Lubaszewski, et al. in [124] proposed a post burn-in testing for both links
and routers, which is based on the functional testing of several 2x2 meshes
in an NxN NoC. However, both these techniques are offline and suitable
for manufacturing testing using ATE (Automatic Test Equipment), and to
get a reasonable fault coverage and implementing them in hardware leads
to overhead.

Lin et al. in [138] propose a built-in self-test and self-diagnosis archi-
tecture to detect and locate faults in the FIFOs and in the MUXes of the
switches. Unfortunately, they do not cover the control path of the router.

A. Strano et al. in [101] propose a built-in self-test/self-diagnosis pro-
cedure at start-up of the NoC by exploiting the inherent structural redun-
dancy of the NoC architecture in a cooperative way. They detect faults in
test pattern generators and achieve a high coverage. However, their ap-
proach is not online, and moreover, they do not discuss about the format
of test patterns to obtain a good fault coverage. In addition, they do not
consider the reliability of testing components.

5.3

NoC Fault Space Model

In this section we describe the fault models we used for this work. We
classify faults into two groups: logic faults and delay faults. Both of these
faults may lead to a system failure which shows itself in the NoC’s opera-
tion.

5.3.1 Logic Fault Model

We define logic fault as a hardware failure in different locations of the
NoC. This hardware failure may result in a completely wrong behavior
in the NoC functionality. To demonstrate the effectiveness of our testing
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mechanism, we consider realistic gate level fault models. We consider two
types of gate level faults: stuck-at faults, and bridging faults.

Stuck-at Fault: Stuck at faults are the most common logic faults at
the gate level. They are actually shorts to VDD (stuck-at-1) and shorts
to Ground (stuck-at-0). Both routers and links are subject to these types
of faults. Any wire in the links is susceptible to stuck-at faults. Stuck-at
faults can occur in any component in the router including FIFOs, routing
logics, MUXes, arbiters, and wires. In this work we cover stuck-at faults
in both routers and links.

Bridging Fault: Bridging faults can occur mostly on the inter-router
links as well as the internal wires of the router. They are shorts between
wires of a link. These types of faults are different from stuck-at faults and
need different test patterns to be detected. In this work, we also cover
bridging faults in links.

5.3.2 Delay Fault Model

Delay fault is not a logic failure, but a timing failure where a combinational
path between two stages of flip-flops has higher delay than expected. The
delay fault shows itself only at speed while design is working with the
target clock frequency. Delay faults are mostly due to aggressive place and
route [16], circuit aging, PVT variations, and transistor wearout [139, 140].
Figure 5.1 shows a delay fault on an inter-switch wire (victim) caused by
the cross-talk coupling effect of an aggressor signal (e.g. clock).

Figure 5.1: Delay fault due to the cross-talk coupling

Scaling down of process technologies has increased process variations
and transistor wearout. Because of this, delay variations increase and im-
pact the performance of the design. Delay faults in deep sub-micron are
one of the primary reasons of system failure and need to be detected [141].
At-speed functional testing is one of the well-knownmethods to detect de-
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lay faults [142] and we are going to use this technique in our NoC testing
approach.

There are two classical fault models that have been developed in recent
past to represent delay defects: transition delay fault, and path delay fault
[143]. Transition delay fault assumes a large delay defect concentrated at
one logical node such that any signal transition passing through that node
will be delayed past the clock period. The transition delay fault model
may miss the distributed and small delay defects in a combinational path
which is more common in deep sub-micron than having a large delay on
a single node. The fault list and coverage metrics of the transition delay
faults are similar to those of stuck-at faults. Therefore, the stuck-at fault
tools can support transition delay faults with minor modifications [144].

On the other hand, path delay assumes a distributed delay along the
combinational path. A path is a sequence of connected gates between two
stages of clocked elements or between IOs and flip-flops. A path delay
fault is said to have occurred if the delay of a path (including the delay
of wires and gates) is more than the specified clock period of the circuit.
The number of paths in a circuit grows exponentially with circuit size,
and hence, typical circuits contain millions andmillions of paths making it
impossible to test all the paths in the circuit. Table 5.1 shows the number of
faults in various fault models inside different NoC switches (MxN switch
has M input ports and N output ports). As can be seen, the number of
path delay faults is much more than stuck-at and transition faults.

Table 5.1: Number of faults inside different switches
# of faults

Switch size Stuck-at Transition delay Path delay

5x5 17080 14880 8.6 ∗ 105

8x8 35546 32223 1.5 ∗ 106

10x10 60608 55344 > 2 ∗ 106

12x12 100257 92452 > 2 ∗ 106

15x15 165335 155379 >> 2 ∗ 106

Due to large number of timing paths, a practical approach to detect
path delay faults is identifying a set of critical paths using a timing ana-
lyzer tool and applying functional test vectors to the design and measur-
ing the output using operational clock frequency [144]. We use a similar
technique in this work .
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5.3.3 Fault Location

Considering a NoC as a network of routers and NIs, a logic or delay fault
can occur in different places including: routers, links, and NIs. In this
work we focus on the routers and links. We assume that NIs are already
tested or can be tested together with cores. Faults in the links can be de-
tected using a small number of test patterns. However, to fully test the
routers several test patterns are needed. Faults in router can occur in two
main parts: data-path and control-path. Data-path contains flip-flops in
FIFOs, router wires, and outputMUXes; control-path includes routing log-
ics, FIFO’s control part, and arbiters. In this work we cover faults in both
control and data paths.

5.3.4 System-Level Failure Modes

As our approach is at-speed functional testing, we need to define some
system level failure modes to better tune the test patterns which can give
us higher gate-level fault coverage. Note that, these system level failure
modes help us only to generate better test patterns, but the quality of test-
ing approach is measured considering gate-level fault coverage.

Gate level faults may have different effects on the functional behavior
of the system. They can put the system into a failure mode. In case of
routers and links, as proposed in [145], we categorize the system level
failures into four modes: dropped data, corrupted data, misrouting, and
multiple copies. We will describe each failure mode in more details in the
following.

Dropped Data: In this failure mode the switch receives the data, but
never sends it to the intended output port. Dropped data failure can cause
by any fault in the control-path of FIFOs, arbiters, or multiplexers of the
switch. For instance, consider a case where the head counter of the FIFO is
faulty and its current value is increased by 2 or more each time a buffered
flit is being removed from the head of FIFO to be sent to its appropriate
destination. In this situation, some of the flits in the FIFO will be lost
and never exit the switch. Faults in arbiters may cause the select signals
of the output multiplexers to not be activated and, therefore, the flit will
be dropped. If the output multiplexer is faulty, e.g., one or more bits of
its select signal are stuck at one or zero, one of its unintended inputs is
selected and consequently the original flit will be dropped. Also, a delay
fault on the output multiplexers or on the inter-switch links will lead to a
dropped data failure. Detecting faults related to this failure mode is not
easy and requires several test patterns probing all possible combinational

February 28, 2012 Mohammad Reza Kakoee 94



95 5.4: The Proposed NoC On-line Testing

paths.
Corrupted Data: In this failure mode the switch receives the data, but

it corrupts the data and sends it to the intended output port. This failure
mode can also happen on the links. Any logic fault in the data-path of
FIFOs (flipflops), multiplexers, links, and internal wires may lead to this
failure. As this failure mode can only be created by logic faults in the data-
path of the switch and links, faults related to this failure are easier to detect
compare to those related to the dropped data.

Misrouting: Misrouting is the result of the faulty behavior of the
switch router. Assume that the router has a faulty behavior and makes
wrong decisions while routing its incoming data. As these faults happen
in the control path of the switch, several test patterns are needed to cover
all possible routing paths. Logic faults in the header bits of the FIFOs
which are related to the destination address can also create this failure as
they may change the intended output port. However, these faults are al-
ready covered using the patterns related to the corrupted data failure.

Multiple Copies: Multiple copies in time failure are originated from
faults in FIFOs control-path. Consider a FIFO with a faulty “empty” sig-
nal. The false empty signal may cause the FIFO send its old data out of the
switches port. This old data is usually an earlier packet’s flits, and sending
the same sequence of flits out of the switch’s ports leads to repetition of a
packet, i.e., multiple copies in time. The faults related to this mode can
be detected easily using Test Response Analyzer (TRA) which checks the
order of received flits in a test packet.

5.4

The Proposed NoC On-line Testing

We propose an at-speed functional testing technique which is capable of
detecting logic and delay faults in routers and links of any network with
minimum overhead on NoC performance. Figure 5.2 on the following
page shows the overall architecture of our on-line NoC testing on a Mesh.

As can be seen, in our approach only the Router Under Test (RUT) and
its links will put in the test mode, while other parts of the network are in
the operational mode. All the packets that want to traverse through RUT
will be held in the RUT’s neighbors until the test is finished. This may
have a little latency degradation for some packets. However, we use a
token-based technique to make sure that only one router is under test at
any given time. In other words, two or more routers cannot be put in test
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Figure 5.2: Overall architecture of our on-line NoC testing on Mesh. Each
router which gets token can start testing itself with the help of its neigh-
bors. Only one router and its links are in the test mode and others are in
the operational mode.

mode simultaneously. Token is simply one bit traversing in the network.
When a router receives the token, it decides whether it wants to test itself
or not; this can be done using a counter in the switch or a request from the
core connecting to it. After finishing the testing, the current switch passes
the token to the next switch. As token is only one bit, we can use TMR for
its reliability to make sure all the routers receive the token correctly.

When a router is in test mode, it should be tested by its neighbors.
Each router contains three main test blocks: Test Pattern Generator (TPG),
Test Response Analyzer (TRA), and Fault Diagnosis Module (FDM). TPG is
responsible for generating test patterns and sending them to the neighbor
router which is under test (RUT). TPG of the local port which is inside the
router under test’s NI sends test packets to the neighbors. Test response
analyzer receives test patterns from the neighbor that is under test and
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analyzes them to detect any fault in the corresponding router and links.
TRA of the local port which is inside router under test’s NI, receives test
packets sent by neighbors and verifies them. Fault diagnosis module gets
the status signals from the neighbors’ TRAs as well as the local TRA and
diagnoses the faulty channel. There is only one fault diagnosis module in
each router. Since only one router can be tested at any given time, TPG and
TRA can be shared between all the ports (except the local port). Therefore,
for our testing mechanism, we need one pair of TPG and TRA inside each
router and each NI. Also, we need one FDM for each router.

Table 5.2 shows the list of acronyms used during the rest of this chapter.

Table 5.2: Acronyms
Acronym Meaning

TPG Test Pattern Generator

TRA Test Response Analyzer

FDM Fault Diagnosis Module

RUT Router Under Test

TR Test Response

5.4.1 Test Architecture for Fault Detection

As mentioned before, in our testing approach each router is tested with
the help of its neighbors. Thus, this mechanism is scalable to any size of
the network with any topology. The architecture of testing one router with
four neighbors and one NI is shown in Figure 5.3 on the following page.

When a router is under test, all its neighbors send the test packet gener-
ated by their TPG to it. Also, RUT sends test packet to the neighbors using
the TPG inside its NI. This enables us to test the local channels connected
to the NI as well. At all output ports (except the local) of the routers, we
add a 2x1 multiplexer which selects data from either crossbar or TPG. This
additional multiplexer is quite small and we use TMR for its reliability.

TPG generates a sequence of predefined packets based on the test
phases. We will describe test phases in details in Section 5.4.3 on page 100.
The packets generated in different phases are the same in terms of data
flits. The header flit of the packet depends on the test phase. Therefore,
the same data is sent to different destinations in different phases. The ra-
tionale behind this is that the data flits in each packet are responsible to
cover the faults in data-paths and different phases of testing cover control
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Figure 5.3: Each router and its links are tested using neighbors. (TPG:Test
Pattern Generator, TRA: Test Response Analyzer, FDM: Fault Diagnosis
Module)

paths’ faults. We will describe the format of test packet in more details in
the next subsection.

TRA verifies whether the incoming data corresponds to the predefined
sequence generated by TPG or not. TRA sends a 2-bit signal (TR) to the
RUT which shows the result of pattern checking. RUT receives TR sig-
nal from all neighbors and its NI, and diagnoses the faulty channel us-
ing Fault Diagnosis Module (FDM) which is described in Section 5.4.5 on
page 103. In addition to the corrupted data checking, TRA is able to check
the dropped packet failure. In each phase of the test, TRA waits for a spe-
cific pattern to arrive. If it receives the packet within a limited number of
cycles, it checks the data and sends the results to the RUT. If TRA does not
receive any packet, it generates a time-out error. For time-out checking we
use a 5-bit counter inside TRA. If the counter reaches the limit, TRA gener-
ates a time-out signal (one bit of TR) and sends it to the RUT. Table 5.3 on
the next page shows the meaning of different bits of TR signal generated
by TRA. Note that, since TR is only 2 bits, parity checks can be used for its
reliability with a small area overhead.
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Table 5.3: 2-bit TR signal generated by Test Response Analyzer
TR (bits) Meaning

00 No Error - Data is received correctly

01 Error - Data is received but is corrupted

10 Error - Data is not received (Dropped)

11 No Info - (reserved for unconnected ports)

5.4.2 Test Packet Format

As mentioned earlier, TPG generates the same packet targeting different
destinations at different phases during test of the router. The format of
the data flit in the packet is chosen so that it covers all stuck-at and bridg-
ing faults in the data-path which includes links, FIFO’s flip-flops, switch
internal wires, and output MUXes. This format is independent from the
topology of the network and from the RUT’s number of ports.

Two data flits of All-One and All-Zero are enough to cover all stuck-at
faults in the data-path. However, to detect all bridging faults, we need a
set of Walking-One data flits2. Therefore, the number of data flits required
for bridging faults is equal to the flit-width i.e. 32 in our switch. As a
result, to cover all stuck-at and bridging faults in the data-path we need
at least 34 data flits. If we target only stuck-at faults, the number of data
flits will decrease to 2. This can help to reduce the overhead of both TPG
and TRA and to decrease the latency overhead as well. We will show this
trade-off in more details in experimental results section. Figure 5.4 on the
following page shows the packet format which is generated at each phase
of testing in TPG. Note that, in TRA the same packet format is verified at
each phase of the testing.

Since all packets are sent with headers and tails, faults may affect those
flits, thus modifying the packet routing. When this occurs, the packet can
be routed to any other node of the NoC or a tail flit may not be received.
In both cases, TRA at the target node will not receive the packet or the tail
within a predefined time interval, thus reporting a time-out error.

Since the network is in the normal mode of operation during the test,
one might consider the possibility of other errors caused by the logic fault,
such as a deadlock, in addition to packet losses and payload errors. We
note that a fault cannot cause a deadlock within our test configuration
because of the packet format and paths established during testing.

2Walking-One refers to a set of data patterns where, in each data word, a single bit is
set to one and the rest to zero.
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Figure 5.4: Format of test packet generated by TPG and verified by TRA at
each phase of testing. This format is fixed and independent from network
topology.

5.4.3 Test Phases

As described earlier with the specified packet format we are able to de-
tect all stuck-at, delay and bridging faults in the data-path traversed by
the packet. However, to provide coverage for faults in the control path we
need different test rounds or phases. Each phase is responsible to cover
some of the combinational paths inside the router while the data path is
being tested multiple times. This phases depend on the network topol-
ogy and the RUT’s number of connected ports. In the following, we de-
scribe the suitable phases for a router with four neighbors and one NI. In
Section 5.4.6 on page 107 we discuss how we can modify them for other
topologies.

For a router with four neighbors and one NI, we consider 9 different
phases to cover all the control paths including different routing, arbitra-
tion and FIFO’s control. Figure 5.5 on the facing page shows these phases.
Arrows in the figure show the source and destination of the test packet. At
each phase, one test packet is sent from source to the destination through
RUT (R0 in this figure) and its links. Those test packets that come from
the neighbors are generated at the output port of the neighbors using their
TPGs; while, packets whose sources is RUT are generated in the TPG of
the RUT’s NI. Therefore, packets originated from RUT also cover the local
input channel. Similarly, those packets targeting the neighbors are veri-
fied immediately at the input port of the neighbor and before the FIFO.
While packets whose destinations is RUT are verified in the RUT’s NI.
Thus, packets targeting RUT cover the local output channel as well.

As can be seen in Figure 5.5 on the next page, test phases are chosen
in such a way that they cover all functional failures of the router related
to the Misrouted Data, Dropped Data, and Multiple Copies failure modes
which are the results of logic faults in the RC, FIFO’s control path, or the
arbiter.

Since for each input port there could be 4 different destinations, we
need atleast 4 test phases to fully cover all the routing logics. Test phases
1 to 4 cover all different routing possibilities inside the switch without
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Figure 5.5: Nine test phases for a router with 4 neighbors and one NI.
Phases 1 to 4 cover data-path and all routings without any arbitration.
Phases 5 to 9 cover arbiters as well as FIFO’s control logic.

any arbitration policy. These test phases (1 to 4) are chosen so that we
can test all RC blocks inside the router with a minimum number of tests.
However, in phases 1 to 4 the packet’s destination (stored in header flit)
is chosen so that for each output port of the RUT there is only one re-
quest. Thus, although some parts of the arbiter are being tested during
these phases, these phases (1 to 4) are not sufficient to test the functional-
ity of the arbiters. Also, they cannot fully test the control logic of the FIFO.
The FIFO’s control logic decides based on the arbiter grants. During these
test phases the arbiter grant is always given to the requester immediately
and, therefore, the output’s busy signal which goes to the FIFO’s control
logic is always zero. Thus, in these phases FIFO’s control logic always pop
the data out of the buffer without waiting. We need more test vectors to
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put the FIFO in the waiting state.
Both arbiter an FIFO control block can be covered by a set of test pack-

ets targeting the same destination. Aswe have five output and input ports,
we need at-least 5 test phases to cover all arbiters and FIFOs. Test phases
5 to 9 are created to perform this task. At each of these phases there are
four requests to the related arbiter. We should note that, there can be some
other phases to completely test arbiters where there are two or three re-
quests to each arbiter. However, we ignore since sending four (maximum)
requests to each arbiter can test most of its functionality. In Section 5.4.6
on page 107 we show a general formula of the number of phases based on
the number of ports.

As can be seen in Figure 5.5 on the previous page, at each phase of
this set (phases 5 to 9) one arbiter together with 4 FIFOs are tested. At
the end of these phase, each arbiter is tested once and each FIFO (both
control and data paths) is tested four times. These test phases (5 to 9) are
mainly responsible to cover the Dropped Data, Misrouting and Multiple
Copies failure modes. In the TRA, at each phase we check whether all the
packets are arrived or not. In these phases of the test, TRA should receive
4 consecutive packets from four different sources provided that there were
no time-outs in the first 4 phases. If it does not receive the related packets
it means that the arbiter has not given the grant to one of the requests
and TRA generates time-out error. We note that, if there are time-outs in
the first 4 phases, TRA does not check it again in phases 5 to 9 and only
validates those packets that are supposed to arrive.

5.4.4 Delay faults

Since our testing technique is at-speed, it can detect the delay faults in the
functional paths. Delay faults can happen in both control and data paths.
In the following, we describe how our technique handles delay faults in
different functional paths.

1) Control paths: Based on our timing analysis there are two critical
control paths in our switch: (i) request to the arbiter for an output port (ii)
grant from the arbiter.

Request paths to the arbiter: If there is a new packet, a request signal
is sent to the related arbiter from routing computation block or from the
FIFO controller (depending on the implementation). If a delay fault occurs
on the path related to request signal, it does not effect the functionality of
the router since the arbiter will get the request one clock cycle later. This
is because the request signal remains high until the grant is given by the
arbiter.
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Arbiter’s grant paths: If a grant is given by the arbiter, the related FIFO
controller pops out the flit from the buffer and the arbiter will drive the ap-
propriate signaling of the crossbar to send the flit out of the switch. Here,
if a delay fault occurs on the path from arbiter to the crossbar, the related
flit is not sent out of the switch and since it is already popped out of the
buffer, we miss that flit. This delay fault will eventually lead to a dropped
packet failure which can easily be detected in TRA.

Other control paths inside the switch are not critical enough to be con-
sidered for the path delay fault testing. However, if a huge delay fault
occurs in these paths and leads to a functional failure, the packet may be
either dropped or misrouted and the fault will be detected in TRA.

2) Data path and links:
If a delay fault occurs on the router’s data-path or on the links, de-

pending on the path where the delay fault occurred the receiver may or
may not capture the right data. Figure 5.6 on the following page shows
the timing diagram related to delay fault in data-path and links. As can
be seen, if the same delay fault occurs on both control signal (valid) and
flit bus the receiver is able to capture the right data one or more cycle after
the expected cycle. In this case, since TRA waits for the expected packet
to arrive, it can get the data eventually (before the timeout) and does not
generate any error. However, if the delay occurs only on valid signal or
only on flit bus, as shown in the figure, it leads to a dropped packet failure
which can be detected in TRA. (Note that, we say a delay fault occurs on
the flit bus if there is at-least one delay fault on the bus’s bits.)

This timing behavior is valid for both input and output links of RUT.
For input links, the receiver is the RUT buffer and fault may occur on input
wires; for output links the receiver is the TRA of the related neighbor and
fault may occur either on the data-path or on output wires of the RUT.

5.4.5 Fault Diagnosis

Using TPG we generate test packets in different test phases and in TRA
we verify the incoming packet and detect if there is any error in it (either
corrupted data or misrouted). TRA sends the results of checking to RUT
using 2-bit TR signal. However, we still need a mechanism to diagnose
the location of the fault. We perform this using Fault Diagnosis Module
(FDM) inside RUT.

For data-path faults which are related to the Corrupted Data failure,
FDM is able to diagnose fault location in the input or output channels of
RUT. We define input channel as the data-path covering the input link and
the FIFO, and the output channel as the path covering internal link, output
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Figure 5.6: Detecting delay faults occurred in links and the router’s data-
path .

MUX, and the output link. Figure 5.7 shows input and output channels for
West and East ports. Using 2-bit TR signals, FDM is able to find out which
channel (either input or output) is not faulty.

Figure 5.7: Channels in which Fault Diagnosis Module is able to diagnosis
data-path faults.

For a 5x5 router, we have a 10-bit register which shows the status of
each channel; we name this register CSR (Channel Status Register). Each
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bit of CSR corresponds to one channel as shown in Figure 5.8. FDM re-
ceives TR signals and in each phase of the test updates CSR. FDM is based
on finding non-faulty channels.

Figure 5.8: FDM gets TR signals and updates CSR, RSR, and ASR.

As seen in Figure 5.5 on page 101, each test packet covers 2 channels
considering local channels. Thus, if a TR signal shows a corrupt error (01),
FDM can not diagnose which of the two channels is faulty. However, if a
TR signal shows no error (00), FDM can diagnose that both channels are
non-faulty. At the beginning of the test, FDM sets all the bits in CSR to
’0’ meaning all channels are faulty. During the test, when FDM receives
a TR signal (from either any neighbor or its NI) which shows no-error
(00) it sets the corresponding bits of the CSR to ’1’ which are related to the
channels in which the packet has traversedmeaning they are non-faulty. If
the bit is already set to ’1’, it does not change it. At the end of the testing,
those bits of CSR which are ’1’ show the non-faulty channels. FDM is
a simple combinational block which decides based on the TRs and the
testing phase.
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FDM is also able to diagnose which RC or arbiter is faulty. We have two
5-bit registers showing the status of RCs and arbiters in a 5x5 router; we
call these registers RSR (Routing Status Register) and ASR (Arbiter Status
Register) respectively. At the beginning of the test FDM sets all bits of both
registers to ’1’ meaning all the RCs and arbiters are non-faulty. During the
first 4 phases, if the FDM receives a TR signal of dropped error (10) it
sets the corresponding bit in RSR to ’0’ which is decided based on the test
phase. During phases 5 to 9, if FDM receives a TR of dropped error it sets
the corresponding bit in ASR to ’0’. As mentioned earlier, if TRA detects
a time-out error in the first 4 phases, it does not check it again; therefore,
if there is a fault in one RC, it does not have any effect in the results of
phases 5 to 9. Thus, if TR shows a dropped error (10) in phases 5 to 9 it is
related to the arbiter but not to the RC.

Distinguishing Delay faults

During the first four phases of the test, if FDM detects a time-out error, the
failure is caused by either a delay fault in router/links or a logic fault in
RC. We cannot differentiate these faults from each other using the current
test pattern and phases. This is because both these faults (delay fault in
router/links and logic fault in RC) leads to a dropped packet failure mode.
Therefore, with the current test pattern we are only able to detect delay
faults, but not to diagnose their locations.

To distinguish delay faults from logic fault in RC we can use a ded-
icated test packet and repeat all nine phases with this new packet. To
decrease the testing time, we can repeat only those phases that did not
pass the test. This requires a modification in TPG, TRA, and FDM to store
the pass/fail information. The new packet is formatted so that it can by-
pass the delay faults, but is still vulnerable to the logic faults. Figure 5.9
shows the format of the new packet which can bypass the delay faults in
data-path or links.

Figure 5.9: Packet for bypassing delay faults in data-path and links

As can be seen in the figure, in the new packet each flit is repeated
one time. Note that, TPG and TRA should be a little modified to accept
two similar consecutive flits during the second round of test phases. Fig-
ure 5.10 on the next page shows how this new packet can bypass the delay
faults on the valid signal and on the flit bus.
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Figure 5.10: Delay faults on data-path and links are bypassedwith the new
packet

By repeating all nine phases (or just the failed phases) but with the
new packet, we are able to distinguish delay faults in data-path/links from
logic faults. For example, if in Phase 2 FDM receives a dropped packet sig-
nal but does not get it in the second round (Phase 2 with the new packet)
it means the dropped packet failure was due to a delay fault in the data-
path/links and not to the RC’s logic fault. To store the information related
to delay faults in each channel, we also need another 10-bit register which
stores the delay faultiness status of the channels.

The main reason for distinguishing logic faults from delay faults, espe-
cially the delay faults on the inter-switch links, is the possibility to recover
from them by post-silicon tuning techniques or by adjusting the clock fre-
quency. An interested reader can refer to [146, 147] for more information
about tuning techniques.

5.4.6 Testing of Custom Topologies

Our testing methodology is based on testing each router using its neigh-
bors and the NI connected to it. Each router receives TRs from the neigh-
bors as well as its ownNI and updates the related status registers. Consid-
ering the switches at the boundary of the mesh, there are one or two ports
which are not connected to any neighbor. We connect TRs of those ports
to “11” meaning no information is available on those specific ports. FDM
module does not update anything based on the TR of those unconnected
ports. On the other hand, neighbors that are connected to the boundary
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switches expect test packet from those ports of the RUT which are not
connected to any other router. Therefore, they generate time-out error for
those specific ports and RUT sets the related bits of RSR to ’0’ meaning
those ports that are not connected to anywhere are faulty. This does not
have any effect on the functionality of the router as those ports are not
used. Based on this mechanism, our testing technique can be used for any
topology and any routing.

TPG and TRA modules should be modified based on the routing algo-
rithm. TPG should send test packet to all output ports of the RUT in dif-
ferent phases. If the routing algorithm and the maximum number of ports
in the switch are known, TPG and TRA are the same for all routers and in-
dependent from the topology. However, they can be optimized based on
the NoC topology to reduce their hardware overhead. For example, TPG
does not need to send the test packet to those ports of the RUT which are
not connected to any other router. Note that, sending test packet to those
ports does not have any effect on the related bits of status registers because
the TRs of those port are already connected to “11”. Also, TRA does not
need to check the time-out error for those input ports of the RUT which
are not connected to any other routers. Moreover, CSR, RSR and ASR can
be optimized based on the number of connected ports.

As mentioned earlier, test phases are chosen so that they can cover all
the functional paths of the router. They depend on the number of ports in
each router. Phases shown in Figure 5.5 on page 101 are suitable for maxi-
mum 5 input and 5 output ports. However, if a router inside the NoC has
more ports, we need to define more test phases to cover those additional
ports. Note that, for switches with less than 5 ports, the phases shown in
Figure 5.5 on page 101 are more than enough and may be reduced to a
smaller number for optimizing test time and hardware cost. For instance,
Figure 5.11 on the facing page shows the optimized test phases for a 3x3
switch.

To give a general formula on the number of test phases based on the
number of ports of the switch, we divide phases into two groups: (i)
phases for RC testing (ii) phases for arbiter and FIFO control testing.

Let say N is the number of input/output ports inside the switch. Since
each port can send data to all other ports, we need N − 1 phases to test
each RC component. RCs can be tested in parallel and therefore N − 1
phases are enough for testing all RCs inside the switch.

For the arbiters, the situation is different. Each arbiter can get the re-
quest from all other ports; since we haveN ports, each arbiter may receive
a number of requests in the range of [1..N − 1]. For 1 request, it is already
tested in the previous phases. However, we need to test other situations.
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Figure 5.11: Test phases for a router with 2 neighbors and one NI. Phases
1 and 2 cover data-path and all routings without any arbitration. Phases 3
to 5 cover arbiters as well as FIFO’s control logic.

For each number of requests K ∈ [2..N − 1], K of the input ports send
requests to the arbiter. Therefore, we have a binomial coefficient

(

N
K

)

for K
requests to each arbiter. Thus, the number of test phases for each arbiter is
C where C is the sum of all binomial coefficients as follow:

C =
N−1
∑

K=2

(

N

k

)

Arbiters cannot be tested in parallel unless we have a complex control
logic, and we consider testing them sequentially. Therefore, the number of
test phases for all arbiters is N ∗ C and the total number of phases for the
router isM = (N −1+N ∗C). Note that, during all these phases links, the
data-path, and control logics of FIFOs are tested multiple times.

5.5

Experimental Results

To evaluate our on-line testing methodology, we used Xpipes [56] which
is a packet-switching synthesizable NoC IP. The switch is configured to
have 5 input and 5 output ports with the flit width of 32 bits and the buffer
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depth of 2. We used Synopsys design compiler for hardware synthesis and
Synopsys Tetramax for logic fault simulation. All designs are mapped on
CMOS 45nm technology from ST-Microelectronics.

5.5.1 Hardware Overhead

First, we implemented both TPG and TRA in Verilog to see their hardware
overhead on a 5x5 router. As mentioned earlier, we can have one TPG and
one TRA for the whole switch. We also need one pair of TPG and TRA
for each NI. However, TPG and TRA of the NI are simpler than those of
the switch because the sequence of test generated/verified by TPG/TRA
inside the switch depends on the port while the sequence of those inside
NI is fixed. As we mentioned earlier, TPG and TRA are the critical compo-
nents and we need to use robust techniques to make them reliable. Since
these module are quite small with respect to the switch and NI, we can use
TMR for this purpose.

We implemented two kinds of TPG and TRA. One pair with all-one,
all-zero, and walking-one sequence and another pair without walking-one
sequence to cover only stuck-at and delay faults. The synthesis results are
shown in Table 5.4 and Table 5.5 on the facing page.

As can be seen, if we want to cover stuck-at, delay and bridging faults
in the 5x5 router the area overhead of all TPGs and TRAs with TMR is
about 58% which is pretty high. This is due to the long walking-one se-
quence which needs a shift register. However, if we target only stuck-at
and delay faults the area overhead with TMR is 16% which is acceptable
considering TMR support for reliability.

Table 5.4: Synthesis results of TPG and TRA with walking-one sequence
(Area of 5x5 Switch + NI = 8766 µm2)

Module Area Area Area (with TMR)
(µm2) with TMR Overhead on

(µm2) 5x5 Switch + NI

Switch TPG 413 1280 14%

NI TPG 363 1119 12%

Switch TRA 472 1463 16%

NI TRA 410 1270 14%

All TPG + TRA 1658 5132 58%

We also implemented the Fault DiagnosisModule (FDM) together with
status registers in Verilog and synthesized them. Based on our synthesis
results, the area overhead of the FDM module with TMR is 10% on the
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Table 5.5: Synthesis results of TPG and TRA without walking-one se-
quence (Area of 5x5 Switch + NI = 8766 µm2)

Module Area Area Area (with TMR)
(µm2) with TMR Overhead

(µm2) on 5x5 Switch + NI

Switch TPG 121 375 4%

NI TPG 73 240 2.5%

Switch TRA 140 462 5%

NI TRA 117 366 4%

All TPG + TRA 451 1443 16%

Xpipes switch. Considering NI and switch together, the area overhead of
FDM with TMR is only 7%. Therefore, the area overhead of all modules
including TPGs, TRAs, and FDMwith TMR support is 65% to cover stuck-
at, delay and bridging faults and 23% to cover only stuck-at and delay
faults.

Note that, the switch model we used is very small without any output
buffer and with an input buffer depth of only 2 flits and its area is much
less than that of the IP cores. For instance, compare to Plasma [148], a
small synthesizable 32-bit RISC microprocessor, the switch area is 1/5 of
the processor area. Therefore, the overhead on the whole NoC including
IPs is very small. Considering switch, NI and a small sized IP core the
area overhead of all modules with TMR is 21% to cover stuck-at, delay
and bridging faults and 8% to cover only stuck-at and delay faults.

Test units with their TMR support may have effects on the maximum
operational frequency of baseline router. The Xpipes switch is a soft IPs
and the timing impact of our testability extensions depends on how it is
instantiated. If we do not use any output buffer, the critical path of the
router is from the input buffers through output ports and links. As already
mentioned and shown in Figure 5.3 on page 98, TPG and TRA operate in
parallel with the router and their critical paths are very small, hence they
do not decrease the speed of the router. However, as shown in Figure 5.12
on the following page, in case of no output buffers MUXes that are added
to the output ports with their related TMR are on the critical path of the
router. To have a reliable and high-speed TMR, we used the architecture
shown in Figure 5.12 on the next page for the voter of all TMRs which is
proposed in [149]. We synthesized our testable router and extracted the
data related to the delay of the MUX2x1 and the voter. The nominal delay
of the path starting from MUX and ending at the output of the voter is
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Figure 5.12: TMR for TPG and output port.

390ps. If we consider a baseline Xpipes switchworking at 500mHz (critical
path = 2ns) with no output buffer, we see that the working frequency of
the testable switch will be 418mHz (critical path = 2.39ns) which is a 15%
speed overhead.

The no-output-buffer configuration of Xpipes is only for low speed op-
eration. For high-performance NoCs, output buffers are needed to avoid
having critical paths through the output links. In this case, adding testabil-
ity support has minimal overhead. The critical path is from input buffers
to the output buffers and the testing components shown in Figure 5.12 are
placed after the output buffers. Here the testing components may reduce
the clock frequency only if Pclk − Dt < Dl < Pclk , where Dl is the delay
of the output link, Pclk is the period of the clock without testing compo-
nents, and Dt is the delay of the MUX2x1 and the voter which is 390ps.
We should not that, the TMR support which is added to the output ports
is not only for the testing purposes but is also useful during the normal
operation of the router and makes the output ports fault tolerant.

Focusing on power consumption, it is clear that all test-mode compo-
nents (except MUXes and the voter shown in Figure 5.12) are not used
during the normal mode of the NoC. TPG and TRA should be turned on
only if one of the neighbors is in the test mode, and FDM should be turned
on only if the router itself is being tested. Therefore, we use clock-gating
to disable switching activities inside these modules during off-state. This
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helps us to decrease the power consumption of the router during the nor-
mal operation. Table 5.6 shows the power consumption of our testable
router when all testing components are active, and Table 5.7 shows the re-
sults when all of them are turned off. As can be seen, during the test mode
the difference between dynamic power consumption of the baseline router
and that of our testable router (with all testing components and TMR) is
only 510 µW ; this difference for the leakage power consumption is 0.13
µW . As shown in Table 5.7, during the normal mode our testable router
has a very small overhead of 90µW on dynamic power and 0.14µW on the
leakage power.

Table 5.6: Power results of Testable router in test mode
Power Baseline Testable router Difference

router in test mode test mode

Dynamic (mW ) 1.57 2.08 0.51

Leakage (µW ) 2.15 2.28 0.13

Table 5.7: Power results of Testable router in normal mode (clock gating
enabled)

Power Baseline Testable router Difference
router normal mode normal mode

Dynamic (mW ) 1.57 1.66 0.09

Leakage (µW ) 2.15 2.29 0.14

We should again note that our baseline switch is very small and if we
consider a medium sized switch with NI and a small sized IP core the
power overhead of all testing components is negligible even during the
test mode.

5.5.2 Fault Coverage

We used Synopsys Tetramax to evaluate the fault coverage of our testing
approach. We synthesized the Xpipes switch and simulated our 9 testing
phases on it. Then we collected the corresponding VCD file to perform
fault simulation. Table 5.8 on the next page shows the number of stuck-at
faults related to each component in the Xpipes switch. As it was expected,
the number of faults inside each component is proportional to the area of
that component.
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Table 5.8: Number of stuck-at faults of different components inside the 5x5
switch extracted from Tetramax

Component % of the Area # of Faults % of faults

RCs 9% 1980 11.5%

Arbiters 20.5% 4342 25.4%

Buffers 51.5% 5820 34%

Output MUXes 19.5% 4722 27.6%

other gates 0.5% 80 0.1%

Entire Switch 100% 17080 100%

We applied the VCD vectors obtained from the simulation of 9 phases
on the synthesized design in Tetramax to see the fault coverage of the vec-
tors. Figure 5.13 shows the related results. These results are for stuck-at
faults. Note that, for bridging faults, the test vectors give us 100% coverage
on the links in the first 4 phases. As can be seen, the stuck-at fault cover-
age of the entire switch for the first four phases of the test is 68% which
is not quite good. After applying the next 5 phases (total 9 phases) we
could improve it to 85% which is an acceptable coverage for a functional
test without any traditional test technique like scan.

Figure 5.13: Stuck-at fault coverage of our on-line functional test approach.

Using the same VCD vectors, we achieved 67% coverage for the tran-
sitional delay faults. This is because not all the transitional delay faults
lead to a functional failure, and the coverage for transition delay faults is
always less than that of stuck-at faults.

For the path delay faults, we first imported the synthesized netlist of
the switch into PrimeTime, the static timing analysis tool from Synopsys,
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and extracted those paths whose delays were more than 80% of the clock
period. Then, we analyzed the extracted paths and found two groups of
paths. The first group was related to sending the flit from the input buffer
to the output port when the grant is given by the arbiter. As we already
discussed in Section 5.4.5 on page 106, delay faults on these paths lead to
the dropped data failure mode and we detect them in TRAs. The second
group was similar to the first one and was related to shifting the FIFO
content when the grant is given by the arbiter and the flit located at the
head of the FIFO is sent out from the switch. Delay faults on these paths
lead to either a flit duplication or a dropped flit. Both of these failure
modes can be detected in TRAs.

Note that, the achieved fault coverage can still be increased by adding
to the test phases other network functional configurations (arbitration pos-
sibilities that were not applied, for example). However, insisting in a com-
pletely functional test approach will require an increasing number of test
configurations and phases, for a decreasing number of detected faults. The
trade-off seems to be not in favor of pushing further the functional testing
approach. From the point of view of a functional test, about 10% of the re-
maining logic faults are undetectable because they are related to unreach-
able control states [123].

5.5.3 On-line Testing Evaluation in Simulation

To see the effect of our on-line testing mechanism on the latency of the
packets, we performed system simulation. We used Noxim [106], a cy-
cle accurate NoC simulator implemented in SystemC. We extended it for
performing our on-line testing approach.

We periodically place a switch under test and hold all the packets
traversing it. This is performed by arbiters in the neighbors. They do not
give grant to the packets traversing the switch under test, until the test is
finished. We compared the average latency of the packets in different syn-
thetic and real traffics with andwithout on-line testing. We implemented a
token-based mechanism in the simulator to avoid having multiple routers
under test at the same time. We have a counter inside each router which
counts the number of flits forwarded by the switch. When the counter
reaches the threshold value if the router has the token it can start testing.
We swept the threshold value from 1,000 to 20,000. The simulation has
been performed on an 8x8 Mesh with XY routing algorithm.

Figure 5.14 on the following page shows the average packet latency
of different synthetic traffics in the NoC while using our on-line testing
mechanism. We performed simulation with and without walking-one se-
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quence which is for covering bridging faults. As can be seen, when the
threshold value of the test counter is low (less than 10,000 flits) the latency
overhead is quite high, especially when the test packet includes walking-
one sequence. This is due to the fact that with lower threshold values the
switches go to the test mode more frequently. However, for threshold val-
ues greater than 10,000 flits the latency overhead of our on-line testing is
almost negligible.

Figure 5.14: Simulation results for our on-line testing approach on differ-
ent synthetic traffics with various test counter thresholds.

In addition to the synthetic traces, we also performed simulation to see
the effect of on-line testing on real traffic traces from the PARSEC bench-
marks [107], described in Chapter 4, Section 4.5.5. Like for the previous
experiments we swept the test counter threshold from 1,000 to 20,000 flits.
We performed the simulation for two types of test packets: with walking-
one sequence and without that. The results are shown in Figure 5.15 on
the next page. As can be seen, for all benchmarks with a threshold value
of 10,000 the latency overhead is almost zero even with walking-one se-
quence. Based on our experiments, 10,000 flits is an appropriate value for
the test counter’s threshold for both synthetic and real traffic.

5.6
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Figure 5.15: Simulation results on PARSEC benchmarks with various test
counter thresholds.

Summary

In this chapter, we proposed a distributed functional test mechanism for
NoCs which scales to large-scale networks with general topologies and
routing algorithms. Each router and its links are tested using neighbors
in different phases. The router under test is in test mode while all other
parts of the NoC are operational. The proposed testing approach is able to
detect both logic and delay faults inside data-path and control path of the
NoC.

In the next chapter we direct attention on the intra-cluster communi-
cation for cluster based MPSoCs. We will propose an ultra-low latency in-
terconnection network adequate for communications between processors
and multi-banked shared-L1 memory.
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CHAPTER 6

Low-latency Interconnection
Network

So far, we have focused on NoC as an interconnection network suitable
for inter-cluster communications among different tightly coupled proces-
sor clusters. This chapter1 gives attention to the intra-cluster communica-
tion between the heavily sharedmulti-banked L1memory and the cores of
each tightly coupled processor cluster. In this chapter, first, a fully combi-
national Mesh-of-Tree(MoT) interconnection network suitable for shared-
L1 processor clusters is presented featuring single-cycle transfer from pro-
cessor to memory and vice versa. The network provides round-robin
arbitration for fair access to memory banks, as well as fine-grained ad-
dress interleaving to reduce memory bank conflicts. Second, we show an
advanced synthesis and physical optimization strategy which leverages
standard design implementation tools, and orchestrates them to achieve
high-quality results in terms of delay, power and area (DPA) even for large
network instantiations. Third, we explore a wide range of network config-
urations to analyze scalability and DPA tradeoffs.

6.1

Motivation and Key Challenges

Clearly, L1 processor-to-memory interconnects must provide a huge band-
width, coupled with ultra-low latency. This level of performance is out of

1The author would like to acknowledge contributions by Abbas Rahimi, Dr. Igor Loi,
and Prof. Luca Benini.
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reach for traditional bus-based interconnects [153], even with advanced
features like multiple outstanding transactions and out of order comple-
tion [4, 154]. Networks-on-Chip (NoC) [46], provide bandwidth scalabil-
ity, but the latency of traditional NoCs is not adequate for L1 processor-
to-memory communication [117], and highly optimized special-purpose
interconnects are required.

The design of NxM (where N is the number of processors, and M is the
number of memory banks) networks for high-performance architectures
usually relies on custom circuit design techniques such as pass transistors,
low-swing drivers etc. [155, 156, 157]. Unfortunately this approach is not
suitable for architectures featuring soft cores and third-party IPs, which
must be compatible with standard technology libraries provided by silicon
foundries. An L1 processor-to-memory network provided as a parametric
synthesizable IP is therefore highly desirable in this context. Such an IP
should comewith a carefully tailored logic and physical synthesis strategy,
as interconnect delays must be accounted for and minimized to achieve
acceptable quality of results.

6.2

Related Work

Parallel computing requires large memory bandwidth [158]: maximizing
memory bandwidth is essential in many-core, where the large quantity of
parallelism places a heavy request on the memory system [151, 152, 159].
For this reason, many research efforts have focused on developing ultra-
high bandwidth interconnects for multi-banked on-chip memories.

A memory-centric NoC is implemented as an on-chip interconnec-
tion to support efficient data transactions for a multi-core processor with
ten processing elements [160]. The memory-centric NoC consists of five
custom-designed crossbar switches, and eight dual port SRAMs pro-
vide shared buffers for inter-PE data transactions. Although the star-
connected on-chip network supports 11.2GB/s bandwidth [156], its cross-
bar switches fabric is partitioned by 4x4 tiles which are implemented
by non-synthesizable NMOS pass-transistor logic [161]. As another al-
ternative for custom design technique of crossbars, a 128x128 XRAM-a
switched swizzle network- is fabricated in 65nm which achieves a band-
width 1Tbit/s [117]. These crossbars are not compatible with standard
technology libraries provided by silicon foundries.

In openSPARC T1 micro-architecture [162], a processor-cache crossbar
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has been implemented to accept packets from each of eight SPARC CPU
cores, and deliver the packet to one of the four L2-cache banks, the I/O
bridge, or the floating-point unit. Although crossbar uses three stage
pipelines, it takes more than one cycle to deliver the packet. Another
low latency interconnection network based on MoT is implemented in
[163, 164], to connect the processing clusters and the memory modules
on-a-chip. It provides unique path between each processor and mem-
ory module using binary trees of switches. Processing clusters and mem-
ory modules are located at the root of trees, while in the traditional MoT
[165, 166, 167, 168], they will be located at the leaves of trees which could
degrade performance due to the interference. On the other hand, each
packet spends one clock cycle in each switch: when the number of pro-
cessors and memories increases this architecture becomes a latency bottle-
neck.

The HyperCore architecture [169] is an example of shared-L1 cluster
with high performance-per-Watt. The architecture consists of a hardware
synchronizer/scheduler, compact 32-bit RISC cores, shared on-chip mem-
ory which is accessed by a high-performance interconnect network. Ev-
ery path from a RISC processor to the shared memory passes through a
series of combinational switches where data and addresses move at hard-
ware speed. Another shared memory system for a tightly-coupled mul-
tiprocessor is patented in [170]. Its Baseline interconnection network is
implemented as a combinational circuit which contributes to making the
interconnection network simple, lean and light-weight. No information
is publicly available on the DPA of these networks, and their scalability
properties have never been assessed in the open literature.

6.3

NETWORK ARCHITECTURE

This section provides an architectural description of the proposed inter-
connection network based on MoT [163]. It supports non-blocking com-
munication between the processing clusters (PCs) and memories mod-
ules (MMs), within a single clock. As shown in Figure 6.1 on page 123,
a combinational path is created through a network of primitive build-
ing blocks: routing primitives (circles blocks) and arbitration primitives
(square blocks). The former are used to create independent routing paths
(routing trees) from the PCs to the arbitration tree (and vice-versa). The
latter are used to arbitrate concurrent requests (arbitration tree) and to
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route them up to the MMs ports and vice-versa.

6.3.1 Routing Switches

The routing tree consists of simple routing switches which route each
packet from processor side to memory side, and vice versa. The pack-
ets are routed individually based on packets address field. As shown in
Figure 6.2 on page 124, the switch has two directions: forward (PC ports)
which sends out the incoming packet form its input port at processor side
to one of its output ports at memory side; backward which rolls packet
back frommemory side to processor side (MM ports). The forward packet
contains address, data write, and control signal of memory while the back-
ward packet contains the read data, and acknowledgment signal.

Each routing switch consists of a MUX, DEMUX, and a simple combi-
national control logic which provides a fine-grained address interleaving.
By using the fully combinational routing switch, a packet with an active
request does not need to spend any clock cycles for traveling from PC side
up to end of routing tree. Similarly, the backward path used to get back
the read data, is active with the request and hold for the entire clock cycle.
No arbitration is performed in this block, and the selection (MUX selector)
between the two MM in ports is univocally based on the request address
field (PC in).

6.3.2 Arbitration Switches

The arbitration tree consists of simple arbitration switches which route
packets through the routing trees to memory, and vice versa. As shown
in Figure 6.3 on page 124, the switch has two parallel input ports at the
processor side (PC in ports) and uses a MUX to route data from PC in to
MM out. On the other side, the response packets (MM in) from the mem-
ory side will be routed to one of the two possible outputs (PC out), based
on pending grant status. The round-robin algorithm is used to provide a
starvation-free arbitration; it means if a request from one processor loses
the arbitration in the current clock cycle, it is quarantined to allocate the
output in the next clock cycle. The clock signal is used in controller of
arbitration switches in order to switch the round-robin flag in case of si-
multaneous requests.
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Figure 6.1: Mesh of trees 4x8: empty circles represent routing switches and
empty squares represent arbitration switches.
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Figure 6.2: Routing switch.

Figure 6.3: Arbiteration switch.
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6.3.3 Network Datapath

As highlighted in Figure 6.1 on page 123, the MoT network connects N=2n
PCs and M=2m MMs. It contains LogM

2
levels of routing primitives and

LogN
2
levels of arbitration primitives. Each memory request issued by PCs

must pass through LogM
2

levels of routing primitives to reach at one of
MxN leaf nodes in the arbitration switches; and arbitrates among LogN

2

levels of arbitration primitives to reach atMM side. In reverse order, mem-
ory responses propagate through arbitration and routing levels to reach at
PC side. Although there is a unique combinational path between each
processor and each memory, packets from different processors direct to
the same memory module are arbitrated while passing through arbitra-
tion primitives. The equations 1 and 2 show the total number of routing
and arbitration switches needed to connect M PCs to N MMs:

Total number of arbiteration switches =
∑Logi

N

i=1
(N ∗M)/(2i)

Thanks to the modularity features, the network can be easily cus-
tomized for different cardinalities and different architectural features.

6.3.4 Network Operation

During a read/write operation, data and control signals are asserted by
the PCs in the form of packet, as introduced at the beginning of this
section. This packet is routed through routing switches ( Figure 6.1 on
page 123), until it reaches one of NxM ports of routing tree. In order
to reach the memory module the packet must be arbitrated among the
other simultaneous packets for the same memory module. After passing
through all levels of arbitration switches, the packet reaches the memory
module, and the read/write operation can be performed.

Packet routing and arbitration are performed in a combinational way,
by using a request and acknowledgment signals for arbitration, and ad-
dress for routing across the switches. Once the request reaches the last
level of the arbitration tree and gets the grant, a valid acknowledgement
is asserted and propagated back to the related PC through the routing
switches (backward). By receiving the acknowledgment signal, PC is able
to issue the next read/write operation at the next clock cycle, otherwise it
waits until it is received.

In order to provide a single-cycle latency system, each read/write re-
quest must be concluded within the clock period. To achieve this goal, we
assume that PCs and network (only for round robin priority switching)
are clocked with the main clock CLK, whereas MMs are clocked with a
skewed CLK (same frequency and typically 180 phase shift) as depicted
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in Figure 6.4 on the next page. These two signals are available at the input
ports of the network, and are generated through an external block (PLL).
Thanks to this strategy, requests asserted on the rising edge of the CLK
(1) are propagated in the timing window (1) to (2); after (2) data must
be stable, in order to be sampled by MMs during the rising edge of the
Skewed CLK (3). At this point, in case of write, the transaction is done.
In case of read, elapsed the access time, the memory presents at its inter-
face a stable data in (4), which is propagated back to PC side through the
already allocated backward path (no arbitration is performed here). Data
must reach the PC side before (5) and be stable up to (7) in order to avoid
setup/hold violations and data corruptions. At the successive rising edge
of the CLK in (6), the PC checks the acknowledgment signal: in case of ac-
tive acknowledgment (active high), PC samples the read data (if any) and
injects the next transaction; if zero it waits the next clock cycle keeping
stable the packet on the PC ports.

To avoid timing violations, three conditions must be satisfied:
(i) The clock period must be equal or greater than the sum of the worst

case delays from PCs to MMs and from MMs to PCs, plus the access time
ofmemorymodule and setup time of theMMand PC. There exists another
path from PCs to PCs, when the request signal is not granted in case of
simultaneous request for a memory module. This latency is bounded by
the entire clock period minus the setup time of the PC.

(ii) Latency from PCs to MMs must be equal or smaller than the clock
skew minus the setup time of MM .

(iii) Latency from MMs to PCs must be equal or smaller than the clock
period minus the skew, the memory access time and the setup time of PC.

These conditions are graphically depicted in Figure 6.4 on the facing
page. As introduced in section 3.3, the entity of the network latencies
increases with the number or switch levels. Is it clear that, for a given
network configuration (NxM) and technology, the forward and backward
latencies are lower bounded for maximum performances. By playing with
the clock frequency, phase shift and memory access time, it is easy to meet
the conditions, thus avoiding timing violations.

6.4

EXPERIMENTAL RESULTS

In this section, we discuss the experimental results for the single-cycle
network in terms of delay, power, and area (DPA). Several configurations
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Figure 6.4: Clock and Skewed Clock representation, and related timing re-
quirements. In (1) the PC injects the request and related datapath signals;
stable request is received at MM side in (2), and sampled in (3). In case
of write the operation is concluded, while in read case, after the memory
access time (4) the read data is stable and is propagated back to PC side;
in (5) stable read data reaches the PC ports and it is sampled in (6).
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have been analyzed. We quantified the cost of the entire network for sev-
eral PC andMM cardinalities. To get these results, we synthesized the net-
work with the TSMC 65nm technology library (general purpose process).
The front-end flow (Multi VTH) has been performed with Synopsys De-
sign Compiler in topographical mode, while the back-end with Cadence
SoC Encounter. The sign off has been made with PrimeTime, while func-
tional verification is performed with Mentor Graphics ModelSim.

6.4.1 Design Flow

Figure 6.5 on the next page depicts an overview of the specialized design
flow used to maximize speed and explore DPA trade-offs. The network
is generated through our high-level generator which takes as input the
network template (number of PCs and MMs) and user constraints (BW,
datawidth etc.). The output of this stage is a Verilog synthesizable RTL
description of the network, and the timing constraints at each port of the
network. The synthesis stage is performed in two passes: the first is a
pure logic synthesis, and the network is synthesized without physical con-
straints. This preliminary output netlist is used in the PnR tool to perform
the power planning and floorplanning (with pin budgeting), and at the
end of this step, the physical information are exported in a def file and
back-annotated in the synthesis tool, with topographical features enabled.
The second synthesis run performs both remapping and coarse placement
plus physical optimization taking into account physical geometries based
on the back-annotated floorplan . Using this methodology, good conver-
gence between post-synthesis and post-layout results is achieved early in
the flow with only one iteration cycle (correlations in the order or 90-95%
is achieved).

The PnR flow is based on the top-down approach. To save runtime,
we used dummy hard macros to mimic the timing behavior and physical
obstructions of PCs andMMs. The network is flatten and placed in a single
tile in the center of the die area as depicted in Figure 6.9 on page 133.

Finally, the extracted netlist, back-annotated parasitic and delays are
used to perform area, delay and power analysis with PrimeTime. To en-
sure the correctness and quality of the achieved results, in parallel with
the implementation flow we run the verification flow. A pass/fail test has
been adopted for this purpose.
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Figure 6.5: Overview of the design flow.
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6.4.2 Combinational Network

In this sub-section we present the DPA results for the entire interconnec-
tion network for the following configurations (32bits data and address):
(i) 8PCs and 8, 16 and 32MMs

(ii) 16PCs and 16, 32 and 64MMs

(iii) 32PCs and 32 and 64 MMs

We choose to analyze the configurations where the numbers of MMs
are equal or greater than the number of PCs, because essentially each PCs
leads to one or moreMMs. Moreover, the address space can be interleaved
in different ranges, and assigned to different MMs, to reduce the memory
contentions while increasing overall system bandwidth.

Figure 6.6 on the next page shows the post-layout delay results for
the explored network cardinalities (32bit channels width). As described
in section 3.4, equations 3, network performance is determined by two
paths: forward path from PCs to the MMs, backward path in the reverse
direction. The first involves both path arbitration and switch routing and
network traversal, whereas in the backward, the path is already estab-
lished and the delay contribution is entirely due the switches traversal.
As shown in Figure 6.6 on the facing page, the delay of the network for
roundtrip traversal ranges from 32FO4 (8x8) to 84FO4 (32x64). The delay
for 8x16 configuration is 38FO4. When the number of both processors and
memories rises by a factor of 4, the delay closely increases logarithmically
by 2.2 because the levels of routing and arbitration trees are a logarithmic
function from the number of processors and memories.

Figure 6.7 on the next page depicts the total cell area of the network for
several cardinalities. As described in section 3.3, the area cost is directly
related with the amount of routing and arbitration switches with O(NM).
For the 8x16 configuration the area cost is limited to 32K equivalent gates,
while for 32x64 it strictly increases less than O(NM), 380K equivalent gates
. It shows the great ability of network for saving area while supporting
large number of PCs and MMs.

Finally, Figure 6.8 on page 132 shows the power consumption results
for a 32bit based networks in terms of cell internal, switching and leakage
power. Starting from the 16x32 setup, the contribution of net switching
power dominates the overall consumption, mainly because as the number
of macros increases (length of wires is dominated by the size of the die),
the wire-length and related power rises as well.

The layout view of the 32x64 configuration is shown in Figure 6.9 on
page 133, where the Network is surrounded by PCs and MM clusters.
Since the network is centralized, in order to minimize the wire-length,
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Figure 6.6: Forward and Backward network delay for different cardinali-
ties (32bit).

Figure 6.7: Network area cost for different cardinalities.
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Figure 6.8: Network power consumption for different cardinalities.

the Network tile is placed in the center of the die, while no constraints
are applied to MMs and PCs (any path from MM from/to PC is routed
through the network). DPA results show the potential of the proposed to
network to handle such a big system as a high-performance interconnect
with acceptable area and power cost.

6.4.3 Delay-Power-Area Trade-offs

We explore DPA trade-offs for different design constraints for the 16x32
configuration. The trade-offs show the potential of our synthesizable inter-
connection network to work with different target frequencies and achiev-
ing area and power saving. So the interconnection network can be eas-
ily adapted to the demands of the new architectures (featuring soft cores
and third-party IPs), thanks to the fully-synthesizable and fully automated
flow. Figure 6.10 on page 134 shows the trade-off between total area cell
of the network and its target frequency. Relaxing the target frequency, the
tools are able to infer small (driving strength) and less power hungry cells
(regular or high threshold voltage), thus saving both area and power. In
comparison to the max-performance 16x32 configuration (310 MHz), we
can save area up to 12%, at the expense of 30% performance degradation.

The trade-off between power and performance is illustrated in Fig-
ure 6.11 on page 135. By changing the target frequency form 310Mhz
down to 210Mhz, 50% total power saving is achieved for network. The
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Figure 6.9: Layout of 32x64 configuration.
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Figure 6.10: Area-Performance trade-off for 16x32 network.

plot shows three regions: starting from the relaxed timing constraint, the
tool maps the architecture on high threshold (HVT) cells which yield lower
power. As the target frequency increases, the design is mapped on regular
voltage threshold (RVT) cells, in order to achieve simultaneous timing re-
quirements and area minimization. This trend is sustained until 290MHz;
after this point the timing constraints are very tight and design is domi-
nated by low voltage threshold (LVT) cells, which are fast and power hun-
gry (leaky cells).

6.5

Summary

In this chapter, we proposed a parametric, fully combinational Mesh-of-
Trees (MoT) interconnection networkto support high-performance, single-
cycle communication between processors and memories in L1-coupled
processor clusters. Our interconnect IP is described in synthesizable RTL
and it is coupled with a design automation strategy mixing advanced syn-
thesis and physical optimization to achieve optimal delay, power, area
(DPA) under a wide range of design constraints. We explored DPA for
a large set of network configurationsin 65nm technology. In the next chap-
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Figure 6.11: Power-Performance trade-off for 16x32 network.

ter we will extend this network to be variaiton-tolerant against the static
delay variations.
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CHAPTER 7

Variation-tolerant Low-latency
Interconnection Network

In the previous chapter we presented a low-latency interconnection net-
work suitable for intra-cluster communication between the heavily shared
multi-banked L1 memory and the cores of each tightly coupled proces-
sor cluster. In this chapter1 we enhance the proposed interconnection net-
work and make it reliable and variation-tolerant. We propose an offline
(i.e. boot time) technique which can detect timing failures in the system.
Our detection approach is based on Test Pattern Generation and Diagnosis
performed in off-line mode and during start-up of the system. Then, we
propose a reconfiguration mechanism to be triggered after the detection
phase. In this phase, we reconfigure the design so that it can overcome
the timing failure by injecting pipeline stage in the path and increasing the
latency of the read/write transaction. If there is no variation and therefore
no timing failure the network operates with single cycle latency as before.

7.1

Motivation and Key Challenges

Scaling down of process technologies has increased process variations and
transistor wearout. Because of this, delay variations increase and impact
the performance of the design. Conventional inflexible designs often han-
dle delay variations through conservative guard-bands in the operating
frequency and voltage to ensure error-free operation across a wide range

1The author would like to acknowledge contributions by Prof. Luca Benini.
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of dynamic and static variations over circuit lifetime [175]. Consequently,
these inflexible designs cannot exploit opportunities for higher perfor-
mance by increasing frequency or lower energy by lowering Vcc under fa-
vorable operating conditions. Since most systems usually operate at nom-
inal conditions where worst-case scenarios rarely occur, static worst-case
design severely limits performance and energy efficiency.

For the single-cycle interconnection network where achieving a satisfy-
ing working frequency is the key for the performance, conservative guard-
banding may ensure safe write/read operation on shared-memory mod-
ules but with a high performance and power cost (i.e. over-sized gates and
buffers, fast but leaky cells, etc.). Thus, over-design leads to a very ineffi-
cient system. For this reason, a design which can detect the variation and
tune itself is desired to reduce guard-banding while guaranteeing error-
free operation.

Some approaches in the literature are based on the error detection se-
quential (EDS) [176, 177, 178]. In these techniques a combination of a
flipflop and a latch can detect the errors in the critical path timing and as-
serts an error signal. These techniques are suitable for the pipeline stages,
and the recovery mechanism is performed by either instruction reply at
a lower frequency or multiple-issue instruction reply at the original fre-
quency. Since our timing path is fully combinational, we cannot use these
techniques. Moreover, if there is no variation they impose area, power and
delay overhead on the design.

Post-silicon tuning at the circuit level such as adaptive body biasing
(ABB) and dual-Vdd are other types of methods to face with the delay
variation [146, 147]. However, they impose leakage and dynamic power
overhead and special care should be taken during the design to reduce
these overheads. Moreover, since these techniques are at the circuit level,
it is very difficult to apply them only on the critical paths.

7.2

Mega-Leon Architecture

A complete multi-core system named Mega-Leon is designed and imple-
mented as a case study cluster for applying our approach. The Mega-
Leon architecture is an evolution of the Multi-core Leon developed by
Gaisler [179]. It contains sixteen SPARC-V8 processor cores which are
connected through the high-bandwidth logarithmic network described in
the previous section to a fast multi-banked, multi-ported Tightly-Coupled
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Figure 7.1: Mega-leon architecture.

Data Memory (TCDM). The number of memory ports in the TCDM is
equal to the number of banks to allow concurrent accesses to different
banks. Processors can synchronize by means of standard read/write oper-
ations at logarithmic network providing test-and-set semantics (hardware
semaphores). The Cores are also connected to an AHB shared bus system
to access the external modules (external memory, ROM, debug support
unit and etc.). Figure 7.1 shows the diagram of this architecture.

The SPARC-V8 used in this platform has been customized. Its memory
controller has been modified to make the interface with TCDM. The em-
bedded data cache has been removed and replaced with the TCDMwhich
is shared between 16 cores.

The request and response paths from processor to TCDM and vice-
versa are single-cycle and fully combinational. These paths are shown in
Figure 7.2.

It is shown in Figure 7.2 that the request and response paths include not
only the interconnection network but also some logics in the processor’s
pipeline as well as the memory controller which decodes the address and
communicates with the network.

To better understand the behavior of the request and response paths,
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Figure 7.2: Request and response paths from processor to TCDM.

the timing diagram of a read access is shown in Figure 7.3.
It is discussed in the previous chapter that for a given network con-

figuration (NxM) and technology, the forward and backward latencies
are lower bounded for maximum performances. By tuning the clock fre-
quency, phase shift and memory access time, it is possible to meet the tar-
get frequency, thus avoiding timing violations. However, in order to have
a design working after fabrication we need to consider static variations
and transistor wearout in the circuit which cause delay variations. Delay
variations which happen in the combinational paths from PC to MM (and
vice-versa) as well as the access time of the memory may lead to the com-
plete failure of the PC-MM/MM-PC communication. In the next section
we describe howwemodify the architecture so that it can detect the timing
violation and reconfigures itself to avoid communication failures.

7.3

Reliable Architecture

The main property of the proposed interconnection network is having
single-cycle latency for the read/write transaction. Thus, the paths from
processors to TCDM and vice-versa are fully combinational and have very
tight timing constraints. Due to this fact, a little variation on the delay can
lead to the complete failure of the processor-memory communication. In
the following we discuss on some conventional approaches to face with
this problem.

February 28, 2012 Mohammad Reza Kakoee 140



141 7.3: Reliable Architecture

Figure 7.3: Detail timing of the read access from processor to TCDM.
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(i) The first solution is adding conservative and sufficient margin for
the delay variation. This can be achieved by designing at the worst-case
corner. However, this technique limits the performance and energy ef-
ficiency of the system. Synthesizing the design at the worst case corner
increases both area and power of the design due to using large and low-
Vth cells and still has lower MAX-frequency with respect to the nominal
corner.

(ii) Another solution is using methods which are based on double-
sampling with time-borrowing (DSTB) error-detection sequential (EDS)
[176, 177, 178]. These techniques require at-least one stage of the pipeline
on the path; while our path is fully combinational and if we add a pipeline
for that, it increases the latency of the processor-memory communication
which limits the architecture performance in the favorable mode when
there is no delay variation.

(iii) Another technique is simply breaking the path and putting one
stage of the pipeline on it. As mentioned before, this approach violates the
main property of the architecture which is having single-cycle latency and
limits the performance when there is no delay variation.

All the above techniques have performance penalty even if there is no
variation; but, we need a solution that imposes speed overhead only if
a failure happens in the timing of the processor-memory communication.
We propose a new approachwhich is based on the reconfigurable pipeline.

We add a reconfigurable module on the path so that it can compensate
the effect of the delay variation by inserting one cycle of the latency on
the request or response transaction relaxing the timing constraints. This
module does not increase the latency in the normal mode (without delay
variation) and the read/write operation is completed in one cycle which
is the main property of the architecture. Our reliable architecture for one
processor is shown in Figure 7.4.

The reconfigurable pipeline is inserted in the middle of the combina-
tional path i.e. between memory controller and the network. Every Pro-
cessor has one delay fault tester which can detect failures in the read/write
operation. Detection is performed off-line as described later.

If the tester does not find any timing error, it sends a no-error signal to
the reconfigurable pipeline. This module reconfigures itself in such away
that the processor-memory path becomes fully combinational by selecting
the second input of the Multiplexer (Figure 7.4 ); in this mode the Flip-
flops are out of the path.

If variation happens and the tester finds an error, it asserts the related
signal and the controllable pipeline switches to use Flipflop in the path
by appropriate signaling with both memory controller and the network.
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Figure 7.4: Request and response paths with variability-compensation
modules.
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Therefore, an extra cycle of latency is added to the read/write transaction.
Figure 7.5 shows the timing diagram of the request path in the presence of
delay variations (Flip-flops are in the path).

We should note two important facts:
(i) since the detectionmechanism is offline and it is initiated at the start-

up of the system, the control signals going from the testers to reconfig-
urable pipelines change only at the start-up. Therefore, the reconfigura-
tion phase is also offline and we do not have any concern about switching
between two modes (with or without pipeline) when the design is opera-
tional.

(ii) Because both detection and reconfiguration steps are offline, our ap-
proach is not suitable for dynamic delay variations due to the temperature
changes or Vcc droops where the delay of the circuit changes dynamically
when the system is working. Techniques which are based on Error Detec-
tion Sequential are very useful to mitigate these variations. Our approach
is best suited for static delay variations due to aging, random variations
such as doping related variations, variation in transistor threshold volt-
age caused by density variations of impurities in the transistor material,
and systematic variations such as exposure pattern variation in lithogra-
phy process or silicon surface flatness variations in the CMP (Chemical
Mechanical Planarization).

7.3.1 Detection Mechanism

To detect the timing failure in the read/write operation we propose an of-
fline technique which is based on functional test pattern generation and
diagnosis. Similar techniques have been proposed in the literature to de-
tect manufacture failures in the chip after fabrication [100, 123].

We use a tester module which is responsible to send the test patterns
and to verify them. This module implements two similar state machines
which generate data and address for the write and read transactions and
verify the incoming data from memories. We have only one tester which
is replicated for all processors. It gets the ID of the processor as an input.

The complete test is performed during M phases where M is the num-
ber of memory banks. During each phase all testers write the test pattern
to the same bank but at different locations and then read and verify them.
Testers get the phase number as an input and based on that generate the
write/read address. The related phases for 16 processors and 32 memory
banks are shown in Figure 7.6.

The test pattern (data and address) is chosen so that it can detect the
timing failure in the read/write operation. The test patterns contain two
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Figure 7.5: Detail timing of request path from processor to TCDM when
there is variation (2 cycles latency).

Figure 7.6: Test phases for 16 processors and 32 memories.
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consecutive writes and two consecutive reads. The first data that is writ-
ten is All-zero and the second data is 01010....01. The data are written at
addresses ID and ID+1 in the Memory bank I where ID is the identifier
of the processor and I is the number of the testing phase.

Since at each phase of the test all processors write/read to the same
bank, the maximum contention occurs in the interconnection network and
therefore all the arbitration paths as well as routing paths from all proces-
sors to Bank I (in Phase I) are tested.

Tester writes data to the specified locations of each bank and then reads
the same locations. If it reads the wrong data, it means one of the write or
read operations or both do not work correctly and tester generates an error
signal and reconfigurable module is switched to the pipeline mode. After
that we perform one extra test to see if after using the pipeline in the path
the test is passed or not. If the test is not passed for the second time, we
consider the related processor as faulty.

7.4

Experimental Results

In this section, we discuss the experimental results for the resilient Mega-
Leon architecture in terms of delay, power, area and the latency. We quan-
tify the cost of adding variation-tolerant modules into the original design.
To get these results, we synthesized the whole architecture including 16
processors, and the interconnection network on a general purpose 65nm
commercial technology library [180]. 32 memory banks of 8 KBytes (256
KB in total) are also obtained from the same technology library. Using RTL
simulation and the compiler tool-chain of the SPARC-V8, we ran different
application benchmarks (C program) on our multi-core architecture to an-
alyze the effect of the compensation approach on the performance of the
applications.

7.4.1 Design Flow of Resilient Architecture

To obtain the maximum frequency at which our Multi-core architecture
can operate we use the advanced design and synthesis flow desribed in the
previous section. Using this flow we could find the maximum frequency
at which the design operates. That frequency for our architecture which
includes 16 processors, logarithmic network and 32 memory banks (each
8KB) was 250 MhZ (critical path=4ns).
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To compare our approach with the guard-banding technique where the
design is synthesized with a very conservative margin, we performed the
synthesis on the same library but at theworst-case corner (1.1V and 125◦C)
and with the same timing constraints. Table 7.1 shows the related results.

Table 7.1: Synthesis results of nominal and worst-case corners
Multi-Vth Critical Path Area Leakage power

ns mm2 mW

Nominal X 4 3.993 2.8565

Worst-case X 4.75 4.078 3.4434

Worst Case - 19% 3% 21%

overhead

As seen in Table 7.1, by synthesizing at the worst-case corner, which
contains slower cells, the critical path increases by 19%. This critical path
was the best timing that we could get using the worst-case corner. The
leakage power increases by 21% because the synthesis tool uses more low-
Vth cells (which are more leaky) to meet the timing. The area increases by
3% because of using larger cells to meet the timing constraints.

After carefully reviewing the timing paths of the design, as it was ex-
pected, we found that the most critical paths are between processors and
the TCDM. They start form the Integer Unit (IU) of the processors, travers-
ing thememory controllers and interconnection network and ending at the
memory banks. We also found that the delay of the paths whose sources
and targets are inside the processors is almost 2/3 of that of the critical
path (PC to TCDM). Therefore, if any variation occurs, those paths that
are inside the processors have reasonable margins to tolerate it. Thus, we
have to take care of the paths between processors and memories.

To do so and to apply our variation-tolerant approach, we had to find
a suitable location on the critical path to insert the reconfigurable pipeline.
By carefully investigating all critical paths (processors to memories) of the
whole architecture, we figured out that the best position is exactly before
the interconnection network and after the memory controller. That loca-
tion was about 2.1ns away from the beginning of the request path and
1.5ns from the end of it. It was 2.6ns away from the beginning of the
response path and 1.1ns from the end of it. We put our reconfigurable
pipeline exactly before the network. Putting the pipeline at this location
creates a large margin for the delay variation and enables us to compen-
sate a degradation of 90% ((4 − 2.1)/2.1) on the request path and 55%
((4− 2.6)/2.6) on the response path. In other words, if the variation causes
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that the delays of the request and response paths increase by 90% and 55%,
respectively, we are still able to compensate it by switching to the pipeline
mode.

To realize the range of the variation that can occur on the design, we
performed worst-case timing analysis on the design synthesized at nom-
inal corner. We calculated the delay of the request and response paths
in both corners. Table 7.2 shows the results. Note that, for these results
the design is synthesized at the nominal corner but the timing analysis is
performed at both nominal and worst-case corners. It is shown that the
maximum variations on the request and response paths are 66% and 30%
respectively. Therefore, our approach can compensate the delay variations
of both request and response paths if the design is in the worst-case mode.

Based on the results of Tables 7.1 and 7.2, if we synthesize our design at
the nominal corner we would get a reasonable speed without a huge syn-
thesis effort and power and area overhead. Then at the run-time we can
re-adjust the design by adding the pipeline stage if we are in the worst case
condition. Since the worst case is very rare, this will impact only very few
chips. Moreover, although using the pipeline mode in the presence of the
variation increases the latency of read and write transactions, it does not
change the working frequency of the whole architecture and processors
are still running at the full speed.

Table 7.2: Timing analysis of different paths on design synthesized at nom-
inal corner

Nominal corner Worst-case corner Variation

Path delay (ns) delay (ns) %

PC-Network 2.10 3.5 66%

Network-TCDM 1.57 2.4 52%

TCDM-Network 2.6 3.38 30%

Network-PC 1.1 1.3 18%

7.4.2 Hardware and timing overhead

Our approach requires a few hardware modules including the tester and
the reconfigurable pipeline to be added to the original design. These addi-
tional blocks are per processor. Therefore, we have 16 tester and pipeline
modules for the whole system. We also need one global controller which
controls the flow of the testing and synchronizes different test phases. Ta-
ble 7.3 shows the hardware overhead of these modules.
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Table 7.3: Area overhead of our resilient architecture
Module Area Overhead on Overhead on

um2 one processor Mega-leon

Tester 2250 2% 0.8%

Reconfigurable pipeline 1200 1% 0.5%

Global controller 957 - 0.01%

All 4407 - 1.3%

As can be seen in this table, the total area overhead of our approach on
the whole Mega-Leon architecture is less than 2% which is very small for
our resilient architecture.

The reconfigurable pipeline adds one Multiplexer on the critical path
and it may increase the delay even if there is no variation. We calculated
this additional delay and it was around 20ps (0.5% of the critical path
(4ns)). This small additional delay had no effect on the target frequency
since the synthesis tool was able to optimize it.

7.4.3 Testing time

As mentioned before, each test sequence contains two writes and two
reads. All processors perform at-least one test sequence during each
phase. If the first test sequence fails then the related reconfigurable
pipeline is switched to use the extra stage and another test sequence is
initiated. Therefore, each processor performs a maximum of two test se-
quences in each phase. During each phase, the first test sequence takes 4
clock cycles in the tester, and 4 cycles in the processor to memory com-
munication (8 cycles in total). The second test sequence (if the first one
fails) takes 4 more cycles (12 cycles) due to having pipeline in the path.
Therefore, each processor needs a maximum of 20 clock cycles for each
test phase. Since during each phase all processors communicate with the
same bank of the memory, maximum congestion happens in the intercon-
nection network. In the worst case processors can get grant sequentially.
Therefore, each phase of the test takes 320 clock cycles (16 ∗ 20). Since we
have 32 different phases the testing procedure requires 32 ∗ 320 = 10240
clock cycles. We consider some other cycles for synchronization between
different phases. At the worst-case we need 11000 clock cycles for the test-
ing procedure to be finished. With a clock period of 4ns, the complete
detection process takes 44µs. We should again note that, the testing proce-
dure is performed offline and during start-up of the system.
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7.4.4 RTL simulation and performance analysis

As described, our speed adaptation technique increases the latency of read
and write operations. This may slow-down the applications running on
the processors. The amount of the slow-down depends on the type of the
application. If the application is ALU-dominated and has a few transac-
tions with the memory then the slow-down is very small. However, if the
program is memory-dominated and has a lot of load and store instruc-
tions, the slow-down is higher.

To evaluate the effect of our approach on the application’s run-time, we
created some benchmark programs with the help of SPARC-V8 tool-chain.
These programs are written so that they can cover a range of applications
from very ALU-dominated to verymemory-dominated. For accurate eval-
uation, we did not use any high level simulation, but we used the real RTL
model with a commercial RTL simulator.

Figure 7.7 shows the results of our speed adaptation approach on four
benchmarks. The curves in the figure show the completion time of each
program. X axis is the number of processors for which our speed adapta-
tion technique is applied.

As can be seen, for an application like Fibonacci that is ALU-dominated
the overhead of our approach on the run-time is almost negligible. For
memory dominated applications like Matrix Multiplication and Trans-
pose, if variation occurs on up-to four processor-memory paths, the over-
head is very small (less than 10%). If the variation occurs on more than 8
paths, the overhead is from 20% to 50% for memory dominated programs.
Even this overhead is reasonable since the working frequency of the de-
sign does not change and we are able to run the whole system under the
original frequency even in the presence of the variation.

7.5

Summary

In this chapter, a reliable and variation-tolerant architecture for shared-L1
processor clusters is proposed. The architecture uses a single-cycle mesh
of tree as the interconnection network between processors and a unified
Tightly Coupled DataMemory (TCDM). The proposed technique is able to
compensate the effect of process variation on processor to memory paths.
By adding one stage of controllable pipeline on the processor to mem-
ory paths we are able to switch between two modes: with and without

February 28, 2012 Mohammad Reza Kakoee 150



151 7.5: Summary

Figure 7.7: Performance overhead due to the speed adaptation on 4 bench-
mark programs.
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pipeline. If there is no variation, the processor to memory path is fully
combination and we have single-cycle read and write operations. If the
variation occurs, the controllable pipeline is switched to pipeline mode
and by increasing the latency of the read/write operation we mitigate the
effect of the variations. We also propose a configuration-time approach
to conditionally add the extra pipeline state based on detection of timing-
critical paths.

In the next chapter we direct attention on the energy efficiency of MP-
SoCs. We will propose a robust design methodology which is suitable for
ultra-low power SoCs working at near-threshold region.
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CHAPTER 8

Robust Ultra-low Power MPSoCs
Using Near-Threshold Computing

This chapter1 describes a dual-Vdd technique for NT operation which can
be used to fine tune the performance of a circuit by selectively powering
up the timing critical gates in the design at a slightly higher supply volt-
age than the rest of the circuit while minimizing the total power of the
circuit. This technique is very efficient to reduce the power consumption
of the interconnection network described in Chapter 6 on page 119 if we
need to speed-up the circuit to compensate the effect of variation. Since
the Logarithmic network is single-cycle and fully combinational it is very
sensitive to variation and this technique can boost the performance with
a low power overhead. This is an orthogonal way of compensating vari-
ability at the post-fabrication. It is an alternative strategy with respect to
the design techniques proposed in the previous chapters.

8.1

Motivation and Key Challenges

Power has become the primary design constraint for a large set of SoCs
ranging frommobile phones, PDAs andMP3 Players to sensor nodes. The
need to design at ever-higher energy efficiency has triggered a number
of research efforts to explore the minimum energy point (MEP) opera-
tion, which is reached in the sub-threshold region for CMOS circuits [181]

1The author would like to acknowledge contributions by Dr. Ashoka Visweswara
Sathanur, Antonio Pullini, Prof. Jos Huisken, and Prof. Luca Benini.
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[182]. A whole class of applications and designs that can make use of sub-
threshold operation have been demonstrated in the literature [183] [184]
[185] [186]. However, due to very low performance, low functional yield
and very high performance/energy variability [187], sub-threshold logic
applications in commercial products have been limited. Efforts are being
made to find the supply voltage “sweet spot” suitable for a wide range of
applications with significant performance and robustness requirements.
Hence, the traditional quest for minimum energy point operation has
paved way to minimum power/energy operation with a given perfor-
mance [188] as the general methodology to design ultra low power cir-
cuits.

In this context, near-threshold operation, where Vdd ≥ Vth, but only
slightly so, is more robust to process variability and achieves higher func-
tional yield as compared to the sub-threshold operation. Recent works
[189] [190] and [188] have shown that Near-Threshold Computing (NTC)
has much higher impact across a wider variety of applications with mod-
erate performance requirements and hence looks very promising for fu-
ture energy-efficient integrated circuit design. Near-threshold operation
can also be used in highly complex systems. For instance, in [191] and
[192] the authors propose a chip multiprocessor architecture consisting of
several cores operating at near-threshold clustered together with a shared,
faster L1 cache. Authors in [193] have exploited data parallelism and
demonstrated the application of sub/near threshold design to achieve ul-
tra low energy JPEG co-processor. Other works have demonstrated novel
logic styles for NTC. Authors in [188] have analyzed MOS operation in
near-threshold regime and have provided compact models for current,
delay and energy. In [194], authors propose energy-performance tunable
logic using pseudo-static logic style circuits and applying skewed sup-
ply voltages to the logic gates. They demonstrate 65% lower energy and
2× higher energy-performance tuning range as compared to conventional
static circuits.

The rationale of NTC is that the energy curve is quite flat around the
MEP [188] [190] and hence a substantial performance boost can be ob-
tained by moving from the MEP to the near-threshold region without a
major loss in energy. To put this statement in quantitative terms, the en-
ergy and performance curves for a 51-stage ring oscillator in a commercial
90nm technology are plotted as a function of the supply voltage in Fig-
ure 8.1 on the next page. We normalized the energy with respect to the
energy at MEP while the delays were normalized with respect to Vdd =
1.2V. As we see from the figure, by sacrificing a maximum of 3× in energy,
one can achieve up-to 40× improvement in performance over the MEP
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point.

Figure 8.1: Energy-Delay trade off for a chain of 51 inverters in 90nm Tech-
nology.

NTCs come however with distinctive challenges, namely: limited per-
formance, significant variation and increased functional failure [190]. As
shown in Figure 8.1, normalized delay increases from 0.12 to 1.25 when
operating at 400mV with respect to 1.1V leading to an operation perfor-
mance loss of around 10×; in addition, total performance uncertainty is
increased by 20× due to the compound effect of increased threshold volt-
age and supply noise sensitivity. Functional failures due to storage ele-
ments (memory cells, latches and flip-flops) are also orders of magnitude
more likely, due to weaker drive of cross-coupled inverters used as the ba-
sic bit-storage element. Finally, leakage power in idle state becomes much
larger relatively to the greatly reduced dynamic power consumptions of
NTCs. This problem can be tackled by post-silicon supply voltage calibra-
tion. We observed that the rate of performance changewith supply voltage
(δtd/δV ) is very high in near threshold regime. As shown in Figure 8.1, a
200mV change in supply voltage from 0.3V to 0.5V causes roughly 30×
change in performance. Hence, a desired performance level can in princi-
ple be recovered by precise calibration of supply voltage. Unfortunately,
this approach suffers from two main shortcomings, which are addressed
in the present work. First, if we raise the voltage supply for an entire de-
sign we pay a significant power price, as we speed-up not only the critical
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paths, but also a very large number of gates on paths which are not critical
and which may still be powered at a lower supply voltage without violat-
ing speed constraints. Secondly, off-chip (and even more on-chip) voltage
regulators cannot achieve arbitrarily fine resolution if one needs very high
efficiency, low noise and low cost [195] [196] [197]. In general, only a lim-
ited set of supply voltage settings are available, and we need to sacrifice
energy efficiency by powering a circuit at the lowest available supply volt-
age which meets performance requirements. Note that in the NT region
even a mismatch of 50mV leads to significant energy efficiency loss.

In this chapter, we propose a dual-Vdd technique for NT operation and
show that our technique can be used to fine tune the performance of a cir-
cuit by selectively powering up the timing critical gates in the design at a
slightly higher supply voltage than the rest of the circuit while minimiz-
ing the total power of the circuit. The key contribution of this chapter is
to acknowledge that in NT a small voltage supply increase leads very sig-
nificant speedup and hence the two Vdds needed can be only 50 to 100 mV
apart. For such a small voltage difference, the static power at the inter-
face between low-voltage and high-voltage supply gates is not extremely
large. If we properly select the sub-set of gates to be powered up at a
higher voltage, we achieve a significant speedup at an affordable power
cost, which is often significantly smaller than what would have to be paid
to power up the entire circuit at a higher voltage. To limit the extra cost of
dual voltage distribution, we apply our dual-Vdd assignment at the level
of entire rows in the layout. Our results demonstrate that this row volt-
age assignment granularity leads to significant advantages even for small
circuits (with balanced aspect ratio layouts), while the extra area cost for
multiple Vdd distribution is negligible.

Note that, our approach is a post-fabrication speedup technique, i.e.
we would like the design to meet the target at low power and working at
a specified voltage (VddL), and then be able to get the timing even in case
of degradation due to process variation after fabrication with a minimum
power overhead. This will be achieved by powering up the critical rows.
An alternative approach would be having a design that exceeds the target
(i.e. an overdesign) and can be powered down to meet precisely the target.
However, unfortunately to exceed the target, we would need to put larger
drives, buffers, etc. leading to a power overhead which is hard to recover
by powering down rows.

We should note that our technique is not an alternative to power gat-
ing or multi-Vt, but they can be used together. In other words, our
fine-grained dual-Vdd is complementary toMulti-threshold CMOS (MTC-
MOS), as it can be applied as post-silicon speed-up technique even with
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designs with multiple threshold voltages.
We propose a novel linear-time heuristic algorithm for dual-Vdd row

assignment, and we fully integrate it in a commercial synthesis and back-
end flow. Hence, our results are validated at the level of post-layout cir-
cuit simulation. Although performance is not critical for designs working
in near-threshold region, having the circuit working at target frequency is
essential. This might not be achieved after fabrication due to process vari-
ation. Here, performance boost is needed but with minimum power over-
head especially for near-threshold designs. Therefore, we evaluate our
approach using these two metrics: performance improvement and power
overhead.

8.2

Related work

M. Wong et.al in [198, 199, 200] proposed an algorithm for voltage island
grouping based on the physical proximity of the critical cells in a post-
placement voltage assignment for Multi-Vdd design. Multi-Vdd is an
effective and well-known method to reduce both dynamic and leakage
power [201, 202]. It assigns high-Vdd to timing critical cells while low-
Vdd is assigned to non-critical cells, so that power can be saved without
degrading the overall circuit performance. In all the techniques proposed
in the literature, level shifters need to be inserted at the boundaries be-
tween low-Vdd and high-Vdd, causing extra penalty in area, delay and
power [203]. Moreover, these techniques perform voltage assignment at
either gate-level or block-level. Dual-Vdd operation is extremely interest-
ing in near-threshold, because a relatively small Vdd increase brings very
significant speedup and for moderate Vdd differences the level shifters
can be omitted. On the other hand, extreme care should be taken to mini-
mize static power increase at the interface between low-Vdd and high-Vdd
regions.

Recently, authors in [147] have presented a methodology to mitigate
within-die process variation using centralized supply voltage and local
body bias compensation approach. In their work, the authors propose to
partition the chip into multiple regions with localized sensors which drive
the body bias controller to set the appropriate bias voltages to compensate
for frequency shift induced by within-die process variation. However the
granularity level is still at the block level which leads to a higher leakage
power due to compensation.
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Multi-threshold CMOS (MTCMOS) utilizes transistors with multiple
threshold voltages (Vth) to optimize delay or power [204, 205]. Lower
threshold voltage devices are used on critical delay paths to achieve higher
performance and higher threshold voltage devices are used on non-critical
paths to reduce static leakage power without incurring a delay penalty.
Unfortunately, we can not use MTCMOS for post-silicon tuning since the
cells and their Vth are fixed at design time. Multi-Vth can be used as a
low-power design technique together with our fine-grained dual-Vdd for
post-silicon tuning in case of any delay variation and performance degra-
dation. In other words, our fine-grained dual-Vdd is complementary to
MTCMOS, as it can be applied as post-silicon speed-up technique even
with designs with multiple threshold voltages. Moreover, there is the ob-
vious benefit that if there is no timing variability, dual-Vdd does not have
any overhead, but MTCMOS would still have its leakage penalty.

8.3

Row-based dual-Vdd Layout

In this section, we show how we have implemented dual-Vdd on a tradi-
tional standard cell based layout style.

Figure 8.2 shows a view of the post-silicon compensation using our
dual-Vdd technique. As can be seen, when there is no need for com-
pensation both VddH and VddL are connected to Vdd1 and the design works
normally. However, to increase the performance of the design in case of
any degradation due to variability, VddH will be connected to Vdd2 which is
slightly higher than Vdd1.

Figure 8.2: Post-silicon compensation using our dual-Vdd technique.

Applying different supply voltages at a single-cell level makes the
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power planning at the physical level extremely challenging. Therefore,
we used row-based style to implement our dual-Vdd approach, as it is
much easier to provide different voltages to each row of the placed design
than giving different voltages to each cell separately. Moreover, having
2 Vdd rails instead of one is a quite straightforward task, and we do not
need to modify any rule in the power grid creation since there is enough
space available between 2 adjacent power stripes. Thus, we implemented
our dual-Vdd allocation algorithm on the standard cell based designs with
row-level granularity. Dual-Vdd cab be applied at a higher-level of ab-
straction, for instance at the block level. However, the higher the abstrac-
tion level, the more power overhead. We selected row-basedmethodology
as it is a middle-ground between cell-level and block-level approaches and
it is easy to implement using standard design flow.

Figure 8.3 on the next page shows an abstract view of the layout with
dual-Vdd. In this figure, cells in Row1 are critical and therefore Row1 is
connected to VddH , and other rows are connected to VddL. As can be seen,
we incur a very small overhead on the height of floorplan due to well
separation required when adjacent rows (Row1 and Row2 ) in the design
are assigned to different supply voltages. However, we do not need any
well separation on each row, since all the adjacent gates on a row receive
the same voltage. For all our experiments the overhead on floorplan due
to row separation was less than 5%.

As commonly done in the design practice, we reserve metal layers to
run the power networks. The extra utilization of these may now make it
a little harder to get through-vias down to the cells for signal routing due
to the extra voltage. In experimental results we show that the overhead
of our dual-Vdd technique on the routing congestion and runtime is very
low, especially for large designs.

8.4

Assessing the Interface Cost

Our technique is based on dual-Vdd approach where given a supply volt-
age VddL at which a circuit is operating, we find a sub-set of timing-critical
gates for which we rise the supply voltage by δV . We use VddL as lower
supply voltage and VddL + δV = VddH as the higher supply voltage. Since
these supply voltages are not more than 100mV apart, we do not use any
voltage level shifters at the interface of VddL-VddH domains. This is a key
point, as level shifters impose severe area, timing and power overhead if
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Figure 8.3: An abstract view of a portion of the standard cell layout with
dual-Vdd.

applied at a fine granularity, and they should be used only for very coarse-
grained multi-Vdd design [206].

We apply our technique on standard cell based designs. Each standard
cell row of a design can be powered either by VddH or VddL. Initially the
circuit is synthesized for a given performance at VddL. Depending on the
percentage of post-fabrication performance boost potential desired, one
can then apply the algorithm proposed in Section 8.6 on page 164 to select
timing critical rows which can be powered up at VddH , while minimizing
the total power consumption of the circuit, by accounting for the power
cost at the VddL to VddH interfaces that are created when we select a sub-
set of rows to be powered up. The performance degradation can be de-
tected using detection sensors and monitoring circuits. Several works in
the literature have been targeted this issue. Interested readers may refer to
[210, 211, 212, 213] for more details.

Let us denote a cell powered at VddH and driven by VddL as celllh. In
this case, the interface cell (celllh) is powered at VddH while its input is
coming from VddL domain. Therefore, when the input is ’1’ i.e. (VddL) the
NMOS is ON while the PMOS is not completely off since the Vgs of that
PMOS is (δV = VddH−VddL) instead of zero and therefore leakage increases
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exponentially. It also reduces the drive strength of the NMOS pull down
transistors in celllh increasing the fall delay of those cells. To minimize this
leakage and delay effects, one has to minimize the number of celllh cells in
the design.

Figure 8.4: 4-input NAND and 4-input NOR back to back configuration.

In addition to the interface power and speed cost, another key chal-
lenge is functional yield. As discussed in [207], the shape of the Static
Noise Margin (SNM) of a logic gate is important for signal regeneration
and thus is a key indicator of the gate’s functionality. In contrast to the
above-threshold regime, Ion/Ioff in near/sub-threshold regime is much
lower and as a consequence gates will have lower SNM. Even though op-
erating in near-threshold region improves the Ion/Ioff considerably with
respect to sub-threshold, when dual-Vdd technique we propose in this
work is applied, the SNM of celllh gets severely degraded and in some
cases might lead to functional failure of the cell. To analyze this, we con-
sider the worst-case possibility of this happening by considering NOR and
NAND gates connected back-to-back, as described in [187]. As most li-
braries allow a maximum of four-transistor stacks, we consider four input
NAND (NAND4) and NOR (NOR4) gates. Worst-case dual-Vdd connec-
tion occurs when NAND4 is power by VddH and NOR4 is powered by VddL

as shown in the Figure 8.4. This results in a worst-case connection due
to parallel leaking PMOS in NAND4 having much higher leakage and re-
duced ON current when the input is at VddL thus increasing the possibility
of its failure. We also consider process variability to fully evaluate the
functional correctness of this setup. We chose five process corners typi-
cally used for characterization, namely TT, FF, SS, FS and SF. where ’T’
stands for typical, ’S’ stands for slow and ’F’ stands for fast. Then each pair
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indicates the corner for PMOS and NMOS respectively. With this setup,
we varied VddL from Vth to 0.5V and δV from 50mV to 200mV. We found
that VddL = 0.3V and δV of 100mV are the minimum VddL and maximum
δV required for correct functional operation.

8.5

Optimal dual-Vdd allocation algorithm

We first cast the dual-Vdd allocation problem into an ILP to find the opti-
mal clusters with their respective voltages. Then, we propose a two-pass
linear time heuristic to solve the problem. The dual-Vdd allocation prob-
lem can be defined as follows. Given a placed design with a set of rows, par-
tition the design into C (C = 2) clusters (sub-sets of rows), each with its own
voltage such that the overall timing of the design is met while minimizing the
leakage power.

We cast this problem into an ILP where the objective function is to min-
imize the total leakage power one has to spend in order to speed up the
design and hence obey the timing constraints. The design is partitioned
into C (C = 2) clusters to achieve this goal. The set partitioning problem
can be stated as the following ILP:

Minimize

N
∑

i=1

P
∑

j=1

xi,j ∗ Li,j (8.1)

Subject to

N
∑

i=1

P
∑

j=1

ai,j,k · xi,j ≤ bk, for k ∈ Π (8.2)

P
∑

j=1

xi,j = 1, for i ∈ {1, . . . , N} (8.3)

∑N
i=1

xi,j ≤ F ∗ yj, for j ∈ {1, . . . , P}

∑P
j=1

yj ≤ C







(8.4)

xi,j, yj = {0 or 1}, for i ∈ {1, . . . , N} , j ∈ {1, . . . , P} (8.5)
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The problem is expressed in terms of the binary variables xi,j , where
xi,j = 1 indicates that row i is assigned to voltage j. Equation 8.1 is the
objective function, which expresses the minimization of the total power in
the design, where Li,j is the power of row i when it is assigned to voltage
j, P is the number of voltages (for our case: P = 2) and N is the number
of rows. The constraint of Equation 8.2 expresses the timing constraints
relative to the critical path set Π. The value ai,j,k denotes the reduction
in path delay of a path k ∈ Π, where Π is the set of critical paths, when
VddH = vj is applied to the row i. This is calculated by first determining
the gates in the row i that are on the path k and with a supply voltage of
vj and then summing up the reduction in delay of those gates. This can
be done as follows. Let Qi,k be the number of cells on row i and on path
k ∈ Π, and dl, l ∈ {1, . . . , Qi,k} the delays of these gates. When applying a
higher supply voltage to row i with a VddH of vj , the delay of these gates

will reduce by a quantity δl, l ∈ {1, . . . , Qi,k}. Then, ai,j,k =
∑Qi,k

l=1
δl. Note

that there are P different voltages leading to P such coefficients for each
row and for each path.

The right hand side of the constraint bk for k ∈ {1, . . . ,M} indicates
the speed-up required for each path k in the critical path set Π, where M
is the size of Π. This value is computed as bk = Dcrit − (pk ∗ (1 + β)) for
k = {1, . . . ,M}; where Dcrit is the critical delay, pk is the delay of path k
and β is the speed-up factor. Note that there are as many constraints (M )
as the number of paths in the critical path setΠ. The constraint of Equation
8.3 says that a row can belong to only one cluster (one supply voltage), out
of the possible P different clusters.

Equation 8.4 defines the constraints for which only C or less clusters
or supply voltages are allowed out of P possible values. This is done by
introducing auxiliary variables [208] in the formulation. We introduce P
such variables yjs, each for one cluster. Note here that F is a very large
number. The first inequality in this group (4) denotes that several rows
could be assigned to a same cluster, and the second inequality shows that
the number of possible clusters should be less than or equal to C which is
defined by the designer. For example, if there are 4 different voltage values
(P=4) but the designer would like to have only two different clusters, then
C should be defined as 2 ( 2 out of 4). Finally, Equation 8.5 defines the
bounds for xi,j and yj variables, which are binary variables.

8.6
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Heuristic dual-Vdd row assignment

In addition to the ILP formulation, we propose a linear-time heuristic
which solves the allocation problem in a greedy way. Here, we define the
dual-Vdd allocation problem like that of the previous section. The heuris-
tic algorithm has two main phases which are shown in Algorithm 1 on the
facing page and Algorithm 2 on page 167, respectively. In the first phase,
we prioritize rows based on their time criticality. There are rows in the
design which have gates in the non-critical paths and hence can tolerate a
lower supply voltage resulting in reduction of the power. The first phase
begins with calculating the timing criticality co-efficient for each row. We
compute this factor as follows. For any given designM , and any speed-up
factor of X% (we define speed-up as the reduction percentage in the crit-
ical path delay), if D is the delay of the critical path in M , the delay after
speed-up must be less than Ds = D ∗ (1−X%). Therefore, all paths in de-
sign M whose delays are more than Ds have to be boosted. Let CritPath
be a set containing all these critical paths (steps 3-9), and Ni,k be the num-
ber of cells on row i and on path k. Then, the timing criticality co-efficient
(TC) of row i is calculated as follows (steps 10-21):

TCi =
∑

kǫCritPath

Delayk ·Ni,k (8.6)

where Delayk is the delay of path k.
After calculating timing criticality coefficients for all the rows, we per-

form row ranking based on these coefficients in decreasing order (steps
22-23) and go to the second phase of the algorithm. At the beginning of
Phase 2, all rows are connected to the same supply voltage which is the
nominal and original voltage at which the design is already synthesized;
we name this voltage VddL. The aim of the second phase is to find a subset
of rows, RV ddH , and a corresponding supply voltage value, VddH , so that
we can decrease the critical path delay of the design to Ds with minimum
power overhead after powering up all the rows in RV ddH to VddH .

Two constraints are given to this phase of the algorithm. First, as
described in Section 8.4 on page 159, to achieve a reasonable leakage
power overhead at the interface of VddL and VddH and to have the cor-
rect functionality, the difference between VddL and VddH must be less than
100mV (δV < 100mV ). The second constraint is the step value on which
we sweep all the voltages from VddL to VddL + δV . We set this value to
50mV as it is a reasonable resolution voltage that can be produced effi-
ciently using on-chip DC-DC converters [197]. Based on the first and sec-
ond constraints, we have two possible values for VddH which are (line 1):
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Algorithm 1 Phase 1 of the dual-Vdd algorithm.

1: { //R=Rows; X=Speed-up;} { P = Timing Paths; D=Critical delay}
2: PhaseOne(R,X,P,D)
3: Ds=D*(1-X);
4: CritPath={};
5: for all path in P do
6: if delay(path) > Ds then
7: add path to CritPath;
8: end if
9: end for

10: for all row in R do
11: TC(row)=0; {t}iming criticality co-efficient
12: for all path in CritPath do
13: Sum=0
14: for all cell in row do
15: if cell exist in path then
16: Sum=Sum+1
17: end if
18: end for
19: TC(row)= TC(row)+Sum*delay(path)
20: end for
21: end for
22: SR=Sort(R,TC,decreasing);
23: return SR

VddHs = {VddL + 50mV, VddL + 100mV }. However, our algorithm is able to
solve the dual-Vdd allocation problem for any δV and step value which
are given as constraints.

We calculate the power and delay of the design for all voltage values
in VddHs. The goal behind this is that we want to see what the maximum
speed-up achievable by the dual-Vdd technique is. Actually, the maxi-
mum speed-up is obtained when we put all rows to the VddH instead of
VddL. We keep the related power together with the critical path delay of
each voltage in VddHs. To do that, for each VddH in VddHs we power up all
rows to VddH and compute the power and critical path delay and save the
values (MaxPowers, MinDelays: steps 3-12). Then, we put back all rows
to the original voltage i.e. VddL (step 13).

In the last step of Phase 2, we find a set of rows which need to be pow-
ered up and the related VddH , as well. To carry out this, we iterate through
the voltages in VddHs. For each VddH value in the VddHs, we first check if the
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desired delay (Ds) is achievable using the current VddH . This can be eas-
ily preformed by comparing Ds with the related value in MinDelays list
(step 19). If the speed-up is achievable by the current voltage of VddHs, we
fix VddH (step 20) and go to find corresponding rows. Actually, VddH is the
lowest Vdd from the VddHs list that satisfy the timing constraints considering
the speed-up factor.

As our goal is to boost the design critical path with the minimum
power overhead, the best heuristic way is to put the most critical rows
at higher supply voltage, first. Therefore, we iterate through the rows in
the sorted rows list (SR) from the most critical row to the least critical one
(steps 21-29). At each iteration we put the current row at the higher supply
voltage (VddH) and add it to the related list which stores the rows at high
Vdd (step 23). Then, we check the timing. If we meet the speed-up, we have
found the solution and return the VddH and the related row list, R V ddH
(steps 25-28 ); otherwise we continue to the next row until we meet the
desired speed-up and find a solution.

In the algorithm, we can define a Max-Power threshold and for each
given speed-up, after assigning each row to VddH we check the power and
if we violate the Max-Power constraint we assign the row back to VddL and
generates warning that the current speed-up leads to Max-Power viola-
tion.

The computational cost of the heuristic algorithm is Cost =
Max(Cphase−one, Cphase−two). The complexity of first phase of the algorithm
is O(CP ∗R ∗ C), where CP is the number of timing critical paths (size of
Critpath), R is the number of rows and C is the maximum number of cells
in a row. The cost of second phase of the algorithm is less than the first
phase and is equal to O(2 ∗ R) = O(R). Therefore the overall complexity
of the algorithm is O(CP ∗ R ∗ C) which is linear in the number of rows
and in the number of timing critical paths which depends on the speed-up
value.

8.7

Placement Optimization

Since our methodology is a design time optimization, it can be improved
by re-placing certain cells to reduce costs at interface gates and to re-
duce the number of rows which are assigned to the higher supply voltage.
To perform this, we put a few placement constraints on the critical cells.
These constraints guide the placement tool to place critical cells near each
other and on a few rows. To perform this, before the placement phase we
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Algorithm 2 Phase 2 of the dual-Vdd algorithm.

1: {R=rows; SR=sorted rows from Phase 1}. {X=speed-up; P=timing
paths} {VddL = the base voltage where design is synthesized}

2: Phasetwo(R,SR,X,D,P,VddL)
3: VddHs={VddL+0.050,VddL+0.100};
4: MaxPowers={};
5: MinDelays={};
6: i=0;
7: for all vddh in VddHs do
8: power up all rows(R,vddh)
9: MinDelays[i]=delay(critical path)

10: MaxPowers[i]=total power(design)
11: i++;
12: end for
13: power down all rows(R,VddL);
14: Ds=D*(1-X);
15: i=0;
16: R VddH={};
17: for all vddh in VddHs do
18: Solution found=false;
19: if Ds > MinDelays[i++] then
20: VddH=vddh;
21: for all row in SR do
22: power up row(row, VddH);
23: R VddH=R VddH + row;
24: Dn=delay(critical path);
25: if Dn<Ds then
26: Solution found=true;
27: return (VddH, R VddH );
28: end if
29: end for
30: end if
31: end for
32: return

extract the critical paths and the related cells based on the target speed-up
that we want to achieve with dual-Vdd technique. As seen in Section 8.6
on page 164, the critical paths are those paths whose delays are more than
Ds (see Section 8.6 on page 164). After extracting the critical cells, we put
soft placement guides on those cells and ask the tool to place them near
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Figure 8.5: The flow of our dual-Vdd row assignment methodology.

each other and on a few rows. Note that, these placement constraints are
soft and if the tool cannot meet the timing with them, it ignores them.

Adding placement constraints may have negative effect on the perfor-
mance of the design due to changing the timing-driven placement. How-
ever, we show in the experimental results that this timing overhead is neg-
ligible and the power saving that can be achieved using this technique
overweights it.

As mentioned earlier, our dual-Vdd technique is fully integrated into
the commercial synthesis and back-end flow. Figure 8.5 shows the flow
diagram of our dual-Vdd technique using tools from Synopsys and Ca-
dence.

8.8
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Experimental Results

We applied our dual-Vdd approach to a total of eight designs; 3 of them
are public-domain benchmarks taken from the ISCAS85 suite, while the
remaining 5 are circuit modules belonging to industrial SoCs. Each de-
sign was synthesized and placed using a 90nm general-purpose CMOS
technology library from TSMC. For each of the gates in the library, we
characterized its delay and power for all voltages in the range of [0.4V,
0.45V, 0.5V, 0.55V, 0.6V, 0.65V, 0.7V] using the library characterization tool
from Cadence, ETS. The TSMC90nm CMOS models we used for library
characterization were at standard voltage threshold (SVT) with a thresh-
old voltage of 0.2V.

We synthesize the designs using Synopsys Design Compiler and
placed them using Cadence SoC Encounter. After placement of the design
we dump a set of files which are loaded into Synopsys PrimeTime. We
load the design and the list of rows dumped by Cadence SoC Encounter
into the PrimeTime. The dual-Vdd algorithm is implemented using Prime-
Time scripting. Since our heuristic algorithm is very fast, run-times are
small and are completely dominated by the times spent in synthesis and
P&R in the original flow.

As mentioned before, the main concern in our dual-Vdd approach is
the leakage power at the interface gates, where a gate which has low Vdd

supply voltage drives a gate at higher Vdd. In this situation the leakage
current of the gate at higher Vdd increases because of lower voltage level at
the gate of transistors. Note that, power waste happens only if the input of
the gate is at high logic level i.e. ’1’. This leakage overhead is not modeled
in the standard library format and therefore cannot be computed automat-
ically by PrimeTime. In order to take it into account, we performed SPICE
simulations and calculated the leakage at the interface in the worst case
situation for each cell; then we back annotated the values into the Prime-
Time. For each pair of (VddL, VddH) in the voltage ranges, and for each gate
in the library we performed a SPICE simulation by putting the gate sup-
ply voltage to VddH and its inputs to VddL and computed the leakage. We
subtracted the original leakage of the gate from the calculated leakage and
stored it in a table. The values of the related table are later back-annotated
into the PrimeTime scripting and added to the original power calculated
by the tool. SPICE simulation for all voltages and for all the cells are per-
formed and results are back-annotated into static timing analysis (STA)
tool (PrimeTime). Since analysis is carried out in SPICE for each cell and
each voltage and we exploited the standard and powerful STA provided

169 Mohammad Reza Kakoee February 28, 2012



8.8: Experimental Results 170

by PrimeTime, the values of delay and power during different iterations
of the algorithm are accurate enough for row assignment algorithm.

8.8.1 Dual-Vdd evaluation

Table 8.1: Results of dual-Vdd approach on 8 different benchmarks

Design Gates Rows Total Speed-Up Rows at Leakage at dual-Vdd single-Vdd

Power at VddH in interface power power

VddL dual-Vdd dual-Vdd overhead overhead

[#] [#] [uW] [%] [#] [uW] [%] [%]

Big 3215 72 42.57 5 1 0.1 0.63 28.26
ALU 20 18 3.08 19.31

Simple 78 11 0.96 5 1 0.01 4.22 29.3
ALU 20 3 0.17 27

Multiplier 9185 88 89.08 5 2 0.24 1.54 27.75
16bit 20 18 1.24 8.48

Multiplier 37595 182 393.0 5 2 0.15 0.66 27.74
32bit 20 22 4.22 5.22

switch 54074 273 265.90 5 3 1.39 0.64 28.69
12x12 20 54 25.55 13.65

s13207 3827 87 82.32 5 3 0.86 1.94 28.04
20 12 2.56 6.54

c6288 2199 55 17.16 5 6 0.64 7.58 28.32
20 23 0.91 19.42

s15850 5117 104 46.03 5 3 0.78 2.41 28.46
20 13 2.4 8.47

To evaluate the effectiveness of our dual-Vdd approach, we compared
timing and power results with those of single Vdd while putting the entire
design at the higher Vdd to obtain the desired speed-up. We performed ex-
periments for different speed-ups targets in a range from 4% to 60%. Note
that speed-up is defined is the percentage reduction in the critical path de-
lay and is less than 100%. We synthesized all designs at VddL = 0.4V and
applied the dual-Vdd algorithm on them. Table 8.1 summarized results
for all benchmarks at VddL = 0.4V , VddH = 0.45V and for 2 different speed-
ups (5% and 20%). Results for the complete range of speed-up values are
shown in Figure 8.6 on the next page for four designs.

In Table 8.1, Columns 2 and 3 are the number of gates and rows of each
design. Column 4 is the voltage at which the design is initially synthe-
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Figure 8.6: Results of dual-Vdd technique applied on four benchmark cir-
cuits.

sized. Column 5 denotes the VddH value that dual-Vdd algorithm finds
to achieve the desired speed-up at minimum power cost. As it can be
seen, for up to 20% speed-up the algorithm uses VddH = 0.45V . To achieve
the desired speed-up one can use the VddH = 0.45V as the single voltage
for all cells. However, as shown in Columns 10 and 11, the power over-
head of dual-Vdd approach is always less than that of single VddH in all
three different speed-ups. Column 9 is the leakage power at the interface
gates (VddL-to-VddH) in dual-Vdd approach. It can be seen that this leakage
power is always less than 10% of total power for all the speed-up ranges
and even less than 5% for 6 of the benchmarks.

The results related to the power for 4 of the benchmarks are analyzed
in detail in Figure 8.6. For these experiments, we used two different δV for
the algorithm: 0.050V and 0.100V , corresponding to a high-accuracy volt-
age supply generator (50mV resolution) and to a medium accuracy one
(100mV resolution). The three flat dashed lines in the graphs are powers
related to the single Vdd. The bottom line (Vdd = 0.4V ) is the power of
the circuit when all the cells are powered at Vdd = 0.4V . The middle line
(Vdd = 0.45V ) is the power of the circuit at Vdd = 0.45V and the top line
(Vdd = 0.5V ) is the circuit’s power at Vdd = 0.5V . The arrows and related
values on the middle and top dashed lines show the speed-up percentage
(reduction in delay) of each VddH with respect to the base Vdd i.e 0.4V . For
example, in the plot of S13207 the value of 46% on the top of the arrow
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on the middle dashed line indicates that if we power-up all cells of the
S13207 to Vdd = 0.45V , the critical path delay of the circuit will decrease
by 46% compare to the delay of of the circuit when all cells are powered
at Vdd = 0.4V . As seen, the related delay reduction for this design with
Vdd = 0.5V is 64% compare to that of Vdd = 0.4V . The two solid lines in the
graphs that are not flat (Power 0.4 0.45 and Power 0.4 0.5) are the power of
the circuit whenwe used the dual-Vdd technique. Power 0.4 0.45 is the cir-
cuit’s power in dual-Vdd technique when VddL = 0.4V and VddH = 0.45V
and Power 0.4 0.5 is the power of dual-Vdd technique with VddL = 0.4V
and VddH = 0.5V . As shown in the graphs, the power overhead of dual-
Vdd technique is proportional to the speed-up factor.

As it can be seen in Figure 8.6 on the preceding page, with a δV of
0.050V and for most of the speed-up factors our algorithm can find a dual-
Vdd solution with VddH = 0.45V and VddL = 0.4V . The power of that
solution is less than that of the single high Vdd (middle dashed line). Note
that, the powers shown in the graphs are the total power consisting of
dynamic power, leakage power and the interface leakage power in dual-
Vdd approach.

Figure 8.6 on the previous page shows that in almost all benchmarks
the maximum speed-up achievable by dual-Vdd with VddL = 0.4V and
VddH = 0.45V is around 45%, which is equal to the speed-up that obtained
by powering up all cells to the VddH (arrows on the middle dashed lines). It
can be seen that in almost all benchmarks and for all the speed-up factors
the power of dual-Vdd technique when VddL = 0.4V and VddH = 0.45V
is between the power at VddL(Vdd = 0.4V ) and the power at VddH (Vdd =
0.45V ).

As shown in Figure 8.6 on the preceding page, the voltage of 0.45V
is not enough to achieve more than 45% speed-up. In this case our algo-
rithm selects VddH = 0.5V and VddL = 0.4V . Power 0.4 0.5 is the power
related to dual-Vdd technique when VddL = 0.4V and VddH = 0.5V . As it
can be seen in the graphs the power overhead of dual-Vdd approach for
more than 45% speed-up factors is sometimes higher than that of single
VddH (0.5V ). This is because of leakage overhead at the interface. When
the difference between VddL and VddH , and the speed-up and therefore the
number of rows connected to VddH increase, the leakage overhead at the in-
terface gates will dominate the power saving obtained by dual-Vdd tech-
nique. This will lead to more power overhead in comparison with the
single VddH technique. However, our dual-Vdd approach is able to recover
this by applying the same voltage (0.5V for this case) to both VddH and
VddL during compensation and, therefore, removing the interface leakage
power.
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8.8.2 Back-end of dual-Vdd

Figure 8.7: Placed and power-routed ALU design with dual-Vdd (Rows
1,4,5 from bottom are assigned to VddH).

To give a detailed view on the back-end implications of our technique,
we analyzed a case study of a simple ALU. The complete placed and
power-routed layout is shown in Figure 8.7. In this case we ran the al-
gorithm for 20% speed-up. The number of rows that need to be powered
up to VddH to achieve 20% speed-up as shown in Table 8.1 on page 170 was
3. In Figure 8.7 there are two different rails: VddH and VddL. There are 3 dif-
ferent power rings which are VddH , VddL, and Vss. As this design was very
small, we did not use any stripes for the powers. If the design is larger
we have to use vertical stripes. However, this will not change the power
planning and the connections to the rails are made at the stripes instead of
rings.

Those highlighted rows and related cells in the layout are rows which
are powered up at VddH . As shown in the layout, in this example we do not
have two adjacent rows which receive different supply voltages i.e. VddL

and VddH . However, in such a situation where two adjacent rows should
receive different supply voltages but they are sharing one Vdd line, we need
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to modify the layout and separate those two rows for applying different
voltages to them. This row separation imposes a very small area overhead;
however, we do not need any well separation on each row, since all the
adjacent gates on a row receive the same voltage. This is another reason
that we choose row-based style for our algorithm. In all our experiments
the area overhead was below 5%.

Figure 8.8: SPICE simulation results of dual-Vdd on simple ALU.

Full SPICE simulation on the simple ALU after dual-Vdd allocation has
been performed for 5 different speed-ups: 5%, 10%, 20%, 30% and 40%
with VddL = 0.4V and VddH = 0.45V . We created the appropriate SPICE
netlist by extracting it from the layout. Then, for each speed-up factor we
powered up the cells to either VddL or VddH based on the results of dual-
Vdd algorithm. The results of SPICE simulation are shown in Figure 8.8.
The flat line shows the average power of the circuit at VddL = 0.4V . These
results show that, as it was expected from the previous experiments on
standard cell based flow, with VddL = 0.4V and VddH = 0.45V the average
power of the circuit in dual-Vdd mode is less than that of the single Vdd

mode where all cells are powered at VddH = 0.45V for all the speed-up fac-
tors. Note that our technique gives sizable savings (7% power reduction
for 20% speed-up) even for such a small circuit, but it is best suited for
larger circuits with many rows and delay paths.
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Table 8.2: Results of routing congestion and runtime overhead due to dual-
Vdd on different benchmarks.

Design H. Congestion H. Cong. V. Cong. V. Cong. Runtime Runtime Routing

single-Vdd dual-Vdd single-Vdd dual-Vdd single-Vdd dual-Vdd Runtime

Avg Avg Avg Avg Minute Minute overhead%

S13207 0.45 0.47 0.89 0.95 12 14 18

S15850 0.46 0.47 0.82 0.89 17 20 17

NoC 0.96 1.2 1.1 1.15 34 41 20
Switch

Mac32 0.97 1.1 0.91 1.0 36 42 16

Big ALU 0.7 0.76 0.81 0.86 44 50 13

8.8.3 Routing overhead

As described in Section 8.3 on page 158 the extra utilization of metal layers
dedicated to the power may nowmake it a little harder to get through-vias
down to the cells for the signal routing due to extra voltage. We performed
experiments to see the effect of power strips for the extra voltage on rout-
ing congestion. We compared the congestion and routing run-time in de-
signs with and without dual-Vdd. The results are shown in Table 8.2. As
the results show, our fine-grained dual-Vdd has quantitatively very lim-
ited effect on routing. It increases the routing run-time from 13% to 20%,
the horizontal congestion from 2% to 24% and the vertical congestion from
6% to 12%2. As can be seen in the table, the routing runtime overhead be-
comes smaller when the size of design gets bigger. This shows that our
technique has small runtime overhead on routing even for large designs.

As any other standard cell based design flow, in our approach the
power nets are routed on top metal layers and are different from signal
wires. For dual-Vdd design we need one more power ring and each row
has only one strip like that of single-Vdd. For large designs, we need to
distribute two grids for two Vdds. We can either use one dedicated metal
layer for each grid or distribute both grids on one layer. In the first case,
our approach is similar to single-Vdd design. However, in the second case,
since we distribute two different grids on one layer, the pitch of each grid
is lower than that a single grid would have, this implies larger resistance
in the grids. However, the metal layers that we use can support standard

2The congestion rate is the occupy rate (capacity/demand) in Global Route Cells
(GRCs)).
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over threshold design, since we operate at near threshold, our current re-
quirements are much lower. Therefore, although we cut in half the density
of the power grid, the fact that we are in near threshold region decreases
current requirement on the grid.

Since the maximum difference between two voltages is 100mV , the
noise between two domains is negligible if the driver of one domain and
the receiver of the other domain are close to each other. However, when
there is a long wire going from VddH to VddL, the cross-talk effect may in-
crease. Here, we add a buffer (powered with VddH) on the long wire and
close to the VddL domain. This buffer eliminates the cross-talk effect of VddH

on VddL. We still have the cross-talk effect in VddH domain, but it is the same
as that of single-Vdd design.

8.8.4 Cluster Optimization

To better optimize our fine-grained dual-Vdd and to reduce the leakage
overhead even more, as described in Section 8.7 on page 166, we devel-
oped a cluster-optimized placement on top of the timing-driven place-
ment in which we try to put all critical cells in a subset of rows. Then,
we applied our dual-Vdd algorithm on the new design that is placed us-
ing cluster-based placement.

We compared the final design with the original timing-driven placed
design in terms of performance and interface leakage. The results are
shown in Figure 8.9 on the facing page. As it can be seen, the new
placement strategy has a performance degradation of maximum 7% due
to changing in timing-driven placement. However, for Simple ALU and
MAC32 the performance is improved with the new placement constraints.
With this new placement, we could decrease the interface leakage over-
head of our fine-grained dual-Vdd by 25% to 90% compared to that of
dual-Vdd applied on designs placed with timing-driven placement with
no cluster optimization during placement. This result points out that some
performance penalty is to be expected if placement can be driven by dual-
Vdd considerations, but that the extra power savings are interesting. This
result indeed strengthens the claim that our technique is viable in prac-
tice, as it can extract extra benefits in association with new placement al-
gorithms that cluster cells that can be powered-up. However, the devel-
opment of a new placement algorithm fully oriented to this goal is out of
the scope of our contribution. The interested reader can refer to [209] for
an example of such an algorithm.
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Figure 8.9: Fine-grained dual-Vdd using cluster-based placement on some
benchmarks.

8.8.5 OCV Timing analysis

Finally, on-chip-variation (OCV) analysis is performed on the benchmarks
using PrimeTime. We calculated the slack distribution of the critical paths
in the designs with OCV.We also calculated the slack distribution after ap-
plying dual-Vdd. Figure 8.10 on the next page shows the related plots for
S15850. As seen, 20% derate on the timing delay (0.8 for early derate and
1.2 for late derate) leads to negative slacks for most of the paths. As shown,
after applying our dual-Vdd technique with 25% speed-up, the slack dis-
tribution of all the paths becomes positive with OCV. Also, it can be seen
in the figure that 25% speed-up using dual-Vdd is able to compensate even
40% derate in the timing delay.

8.9

Summary

In this chapter, we proposed a novel dual-Vdd scheme in near thresh-
old operation and show that our technique can be used to achieve fine-
grained control of energy and performance of MPSoCs operating in this
region. We have proposed a novel dual-Vdd algorithm and applied our
technique on various benchmark circuits and validated using a commer-
cial 90nm CMOS technology. Results show that our technique can achieve
fine-grained control on performance of the circuits while keeping the over-
head power under control.
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Figure 8.10: Slack distribution in S15850 using OCV analysis with and
without dual-Vdd.
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CHAPTER 9

Conclusions and Future Work

9.1

Conclusions

Scaling down of process technologies has increased process and dynamic
variations as well as transistor wearout. Because of this, delay variations
increase and impact the performance of the MPSoCs. The interconnect
architecture in MPSoCs becomes a single point of failure as it connects
all other components of the system together. A faulty processing element
may be shut down entirely, but the interconnect architecture must be able
to tolerate partial failure and variations and operate with performance,
power or latency overhead. This dissertation focused on techniques at
different levels of abstraction to face with the reliability and variability of
interconnection network in MPSoCs.

9.1.1 Inter-cluster communication

In the cluster-based SoCs each cluster has a few number of PEs. To enable
scaling the system to a larger size, clusters are connected through a scal-
able communication infrastructure. Network on chip is scalable and can
be used for this purpose. Since clusters are isolated logically and electri-
cally, the NoC used for inter-clusters communications is based on GALS.
In this work, we developed and fabricated a test-chip on a 40 nm tech-
nology node to motivate the need for techniques facing with the reliabil-
ity and variability issue in interconnection networks. Then, we proposed
a reliable architecture for NoCs which takes advantage of their inherent
redundancy to provide robustness against physical faults. We also pre-
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sented an on-line functional testing which is able to detect logic faults in
data paths and control paths of the NoC. Moreover, in this dissertation we
proposed a new physical routing flow to mitigate the variation in global
wire’s delay and length at the physical level.

9.1.2 Intra-cluster communication

In a cluster-based multicore architecture, each cluster contains a few PEs
which usually share a multi-banked L1 memory. The cluster architecture
is fixed and scaling is enabled by replicating clusters. Since the number
of PEs inside each cluster is relatively small, we can use a high perfor-
mance and low latency interconnection infrastructure for communication
between cores and the shared L1 memory. This interconnection cannot
be neither BUS nor NoCs and a highly optimized special-purpose inter-
connect is required. In this dissertation, we implemented the design flow
of a fully combinational Mesh-of-Trees (MoT) interconnection network to
support high performance, single-cycle communication between proces-
sors and memories in L1-coupled processor clusters. We extended this
network to be reliable and variation-tolerant. To do so, we reconfigure
the design so that it can overcome the timing failure by injecting an on-
demand pipeline stage in the path and increasing the latency of the read-
/write transactions. If there is no variation and therefore no timing failure
the network operates with single cycle latency.

9.1.3 Variation-tolerant low power MPSoCs using near-

threshold computing

Power has become the primary design constraint for a large set of SoCs
ranging frommobile phones, PDAs andMP3 Players to sensor nodes. The
pace dictated by the Moores law has almost stopped and CMOS scaling
which drove the semiconductor growth during the past several decades
no longer delivers the energy gains. Indeed, beyond 65nm the supply volt-
age has remained essentially constant and dynamic energy efficiency im-
provements have stagnated, while leakage currents continue to increase.
In this era, further energy gain can be achieved by moving to the near-
threshold computing (NTC) domain. Operating at near threshold volt-
ages exacerbates the effects of both global and local variations, which are
already significant issues in todays advanced process technologies such as
32 nm, and we need appropriate techniques to overcome it. In this disser-
tation we proposed a fine-grained power management technique called
row-based dualVdd which is able to compensate the effect of variations
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on performance at the post-silicon stage with minimum power overhead
featuring robust near-threshold design.

9.2

Future Work

My future research plans revolve around the development of high perfor-
mance, reliable, variation-tolerant, and low power MPSoCs. Within this
domain, in the near term I would like to work in the following areas:

9.2.1 Reliable and variation tolerant interconnection net-

work

In my thesis I proposed reliable architectures for NoCs and low-latency in-
terconnection network. I proposed two-channel NoC which is able to tol-
erate logic faults [2]. Moreover, I developed a distributed online functional
testing to detect logic faults in NoC [3]. However, in deep sub-micron, de-
lay faults due to static and dynamic variations as well as wear-out mecha-
nisms are becoming more important than logic faults and need to be con-
sidered as one of the primary sources of system failure. In this research
project I plan to target delay faults and variability in both NoC and low-
latency mesh of tree network. Since dynamic variations and wear-out oc-
cur over time, post burn-in testing approaches cannot capture delay faults
and we have to develop mechanisms to detect them during life-time of
the chip. This detection can be performed in either online or offline mode.
In addition to detection, I plan to work on reconfiguration techniques to
overcome delay faults. In my thesis, I proposed a new approach [6] for tol-
erating delay faults due to static variations in low-latency interconnection
network. It is based on on-demand pipeline insertion on critical paths. I
plan to extend this work to consider dynamic variations due to tempera-
ture and Vdd drop; moreover, I would like to apply this approach to other
communication infrastructures like NoCs.

9.2.2 Multi-Core Cluster with Shared-Memory HW Accel-

erators

Architectural heterogeneity is an effective solution to improve energy effi-
ciency of SoC designs. General-purpose multi-core processors can be cou-
pled with hardware functional units, whose specialized logic can achieve
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10× to 100× better energy efficiency over key computation-intensive ac-
tivities. In traditional acceleration techniques two distinct memory spaces
for processors and accelerators are considered and this communication in-
frastructures implies frequent data movements from one memory space
to another thus undermining acceleration benefits. Shared memory is a
convenient abstraction to simplify both problems and allow for efficient
processor-to-accelerator communication. In this project, we plan to work
on a tightly-coupled multi-core cluster architecture where several homo-
geneous parallel cores are coupled to a number of dedicated hardware
accelerators. To interface main program execution with HW accelerators
we are going to design a dedicated architecture template where HW accel-
erators and processors communicate through shared memory using the
variation-tolerant and low latency interconnection network proposed in
Chapter 6 on page 119 and Chapter 7 on page 137.
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